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Der Bischof von Limburg

Nr. 14 Beschluss der Bundeskommission am 9. Ok-
tober 2025 in Fulda – AVR ab 1. Januar 2027

A. Beschlusstext:

I.	 Textfassung der AVR ab 1. Januar 2027

1.	 Die AVR werden zum 1. Januar 2027 geändert 
und neu strukturiert. Der vollständige Text der 
AVR einschließlich ihrer Anlagen wird dazu zum 
1. Januar 2027 durch die im Anhang dieses Be-
schlusses als „AVR 2027“ bezeichnete Fassung 
der AVR ersetzt. Dieser ist Bestandteil des Be-
schlusses.

2.	 Die Bestimmungen des Anhangs Überleitung kön-
nen gemäß § 59 Abs. 2 AVR in der neuen Fas-
sung nach Nr. 1 bereits vor dem 1. Januar 2027 
angewendet werden mit der Maßgabe, dass die 
Überleitung frühestens zum 1. Januar 2027 wirk-
sam werden kann.

II.	 Mittlere Werte

Die in der nach I. Nr. 1 geänderten Textfassung der 
AVR benannten Werte, für die die Regelungskompe-
tenz der Regionalkommissionen nach § 13 Abs. 3 
Satz 1 f. der Ordnung der Arbeitsrechtlichen Kom-

mission besteht, sind als mittlere Werte nach § 13 
Abs. 1 Sätze 1 ff. der Ordnung der Arbeitsrechtlichen 
Kommission festgelegt. Soweit mittlere Werte durch 
die Beschlüsse der Bundeskommission vom 5. Juni 
2025 zur „Tarifrunde Anlage 30 zu den AVR (Ärzte)“ 
und zur „Allgemeine Tarifrunde Caritas 2025 Teil 1“ 
befristet festgelegt wurden, gelten diese Befristungen 
auch weiterhin für die neue Textfassung nach I. Nr. 1.

III.	 Inkrafttreten

Dieser Beschluss tritt zum 9. Oktober 2025 in Kraft.

B. Regelungsziel und wesentlicher Inhalt

1. Grund der neuen Textfassung der AVR ab 2027

Bereits anlässlich des Inkrafttretens des TVöD am 
1. Oktober 2005 und der damit erfolgten Ablösung 
der Strukturen des Bundesangestelltentarifvertrages 
und des Manteltarifvertrages für Arbeiterinnen und 
Arbeiter des Bundes und der Länder wurden für die 
Caritas entsprechende Strukturen diskutiert. Umge-
setzt wurden 2010 mit Geltung ab 2011 die Grund-
strukturen mit den Anlagen 31 bis 33. Die Geltungsbe-
reiche der Anlagen 31 – 33 wurden tätigkeitsbezogen 
definiert, wobei die Pflegetätigkeit noch in solche in 
Krankenhäusern (Anlage 31) und solche in Pflege- und 
Betreuungseinrichtungen (Anlage 32) unterscheidet. 
Die Regelungen für Tätigkeiten im Sozial- und Erzie-
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hungsdienst wurden dagegen übergreifend über alle 
Hilfebereiche definiert. Für diese Bereiche sowie für 
die Ärzte gelten seitdem gesonderte Regelwerke. Sie 
umfassen unter anderem Regelungen zur Arbeits-
zeit und zur Eingruppierung und sind stark angelehnt 
an die Entgeltordnung des TVöD. Technisch wurden 
diese besonderen Regelwerke als Abweichungsrege-
lungen zu den bis dahin bestehenden und dann auch 
weiterbestehenden bisherigen Regelungen in den An-
lagen 1, 5 ff und 14 gefasst.

In der Struktur unverändert wurden die bisherigen 
Regelungen weitergeführt. Sie waren erforderlich zur 
Bestimmung der Arbeitsbedingungen der nicht nach 
den Anlagen 30 bis 33 einzugruppierenden Mitarbei-
ter, deren Eingruppierung sich weiter in den Anlagen 
2 ff. fand.

Der damalige Kompromiss, die Anlagen 2 ff beizube-
halten, resultierte aus der im TVöD vorgenommenen 
materiellen Umgewichtung von Tätigkeiten und der 
damals fehlenden Entgeltordnung. Die Fortführung 
der Anlagen 2 ff sowie die vielen neuen Anlagen führ-
ten aber zu schwierigen Situationen in den Einrichtun-
gen. Krankenhäuser sowie Pflege- und Betreuungs-
einrichtungen hatten in der Regel drei Regelwerke 
zu beachten: Anlage 31 bzw. 32 für die besonderen 
Arbeitsbedingungen, Anlage 2 und z.B. die Arbeitszeit-
bestimmungen der Anlage 5 für Verwaltungs-, aber 
auch Laborkräfte oder Ergotherapeuten, sowie, wenn 
vorhanden, die von den Anlagen 31 und 32 leicht ab-
weichende Anlage 33 für den Sozial- und Erziehungs-
dienst. In der verbandlichen Caritas, aber auch in ge-
sonderten Einrichtungen der Kinder – und Jugendhilfe 
waren dies zumindest zwei Regelungsbereiche.

Schon kurz nach dem Inkrafttreten der Anlagen 30 bis 
33 wurde versucht, auch den verbliebenen Bereich, der 
noch dem BAT entlehnt, aber als Grundstruktur der 
AVR nach wie vor präsent war, in den AVR zu refor-
mieren. Bis 2020 führten die verschiedenen Verhand-
lungs- und Arbeitsgruppen zu keinem nennenswerten 
Ergebnis. In 2021 konnte dann unter Hintanstellung 
beidseitiger grundsätzlicher Reformüberlegungen von 
Regelungen im Einzelnen ein Weg aufgezeigt werden.

Die Bundeskommission hat dann in ihrer konstitu-
ierenden Sitzung zur Amtsperiode 2022–2025 am 
31. März 2022 die Vorarbeiten zu einem „Fahrplan“ 
der Verhandlungsgruppe „Anlage 2/Struktur“ bestä-
tigt. Der damalige „Fahrplan“ beinhaltete unter an-
derem den Grundsatz, dass allgemeine Regelungen 
den besonderen Regelungen vorangestellt werden. 

Die Tätigkeitsmerkmale des TVöD waren zu berück-
sichtigen, soweit sie im Anwendungsbereich der AVR 
relevant sind. Als Grundlage diente die Entgelttabelle 
des TVöD, wobei Abweichungen – seinerzeit voraus-
sichtlich die Entgeltgruppen EG 1 bis EG 4 sowie neu 
EG 16 bis EG 17 – zu konsentieren waren. Der Zeitplan 
war so zu gestalten, dass nach einer Beschlussfas-
sung eine ausreichende Zeitspanne bis zum Inkraft-
treten liegen müsse.

Mit dem jetzigen Beschluss, der eine einheitliche Text-
fassung zum 1. Januar 2027 wirksam werden lässt, 
findet diese Arbeit ihren Abschluss. Im Ergebnis wer-
den die Tätigkeiten der bisherigen Anlagen 2 ff in die 
nunmehr geltende Entgeltordnung überführt. Die bis-
herige noch am BAT ausgerichtete Struktur der AVR 
wird vereinheitlicht.

2. Allgemeine Regelungen, die für alle gelten

Ab Inkrafttreten der Neuregelung werden mit wenigen 
Ausnahmen für alle Mitarbeiter dieselben allgemeinen 
Regelungen gelten. Der bisherige tätigkeitsbezogene 
Geltungsbereich wird abgelöst von einem Geltungs-
bereich, der auf die Einrichtung abstellt. Soweit schon 
bisher in den Anlagen 31 – 33 besondere Regelungen 
für Berufsgruppen enthalten sind, die bereits Regelun-
gen der Besonderen Teile des TVöD berücksichtigen, 
werden sie auf alle Mitarbeiter des jeweiligen Ein-
richtungs-Geltungsbereichs angewendet. Zusätzlich 
werden für die Mitarbeiter im Sozial- und Erziehungs-
dienst (SuE) besondere Regelungen berufsgruppen-
bezogen geregelt.

Die Neufassung der allgemeinen Regelungen hat des-
halb außer für besondere Gruppen (z. B. Ärzte, Aus-
zubildende, Lehrer, Pflegelehrer) keine besonderen 
Anhänge mehr. Die Neufassung, die sich am TVöD 
orientiert und in ihrer Gliederung um AVR-spezifische 
Besonderheiten ergänzt wurde, regelt diese Besonder-
heiten thematisch passend.

Einheitlich geregelt werden u. a.:

	- Begründung des Dienstverhältnisses
	- regelmäßige Arbeitszeit (39 Stunden, in 

Krankenhäuser: 38,5 Stunden; regionale 
Besonderheiten werden dort beraten) und 
Arbeitszeitregelung

	- Bereitschaftsdienst, Bereitschaftszeit, (und 
Arbeitsbereitschaft im Rettungsdienst; An-
passungen für Krankenhaus, Pflegeeinrich-
tung und SuE)
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	- Berechnungsbasis der Entgeltfortzahlung
	- Krankheitsbezüge und Krankengeldzuschus-

ses
	- Urlaub
	- Jahressonderzahlung (lösen Weihnachtszu-

wendung und Urlaubsgeld ab)
	- Leistungskomponente (geringer für MA in 

Krankenhäusern)

3. Entgeltordnung und Entgelttabellen

Die Entgeltordnung entspricht im Wesentlichen der 
des TVöD. Es wurden Spezifika aus den AVR berück-
sichtigt.

Die Entgelttabellen (EG-, P- und S-Tabelle) entspre-
chen im Wesentlichen denen des TVöD-VKA. Zu-
sätzlich wurden insbesondere für Tätigkeiten als 
Führungskräfte zwei neue Entgeltgruppen 16 und 17 
hinzugefügt. Die Mitarbeiter dieser Entgeltgruppen er-
hielten bisher entweder Zulagen zur E 15 oder waren 
außertariflich angestellt. Im öffentlichen Dienst sind 
vergleichbare Beschäftigte eher Beamte.

Für Betreuungskräfte und Mitarbeiter mit bestimmten 
Tätigkeiten in der Entgeltgruppe 2 sind Übergangsre-
gelungen vorgesehen. Mitarbeiter in den Stufen 5 und 
6 erhalten bis zum 31. Dezember 2035 das Tabellen-
entgelt der Stufe 4 (Betreuungskräfte der Stufe 5), bei 
weiterlaufender Stufenlaufzeit.

4. Überleitungsregelung

4.1 Beibehalt Anlage 2 für Bestandsmitarbeiter, Über-
leitung nur auf Antrag, kein Besitzstand nach Über-
leitung

Die gefundene Lösung, wie die neue Regelung für die 
bisherigen der Anlage 2 unterfallenden Mitarbeiten-
den zur Anwendung gebracht wird, sieht – anders als 
frühere Überleitungsregelungen – weder Ausgleiche 
für tariflich geregelte künftige Vergütungserwartun-
gen, also für noch nicht erreichte Regelaufstiege etc., 
noch Besitzstandszulagen oder vergleichbare materi-
elle Besitzstandswahrungen vor.

Stattdessen sieht der Beschluss vor, dass die zum 
Inkrafttreten der Neuregelung bisher nach Anlagen 
2 ff eingruppierten Mitarbeiter (Bestandsmitarbeiter) 
bis zum Ausscheiden weiterhin im Grundsatz der 
Eingruppierungsregelung der bisherigen Anlagen 2 ff 
mit den zugehörigen (dynamisierten) Tabellenwerten 

der heutigen Anlage 3 unterfallen, wenn sie nicht die 
Überleitung beantragen.

Neue Mitarbeiter sind unmittelbar nach der Neurege-
lung eingruppiert.

In einem Zeitraum von neun Jahren können Bestands-
mitarbeiter einen Antrag auf Überleitung stellen. Die-
ser Antrag wirkt grundsätzlich für die Zukunft. Er kann 
in den ersten beiden Jahren zum Quartalsbeginn, in 
den Jahren drei bis fünf zum Halbjahresbeginn und 
in den letzten drei Jahren zum Jahresbeginn gestellt 
werden. Nach Ablauf der 9-Jahres-Frist besteht kein 
Anspruch mehr auf Überleitung mit der Folge, dass 
der Mitarbeiter in Systematik der bisherigen Anlagen 
2 ff eingruppiert bleibt.

Nach erfolgter Überleitung unterfällt der bisherige 
Mitarbeiter aus der Anlage 2 vollständig den neuen 
Regelungen, die auch schon für die Neueinstellungen 
gelten.

Nur Bestandsmitarbeitern, die also (noch) nicht auf 
Antrag übergeleitet sind, werden ggf. bisherige Zula-
gen des alten Systems (insbesondere Verheirateten- 
oder Kinderzulagen) weitergezahlt.

4.2 Überleitung mit Zuordnungstabelle, Stufenzuord-
nung

Das Kernelement für die Überleitung ist eine Zuord-
nungstabelle. Diese geht von der bisherigen Eingrup-
pierung nach Vergütungsgruppe und entsprechender 
Ziffer aus und ordnet dieser die genaue Eingruppie-
rung nach der Entgeltordnung als Mindesteingruppie-
rung zu.

Die Stufe innerhalb der neuen Entgeltgruppe lässt sich 
nach folgender Formel ermitteln: bisherige Stufe mal 
zwei plus die zurückgelegte Stufenlaufzeit in der bis-
herigen Stufe.

Durch diese beiden Elemente lässt sich im Falle ei-
ner Überleitung die Mindesteingruppierung und das 
Tabellenentgelt nach der neuen Regelung ermitteln.
Auf die Mitteilung der tatsächlichen Eingruppierung 
in der Entgeltordnung hat der Mitarbeiter einen An-
spruch, bevor er seine Entscheidung zur Überleitung 
trifft. Diese Mitteilung ist verbindlich.

Daneben gelten aber auch die allgemein gültigen Hö-
hergruppierungsregelungen für den Fall, dass nach 
der neuen Entgeltordnung eine höhere Entgeltgruppe 
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als nach der Zuordnungstabelle einschlägig ist und 
diese nicht bereits verbindlich mitgeteilt wurde. Im 
Falle eines innerhalb eines Jahres gestellten Höher-
gruppierungsantrages wirkt dieser auf den Zeitpunkt 
der Überleitung zurück.

5. Veränderungen bis 2027

Der Beschluss basiert auf dem Stand der AVR zum 
9. Oktober 2025. Er enthält damit Bestandteile, die 
ggf. in den aktuellen AVR bis zum Wirksamwerden 
der neuen Textfassung noch Änderungen erfahren. 
Die beschließende Bundeskommission geht deshalb 
davon aus, dass im Falle solcher Beschlüsse auch 
Anpassungen an der neuen Textfassung erfolgen, die 
dann ab 2027 wirksam ist.

Dies gilt auch, sollten in den Regionalkommissionen 
Bandbreiten zur Umsetzung der mittleren Werte ge-
nutzt werden. 

C. Beschlusskompetenz

Die Regelung beinhaltet Rechtsnormen über den In-
halt des Dienstverhältnisses nach § 1 Absatz 4 Satz 
1 AK-O.

Soweit nicht den Regionalkommissionen nach § 13 
Abs. 3 Satz 1 AK-Ordnung ausschließlich zugewie-
sene Materien geregelt werden, ergibt sich die Rege-
lungskompetenz der Bundeskommission unmittelbar 
aus § 13 Absatz 1 Satz 1 AK-Ordnung.

Die Festlegungen von Werten zur Höhe der Vergü-
tungsbestandteile, des Umfangs der regelmäßigen Ar-
beitszeit bzw. des Umfangs des Erholungsurlaubs im 
Sinne des § 13 Absatz 3 Satz 1 AK-Ordnung erfolgen 
durch die Bundeskommission als mittlere Werte nach 
§ 13 Absatz 1 Satz 3 AK-Ordnung. Die Weiterführung 
der Befristung der mittleren Werte nach den Beschlüs-
sen der Bundeskommission vom 5. Juni 2025 erfolgt 
nach § 13 Absatz 1 Satz 4 AK-Ordnung.

Für das Bistum Limburg 

Limburg, 3. Dezember 2025	 +	 Dr. Georg Bätzing
Az.: 359H/69659/25/01/4		  Bischof von Limburg

Prof. Dr. Peter Platen
Kanzler der Kurie

Nr. 15 Gesetz über den Kirchlichen Datenschutz 
(KDG)

Gesetz zur Änderung des Gesetzes über den Kirch-
lichen Datenschutz (KDG) – (KDG-Änderungsgesetz)

Artikel 1 
Änderung des Gesetzes über den Kirchlichen Daten-
schutz (KDG)

Das Gesetz über den Kirchlichen Datenschutz (KDG) 
in der Fassung des Beschlusses der Vollversamm-
lung des Verbandes der Diözesen Deutschlands vom 
20. November 2017 (Amtsblatt des Bistums Limburg 
2018, S. 295 ff.) wird aufgrund des Beschlusses 
der Vollversammlung des Verbandes der Diözesen 
Deutschlands vom 24. November 2025 wie folgt ge-
ändert:

1.	 Die Inhaltsübersicht wird wie folgt neu gefasst:

„Inhaltsübersicht
Präambel
Kapitel 1
Allgemeine Bestimmungen

§ 1	Zweck
§ 2	Sachlicher Anwendungsbereich
§ 3	Organisatorischer Anwendungsbereich
§ 4	Begriffsbestimmungen

Kapitel 2
Grundsätze

§ 5	Datengeheimnis

§ 6	Rechtmäßigkeit der Verarbeitung personen-
bezogener Daten
§ 7	Grundsätze für die Verarbeitung personenbe-
zogener Daten
§ 8	Einwilligung
§ 9	- nicht belegt - 
§ 10 - nicht belegt - 
§ 11 Verarbeitung besonderer Kategorien perso-
nenbezogener Daten
§ 12 Verarbeitung von personenbezogenen Daten 
über strafrechtliche Verurteilungen und Strafta-
ten
§ 13 Verarbeitung, für die eine Identifizierung der 
betroffenen Person nicht erforderlich ist

Kapitel 3
Informationspflichten des Verantwortlichen und Rech-
te der betroffenen Person
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Abschnitt 1
Informationspflichten des Verantwortlichen

§ 14 Transparente Information, Kommunikation 
und Modalitäten für die Ausübung der Rechte der 
betroffenen Person
§ 15 Informationspflicht bei unmittelbarer Daten-
erhebung
§ 16 Informationspflicht bei mittelbarer Daten-
erhebung

Abschnitt 2
Rechte der betroffenen Person

§ 17 Auskunftsrecht der betroffenen Person
§ 18 Recht auf Berichtigung
§ 19 Recht auf Löschung
§ 20 Recht auf Einschränkung der Verarbeitung
§ 21 Mitteilungspflicht im Zusammenhang mit 
der Berichtigung oder Löschung personenbezo-
gener Daten oder der Einschränkung der Verar-
beitung
§ 22 Recht auf Datenübertragbarkeit
§ 23 Widerspruchsrecht
§ 24 Automatisierte Entscheidungen im Einzelfall 
einschließlich Profiling
§ 25 Unabdingbare Rechte der betroffenen Per-
son

Kapitel 4
Verantwortlicher und Auftragsverarbeiter
Abschnitt 1
Technik und Organisation; Auftragsverarbeitung

§ 26 Technische und organisatorische Maßnah-
men
§ 27 Technikgestaltung und Voreinstellungen
§ 28 Gemeinsam Verantwortliche
§ 29 Verarbeitung personenbezogener Daten im 
Auftrag
§ 30 Verarbeitung unter der Aufsicht des Verant-
wortlichen oder des Auf-tragsverarbeiters
Abschnitt 2
Pflichten des Verantwortlichen
§ 31 Verzeichnis von Verarbeitungstätigkeiten
§ 32 Zusammenarbeit mit der Datenschutzauf-
sicht
§ 33 Meldung an die Datenschutzaufsicht
§ 34 Benachrichtigung der betroffenen Person
§ 35 Datenschutz-Folgenabschätzung und vor-
herige Konsultation

Abschnitt 3
Betriebliche Datenschutzbeauftragte

§ 36 Benennung von betrieblichen Datenschutz-
beauftragten
§ 37 Rechtsstellung betrieblicher Datenschutz-
beauftragter
§ 38 Aufgaben betrieblicher Datenschutzbeauf-
tragter

Kapitel 5
Übermittlung personenbezogener Daten an Drittlän-
der, internationale Organisationen oder nichtstaatliche 
Völkerrechtssubjekte

§ 39 Allgemeine Grundsätze
§ 40 Datenübermittlung auf der Grundlage eines 
Angemessenheitsbeschlusses oder bei geeigne-
ten Garantien
§ 41 Ausnahmen für bestimmte Fälle

Kapitel 6
Unabhängige Datenschutzaufsicht

§ 42 Datenschutzaufsicht
§ 43 Der oder die Diözesandatenschutzbeauf-
tragte und seine oder ihre Vertretung
§ 44 Aufgaben der Datenschutzaufsicht
§ 45 Zuständigkeit der Datenschutzaufsicht bei 
über- oder mehrdiözesanen Rechtsträgern sowie 
bei gemeinsamer Verantwortlichkeit
§ 46 Zusammenarbeit kirchlicher Stellen mit den 
Datenschutzaufsichten
§ 47 Befugnisse der Datenschutzaufsicht

Kapitel 7
Beschwerde, gerichtlicher Rechtsbehelf, Haftung und 
Sanktionen

§ 48 Beschwerde bei einer Datenschutzaufsicht
§ 49 Recht auf gerichtlichen Rechtsbehelf gegen 
einen Bescheid der Datenschutzaufsicht 
§ 49a Recht auf gerichtlichen Rechtsbehelf ge-
gen Verantwortliche oder kirchliche Auftragsver-
arbeiter
§ 49b Zuständigkeit der Datenschutzgerichte
§ 50 Haftung und Schadenersatz
§ 51 Geldbußen

Kapitel 8
Vorschriften für besondere Verarbeitungssituationen

§ 52 Videoüberwachung
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§ 52a Gottesdienste und kirchliche Veranstaltun-
gen
§ 53 Verarbeitung personenbezogener Daten für 
Zwecke des Beschäftigungsverhältnisses
§ 54 Verarbeitung personenbezogener Daten 
zu wissenschaftlichen oder historischen For-
schungszwecken, zu Archivzwecken oder zu 
statistischen Zwecken
§ 54a Verarbeitung personenbezogener Daten 
zur institutionellen Aufarbeitung sexualisierter 
Gewalt und anderer Formen des Missbrauchs
§ 55 Verarbeitung personenbezogener Daten 
durch die Medien

Kapitel 9
Übergangs- und Schlussbestimmungen

§ 56 Ermächtigungen
§ 57  Übergangsbestimmungen
§ 58 Inkrafttreten“

2.	 Die Präambel wird wie folgt geändert:

a)	 Nach Satz 1 werden folgende Sätze 2 und 
3 angefügt: 
„Für die katholische Kirche ist der Schutz der 
personenbezogenen Daten ein unerlässli-
cher Bestandteil der in can. 220 des Codex 
Iuris Canonici (CIC) anerkannten Rechte. 
Zur Erfüllung des kirchlichen Auftrages ist 
die Verarbeitung personenbezogener Daten 
durch kirchliche Stellen erforderlich.“ 
b) Der bisherige Satz 2 wird Satz 4, der bis-
herige Satz 3 wird Satz 5. 
c) Im neuen Satz 5 werden die Wörter „und 
zur Aufhebung der Richtlinie 95/46/EG (Da-
tenschutz-Grundverordnung) – EU-DSGVO, 
Art. 17 des Vertrages über die Arbeitswei-
se der Europäischen Union (AEUV).“ ersetzt 
durch die Wörter „und zur Aufhebung der 
Richtlinie 95/46/EG (Datenschutz-Grundver-
ordnung – EU-DSGVO) sowie in Art. 17 des 
Vertrages über die Arbeitsweise der Europä-
ischen Union (AEUV).“
d) Der bisherige Satz 4 wird Satz 6. 

3.	 § 1 wird wie folgt neu gefasst:

„§ 1 Zweck
Zweck dieses Gesetzes ist es, betroffene Per-
sonen davor zu schützen, dass sie durch die 
Verarbeitung ihrer personenbezogenen Daten in 
ihrem Persönlichkeitsrecht beeinträchtigt wer-

den, und den freien Verkehr solcher Daten zu er-
möglichen.“

4.	 § 2 wird wie folgt geändert:

a)	 In Absatz 1 wird nach Satz 1 folgender Satz 
2 angefügt: 

„§ 53 Absatz 3 bleibt unberührt.“ 

b)	 Absatz 2 wird wie folgt neu gefasst:
„Soweit besondere kirchliche oder beson-
dere staatliche Rechtsvorschriften auf Ver-
arbeitungen personenbezogener Daten an-
zuwenden sind, gehen sie den Vorschriften 
dieses Gesetzes vor, sofern sie das Daten-
schutzniveau dieses Gesetzes nicht unter-
schreiten.“

c)	 In Absatz 3 werden die Wörter „zur Wahrung 
des Beicht- und Seelsorgegeheimnisses“ 
ersetzt durch die Wörter „zur Wahrung des 
Beichtgeheimnisses und des Seelsorgege-
heimnisses“.

5.	 § 3 Absatz 2 wird wie folgt neu gefasst:

„Dieses Gesetz findet Anwendung auf die Verar-
beitung personenbezogener Daten, soweit diese 
im Rahmen der Tätigkeiten eines kirchlichen Ver-
antwortlichen oder Auftragsverarbeiters erfolgt, 
unabhängig davon, wo die Verarbeitung statt-
findet.“

6.	 § 4 wird wie folgt geändert:

a)	 Bei der Begriffsbestimmung Nummer 9. 
„Verantwortlicher“ wird nach dem Wort „ent-
scheidet;“ folgender Halbsatz angefügt: 
„sind die Zwecke und Mittel dieser Verar-
beitung durch kirchliches, staatliches oder 
europäisches Recht vorgegeben, so kann der 
Verantwortliche beziehungsweise können 
die bestimmten Kriterien seiner Benennung 
nach diesem Recht vorgesehen werden.“ 

b)	 Die Begriffsbestimmung Nummer 22. „Di-
özesandatenschutzbeauftragter“ wird wie 
folgt neu gefasst: 
„22. „Diözesandatenschutzbeauftragter“ 
oder „Diözesandatenschutzbeauftragte“ den 
Leiter oder die Leiterin der Datenschutzauf-
sicht;“
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c)	 Die Begriffsbestimmung Nummer 23. „Be-
trieblicher Datenschutzbeauftragter“ wird 
wie folgt neu gefasst: 
„23. „Betrieblicher Datenschutzbeauftragter“ 
oder „Betriebliche Datenschutzbeauftragte“ 
den vom Verantwortlichen oder vom Auf-
tragsverarbeiter benannten Datenschutzbe-
auftragten oder die vom Verantwortlichen 
oder vom Auftragsverarbeiter benannte Da-
tenschutzbeauftragte;“ 

d)	 Die Begriffsbestimmung Nummer 24. „Be-
schäftigte“ wird wie folgt geändert: 
aa) Bei Buchstabe g) werden nach dem Wort 
„Praktikanten“ die Wörter „oder Praktikantin-
nen“ angefügt.
bb) Bei Buchstabe i) wird der Punkt am Ende 
durch ein Komma ersetzt.
cc) Nach Buchstabe i) wird folgender Buch-
stabe j) angefügt: 
„Leiharbeitnehmerinnen und Leiharbeitneh-
mer, soweit sie zu einem kirchlichen Arbeit-
geber entsandt sind.“

7.	 § 5 wird wie folgt geändert:

a)	 Der bisherige Text wird Absatz 1. 
b)	 Nach Absatz 1 wird folgender Absatz 2 an-

gefügt:
„Absatz 1 gilt auch für ehrenamtlich tätige 
Personen, sofern sie personenbezogene Da-
ten verarbeiten.“

8.	 § 6 wird wie folgt neu gefasst:

„§ 6 Rechtmäßigkeit der Verarbeitung personen-
bezogener Daten

(1)	 Die Verarbeitung personenbezogener Daten 
ist nur rechtmäßig, wenn mindestens eine 
der nachstehenden Bedingungen erfüllt ist:

a)	 Dieses Gesetz oder eine andere kirch-
liche oder eine staatliche Rechtsvor-
schrift erlaubt sie oder ordnet sie an;

b)	 die betroffene Person hat in die Verar-
beitung der sie betreffenden personen-
bezogenen Daten für einen oder mehre-
re bestimmte Zwecke eingewilligt;

c)	 die Verarbeitung ist für die Erfüllung ei-
nes Vertrags, dessen Vertragspartei die 
betroffene Person ist, oder zur Durch-
führung vorvertraglicher Maßnahmen 
erforderlich, die auf Anfrage der betrof-

fenen Person erfolgen;
d)	 die Verarbeitung ist zur Erfüllung einer 

rechtlichen Verpflichtung erforderlich, 
der der Verantwortliche unterliegt;

e)	 die Verarbeitung ist erforderlich, um 
lebenswichtige Interessen der betroffe-
nen Person oder einer anderen natürli-
chen Person zu schützen;

f)	 die Verarbeitung ist für die Wahrneh-
mung einer Aufgabe des Verantwort-
lichen erforderlich, die im kirchlichen 
Interesse liegt oder in Ausübung öf-
fentlicher Gewalt erfolgt, die dem Ver-
antwortlichen übertragen wurde;

g)	 die Verarbeitung ist zur Wahrung der 
berechtigten Interessen des Verant-
wortlichen oder eines Dritten erforder-
lich, sofern nicht die Interessen oder 
Grundrechte und Grundfreiheiten der 
betroffenen Person, die den Schutz 
personenbezogener Daten erfordern, 
überwiegen, insbesondere dann, wenn 
es sich bei der betroffenen Person um 
einen Minderjährigen oder eine Minder-
jährige handelt. Lit. g) gilt nicht für die 
von öffentlich-rechtlich organisierten 
kirchlichen Stellen in Erfüllung ihrer 
Aufgaben vorgenommene Verarbeitung.

(2)	 Die Verarbeitung für einen anderen Zweck 
als zu demjenigen, zu dem die personenbe-
zogenen Daten erhoben wurden, ist recht-
mäßig, wenn

a)	 eine Rechtsvorschrift dies erlaubt oder 
anordnet und kirchliche Interessen nicht 
entgegenstehen;

b)	 die betroffene Person eingewilligt hat;
c)	 offensichtlich ist, dass es im Interesse 

der betroffenen Person liegt, und kein 
Grund zu der Annahme besteht, dass 
sie in Kenntnis des anderen Zwecks ihre 
Einwilligung verweigern würde;

d)	 Angaben der betroffenen Person über-
prüft werden müssen, weil tatsächliche 
Anhaltspunkte für deren Unrichtigkeit 
bestehen;

e)	 die Daten allgemein zugänglich sind oder 
der Verantwortliche sie veröffentlichen 
dürfte, es sei denn, dass das schutzwür-
dige Interesse der betroffenen Person an 
dem Ausschluss der Zweckänderrung of-
fensichtlich überwiegt;
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f)	 sie zur Geltendmachung, Ausübung 
oder Verteidigung rechtlicher Ansprü-
che erforderlich ist, sofern nicht die 
Interessen der betroffenen Person an 
dem Ausschluss der Verarbeitung über-
wiegen;

g)	 es zur Verfolgung oder Aufklärung von 
Straftaten oder Ordnungswidrigkeiten 
oder zur Vollstreckung von Bußgeldent-
scheidungen erforderlich ist;

h)	 es zur Abwehr einer schwerwiegenden 
Beeinträchtigung der Rechte Dritter er-
forderlich ist;

i)	 es zur institutionellen Aufarbeitung von 
sexualisierter Gewalt und anderen For-
men des Missbrauchs auf der Grund-
lage kirchlichen Rechts erforderlich 
ist und die Interessen der betroffenen 
Person (§ 4 Nr. 1) durch angemessene 
Maßnahmen gewahrt sind;

j)	 der Auftrag der Kirche oder die Glaub-
würdigkeit ihres Dienstes dies erfordert 
oder

k)	 es zur Vorbereitung, Durchführung und 
Nachbereitung von kirchlichen Wahlen 
insbesondere zu diözesanen, pfarrli-
chen oder kirchengemeindlichen Gremi-
en erforderlich ist; hierzu gehören auch 
die Kandidatenwerbung und -ansprache 
sowie nachgelagerte Maßnahmen zu In-
formation und Schulung.

(3)	 ¹Eine Verarbeitung für andere Zwecke liegt 
nicht vor, wenn sie der Wahrnehmung von 
Visitations-, Aufsichts- und Kontrollbefug-
nissen, der Rechnungsprüfung, der Revision 
oder der Durchführung von Organisations-
untersuchungen für den Verantwortlichen 
dient. ²Das gilt auch für die Verarbeitung zu 
Ausbildungs- und Prüfungszwecken durch 
den Verantwortlichen, soweit nicht überwie-
gende schutzwürdige Interessen der betrof-
fenen Person entgegenstehen.

(4)	 Beruht die Verarbeitung zu einem anderen 
Zweck als zu demjenigen, zu dem die perso-
nenbezogenen Daten erhoben wurden, nicht 
auf der Einwilligung der betroffenen Person 
oder auf einer kirchlichen oder staatlichen 
Rechtsvorschrift, so berücksichtigt der 
Verantwortliche – um festzustellen, ob die 
Verarbeitung zu einem anderen Zweck mit 
demjenigen, zu dem die personenbezoge-

nen Daten ursprünglich erhoben wurden, 
vereinbar ist – unter anderem

a)	 jede Verbindung zwischen den Zwe-
cken, für die die personenbezogenen 
Daten erhoben wurden, und den Zwe-
cken der beabsichtigten Weiterverar-
beitung;

b)	 den Zusammenhang, in dem die perso-
nenbezogenen Daten erhoben wurden, 
insbesondere hinsichtlich des Verhält-
nisses zwischen den betroffenen Perso-
nen und dem Verantwortlichen;

c)	 die Art der personenbezogenen Daten, 
insbesondere ob besondere Kategorien 
personenbezogener Daten verarbeitet 
werden oder ob personenbezogene Da-
ten über strafrechtliche Verurteilungen 
und Straftaten gemäß § 12 verarbeitet 
werden;

d)	 die möglichen Folgen der beabsichtig-
ten Weiterverarbeitung für die betroffe-
nen Personen; 

e)	 das Vorhandensein geeigneter Garan-
tien, zu denen die Verschlüsselung, die 
Pseudonymisierung oder die Anonymi-
sierung gehören können.

(5)	 Personenbezogene Daten, die ausschließ-
lich zu Zwecken der Datenschutz-kontrolle, 
der Datensicherung oder zur Sicherstellung 
eines ordnungsgemäßen Betriebes einer 
Datenverarbeitungsanlage verarbeitet wer-
den, dürfen nur für diese Zwecke verwendet 
werden.“

9.	 § 7 wird wie folgt neu gefasst:

„§ 7 Grundsätze für die Verarbeitung personen-
bezogener Daten

(1)	 Personenbezogene Daten müssen

a)	 auf rechtmäßige Weise, nach Treu und 
Glauben und in einer für die betroffene 
Person nachvollziehbaren Weise verar-
beitet werden („Rechtmäßigkeit, Verar-
beitung nach Treu und Glauben, Trans-
parenz“);

b)	 für festgelegte, eindeutige und legitime 
Zwecke erhoben werden und dürfen 
nicht in einer mit diesen Zwecken nicht 
zu vereinbarenden Weise weiterverar-
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beitet werden („Zweckbindung“); eine 
Weiterverarbeitung für im kirchlichen 
Interesse liegende Archivzwecke, für 
wissenschaftliche oder historische 
Forschungszwecke oder für statisti-
sche Zwecke gilt als vereinbar mit den 
ursprünglichen Zwecken;

c)	 dem Zweck angemessen und erheblich 
sowie auf das für die Zwecke der Ver-
arbeitung notwendige Maß beschränkt 
sein („Datenminimierung“); insbesonde-
re sind personenbezogene Daten zu an-
onymisieren oder zu pseudonymisieren, 
soweit dies nach dem Verwendungs-
zweck möglich ist und der Aufwand 
nicht außer Verhältnis zum angestreb-
ten Schutzzweck steht; 

d)	 sachlich richtig und erforderlichen-
falls auf dem neuesten Stand sein; es 
sind alle angemessenen Maßnahmen 
zu treffen, damit personenbezogene 
Daten, die im Hinblick auf die Zwecke 
ihrer Verarbeitung unrichtig sind, unver-
züglich gelöscht oder berichtigt werden 
(„Richtigkeit“);

e)	 in einer Form gespeichert werden, die 
die Identifizierung der betroffenen Per-
sonen nur so lange ermöglicht, wie es 
für die Zwecke, für die sie verarbeitet 
werden, erforderlich ist („Speicherbe-
grenzung“); 

f)	 in einer Weise verarbeitet werden, die 
eine angemessene Sicherheit der perso-
nenbezogenen Daten gewährleistet, ein-
schließlich Schutz vor unbefugter oder 
unrechtmäßiger Verarbeitung und vor 
unbeabsichtigtem Verlust, unbeabsich-
tigter Zerstörung oder unbeabsichtigter 
Schädigung durch geeignete technische 
und organisatorische Maßnahmen („In-
tegrität und Vertraulichkeit“).

(2)	 Der Verantwortliche ist für die Einhaltung 
der Grundsätze des Absatzes 1 verantwort-
lich und muss dies nachweisen können 
(„Rechenschaftspflicht“).“

10.	 § 8 wird wie folgt neu gefasst: 

„§ 8 Einwilligung

(1)	 Beruht die Verarbeitung auf einer Einwilli-
gung, muss der Verantwortliche nachwei-
sen können, dass die betroffene Person in 
die Verarbeitung ihrer personenbezogenen 
Daten eingewilligt hat.

(2)	 ¹Wird die Einwilligung bei der betroffenen 
Person eingeholt, ist diese auf den Zweck 
der Verarbeitung sowie, soweit nach den 
Umständen des Einzelfalles erforderlich 
oder auf Verlangen, auf die Folgen der Ver-
weigerung der Einwilligung hinzuweisen. 
²Die Einwilligung ist nur wirksam, wenn sie 
auf der freien Entscheidung der betroffenen 
Person beruht.

(3)	 ¹Erfolgt die Einwilligung der betroffenen 
Person durch eine schriftliche Erklärung, die 
noch andere Sachverhalte betrifft, so muss 
das Ersuchen um Einwilligung in verständli-
cher und leicht zugänglicher Form in einer 
klaren und einfachen Sprache so erfolgen, 
dass es von den anderen Sachverhalten klar 
zu unterscheiden ist. ²Teile der Erklärung 
sind dann nicht verbindlich, wenn sie einen 
Verstoß gegen dieses Gesetz darstellen.

(4)	 ¹Die betroffene Person hat das Recht, ihre 
Einwilligung jederzeit zu widerrufen. ²Durch 
den Widerruf der Einwilligung wird die 
Rechtmäßigkeit der aufgrund der Einwilli-
gung bis zum Widerruf erfolgten Verarbei-
tung nicht berührt. ³Die betroffene Person 
wird vor Abgabe der Einwilligung hiervon in 
Kenntnis gesetzt. 4Der Widerruf der Einwilli-
gung muss so einfach wie die Erteilung der 
Einwilligung sein.

(5)	 Bei der Beurteilung, ob die Einwilligung frei-
willig erteilt wurde, muss dem Umstand 
Rechnung getragen werden, ob unter ande-
rem die Erfüllung eines Vertrags, einschließ-
lich der Erbringung einer Dienstleistung, von 
der Einwilligung zu einer Verarbeitung von 
personenbezogenen Daten abhängig ist, die 
für die Erfüllung des Vertrags nicht erforder-
lich sind. 

(6)	 ¹Personenbezogene Daten eines oder einer 
Minderjährigen, dem oder der elektronisch 
eine Dienstleistung oder ein vergleichba-
res anderes Angebot von einer kirchlichen 
Stelle unterbreitet wird, dürfen nur verarbei-
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tet werden, wenn der oder die Minderjähri-
ge das sechzehnte Lebensjahr vollendet 
hat. ²Hat der oder die Minderjährige das 
sechzehnte Lebensjahr noch nicht vollen-
det, ist die Verarbeitung nur rechtmäßig, 
sofern und soweit eine Einwilligung durch 
die Personensorgeberechtigten erteilt wird. 
³Der für die Verarbeitung Verantwortliche 
unternimmt unter Berücksichtigung der 
verfügbaren Technik angemessene An-
strengungen, um sich in solchen Fällen zu 
vergewissern, dass die Einwilligung durch 
die Personensorgeberechtigten oder mit 
deren Zustimmung erteilt wurde. 4Die Ein-
willigung der Personensorgeberechtigten 
ist nicht erforderlich, wenn kirchliche Prä-
ventions- oder Beratungsdienste einem 
oder einer Minderjährigen elektronisch oder 
nicht-elektronisch unmittelbar und kosten-
frei angeboten werden und die Einholung ei-
ner Einwilligung der Personensorgeberech-
tigten voraussichtlich die Zielsetzung des 
Präventions- oder Beratungsangebots ge-
fährden oder dieser zuwiderlaufen würde.“

11.	 § 9 wird aufgehoben.

12.	 § 10 wird aufgehoben.

13.	 § 11 wird wie folgt geändert:

a)	 In Absatz 2 Buchstabe a) wird nach dem 
Wort „eingewilligt,“ folgender Halbsatz an-
gefügt: 
„es sei denn, nach kirchlichem, staatlichem 
oder europäischem Recht kann das Verbot 
nach Absatz 1 durch die Einwilligung der be-
troffenen Person nicht aufgehoben werden,“

b)	 In Absatz 2 Buchstabe b) werden die Wörter 
„soweit dies nach kirchlichem oder staatli-
chen Recht“ ersetzt durch die Wörter „soweit 
dies nach kirchlichem, staatlichem oder eu-
ropäischem Recht“.

c)	 In Absatz 2 Buchstabe h) werden nach den 
Wörtern „Arbeitsfähigkeit des“ die Wörter 
„oder der“ und nach den Wörtern „Vertrags 
mit einem“ die Wörter „oder einer“ angefügt. 

d)	 In Absatz 2 Buchstabe i) wird das Wort 
„oder“ ersatzlos gestrichen.

e)	 In Absatz 2 Buchstabe j) wird der Punkt am 
Ende durch ein Komma ersetzt.

f)	 In Absatz 2 wird nach Buchstabe j) folgender 
Buchstabe k) angefügt: 

„die Verarbeitung ist für Zwecke der institu-
tionellen Aufarbeitung von sexualisierter Ge-
walt und anderen Formen des Missbrauchs 
auf der Grundlage kirchlichen Rechts erfor-
derlich und die Interessen der betroffenen 
Person (§ 4 Nr. 1) sind durch angemessene 
Maßnahmen gewahrt oder“.

g)	 In Absatz 2 wird nach Buchstabe k) folgen-
der Buchstabe l) angefügt: 
„die Verarbeitung ist aus Gründen eines er-
heblichen kirchlichen oder öffentlichen Inte-
resses zwingend erforderlich.“

h)	 Nach Absatz 4 wird folgender Absatz 5 an-
gefügt: 
„Eine Verarbeitung von besonderen Katego-
rien personenbezogener Daten zu anderen 
Zwecken ist zulässig, wenn die Vorausset-
zungen der Absätze 2 bis 4 und ein Aus-
nahmetatbestand nach § 6 Absätze 2 bis 5 
vorliegen.“

14.	 § 12 wird wie folgt neu gefasst: 

„§ 12 Verarbeitung von personenbezogenen 
Daten über strafrechtliche Verurteilungen und 
Straftaten

Die Verarbeitung personenbezogener Daten über 
strafrechtliche Verurteilungen und Straftaten 
oder damit zusammenhängende Sicherungs-
maßregeln aufgrund von § 6 Absatz 1 ist nur zu-
lässig, wenn dies nach kirchlichem oder staatli-
chem Recht, welches geeignete Garantien für die 
Rechte und Freiheiten der betroffenen Personen 
vorsieht, zulässig ist.“

15.	 § 15 wird wie folgt geändert: 

a)	 In Absatz 1 Buchstabe a) werden die Wörter 
„sowie gegebenenfalls seines Vertreters“ 
ersatzlos gestrichen.

b)	 In Absatz 1 Buchstabe b) werden nach dem 
Wort „des“ die Wörter „oder der“ angefügt. 

c)	 In Absatz 1 Buchstabe f) werden die Wörter 
„oder in“ ersatzlos gestrichen.

d)	 In Absatz 5 Buchstabe a) wird das Wort 
„Auskunftserteilung“ ersetzt durch das Wort 
„Informationserteilung“.

e)	 In Absatz 5 Buchstabe c) wird das Wort 
„Auskunft“ ersetzt durch das Wort „Infor-
mation“.
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f)	 Nach Absatz 5 wird folgender Absatz 6 an-
gefügt: 
„Werden Daten Dritter im Zuge der Aufnah-
me oder im Rahmen eines Mandatsverhält-
nisses an einen Berufsgeheimnisträger oder 
eine Berufsgeheimnisträgerin übermittelt, so 
besteht die Pflicht der übermittelnden Stelle 
zur Information der betroffenen Person ge-
mäß Absatz 3 nicht, sofern nicht das Inter-
esse der betroffenen Person an der Informa-
tionserteilung überwiegt.“

16.	 § 16 wird wie folgt geändert:

a)	 In Absatz 1 Buchstabe a) wird das Wort „er-
hobenen“ ersetzt durch das Wort „verarbei-
teten“.

b)	 In Absatz 2 Buchstabe c) werden nach dem 
Wort „Empfänger“ die Wörter „oder eine an-
dere Empfängerin“ angefügt.  

c)	 In Absatz 4 Buchstabe c) werden die Wörter 
„durch kirchliche Rechtsvorschriften“ ersetzt 
durch die Wörter „durch kirchliche, staatliche 
oder europäische Rechtsvorschriften“. 

d)	 In Absatz 4 Buchstabe d) werden die Wörter 
„gemäß dem staatlichen oder dem kirchli-
chen Recht“ ersetzt durch die Wörter „ge-
mäß dem kirchlichen, staatlichen oder euro-
päischen Recht“. 

e)	 Absatz 5 wird wie folgt neu gefasst: 
„Die Absätze 1 bis 3 finden keine Anwen-
dung, wenn die Erteilung der Information 
a)	 im Falle einer kirchlichen Stelle im Sinne 

des § 3 Absatz 1 lit. a) 
aa)	 die ordnungsgemäße Erfüllung 

der in der Zuständigkeit des Ver-
antwortlichen liegenden Aufgaben 
gefährden würde oder 

bb)	 die Information dem kirchlichen 
Wohl erhebliche Nachteile bereiten 
würde und deswegen das Interes-
se der betroffenen Person an der 
Informationserteilung zurücktreten 
muss,

b)	 im Fall einer kirchlichen Stelle im Sin-
ne des § 3 Absatz 1 lit. b) oder c) die 
Geltendmachung, Ausübung oder Ver-
teidigung zivilrechtlicher Ansprüche 
beeinträchtigen würde und nicht das 
Interesse der betroffenen Person an der 
Informationserteilung überwiegt.“

17.	 § 17 wird wie folgt geändert: 

a)	 In Absatz 2 werden die Wörter „oder in“ er-
satzlos gestrichen.

b)	 In Absatz 6 Buchstabe a) werden hinter 
„§ 16“ die Wörter „Absatz 4 lit. d) oder“ an-
gefügt. 

c)	 Absatz 6 Buchstabe b) wird wie folgt neu 
gefasst: 
„die Daten

aa)	 nur deshalb gespeichert sind, weil 
sie aufgrund gesetzlicher oder sat-
zungs-mäßiger Aufbewahrungs-
vorschriften nicht gelöscht werden 
dürfen oder

bb)	 ausschließlich Zwecken der Da-
tensicherung oder der Daten-
schutzkontrolle dienen und die 
Auskunftserteilung einen unver-
hältnismäßigen Aufwand erfordern 
würde sowie eine Verarbeitung zu 
anderen Zwecken durch geeignete 
technische und organisatorische 
Maßnahmen ausgeschlossen ist.“

d)	 Absatz 8 wird wie folgt neu gefasst: 
„¹Wird der betroffenen Person durch eine 
kirchliche Stelle im Sinne des § 3 Absatz 1 
lit. a) keine Auskunft erteilt, so ist sie auf Ver-
langen der betroffenen Person dem oder der 
Diözesandatenschutzbeauftragten zu ertei-
len, soweit nicht die Bischöfliche Behörde im 
Einzelfall feststellt, dass dadurch kirchliche 
Interessen erheblich beeinträchtigt würden. 
²Die Mitteilung des oder der Diözesandaten-
schutzbeauftragten an die betroffene Person 
über das Ergebnis der datenschutzrechtli-
chen Prüfung darf keine Rückschlüsse auf 
den Erkenntnisstand des Verantwortlichen 
zulassen, sofern dieser nicht einer weiterge-
henden Auskunft zustimmt.“

18.	 § 18 wird wie folgt geändert:

Nach Absatz 2 wird folgender Absatz 3 angefügt: 
„¹Dem Recht auf Berichtigung ist nur in Form 
von ergänzenden Eintragungen zu entspre-
chen, wenn ansonsten der Erhalt oder die 
Gewährleistung der Nachvollziehbarkeit 
von Amtshandlungen sowie von Urkunden 
und vergleichbaren Dokumenten gefährdet 
würde. ²Hierzu gehören insbesondere die 
durch kirchliche Rechtsvorschriften vorge-
sehenen Eintragungen in die Kirchenbücher 
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(insbesondere Taufen, Trauungen, Todesfäl-
le) sowie Dekrete, Beschlüsse von Gremien 
der Diözesen und Kirchengemeinden und 
sonstige Urkunden.“

19.	 § 19 wird wie folgt geändert:

a)	 In Absatz 3 Buchstabe d) am Ende wird das 
Komma durch ein Semikolon ersetzt und 
wird das Wort „oder“ ersatzlos gestrichen.

b)	 In Absatz 3 Buchstabe e) am Ende wird der 
Punkt ersatzlos gestrichen und wird das 
Wort „oder“ angefügt.

c)	 In Absatz 3 wird nach Buchstabe e) folgen-
der Buchstabe f) angefügt:  
„zum Erhalt und zur Gewährleistung der 
Nachvollziehbarkeit von Amtshandlungen 
sowie von Urkunden und vergleichbaren Do-
kumenten; hierzu gehören insbesondere die 
durch kirchliche Rechtsvorschriften vorge-
sehenen Eintragungen in die Kirchenbücher 
(insbesondere Taufen, Trauungen, Todesfäl-
le) sowie Dekrete, Beschlüsse von Gremien 
der Diözesen und Kirchengemeinden und 
sonstige Urkunden

20.	 § 23 wird wie folgt geändert:

a)	 In Absatz 1 wird Satz 3 ersatzlos gestrichen.
b)	 Absatz 5 wird wie folgt neu gefasst: 

„¹Die betroffene Person hat das Recht, aus 
Gründen, die sich aus ihrer besonderen Si-
tuation ergeben, gegen die sie betreffende 
Verarbeitung sie betreffender personenbezo-
gener Daten, die zu wissenschaftlichen oder 
historischen Forschungszwecken oder zu 
statistischen Zwecken erfolgt, Wider-spruch 
einzulegen. ²Das Recht auf Widerspruch be-
steht nicht, soweit an der Verarbeitung ein 
zwingendes kirchliches oder öffentliches 
Interesse besteht, das die Interessen der 
betroffenen Person überwiegt, oder eine 
Rechtsvorschrift zur Verarbeitung verpflich-
tet.“

22.	 § 24 wird wie folgt geändert:

In Absatz 2 Buchstabe b) werden die Wörter „auf-
grund von kirchlichen Rechtsvorschriften“ ersetzt 
durch die Wörter „aufgrund von kirchlichen, staat-
lichen oder europäischen Rechtsvorschriften“.

22.	 § 25 wird wie folgt geändert:

In Absatz 1 wird nach dem Wort „Person“ das 
Wort „insbesondere“ angefügt. 

23.	 § 26 wird wie folgt geändert:
In Absatz 4 werden die Wörter „EU-Recht“ ersetzt 
durch die Wörter „europäischen Recht“.

24.	 § 27 wird wie folgt geändert:

In Absatz 3 werden die Wörter „EU-Recht“ ersetzt 
durch die Wörter „europäischen Recht“.

25.	 § 28 wird wie folgt geändert:

a)	 Absatz 2 wird wie folgt neu gefasst: 
„¹Die Verarbeitung in gemeinsamer Ver-
antwortung erfolgt auf der Grundlage der 
Vereinbarung gemäß Absatz 1 Satz 2 oder 
eines anderen Rechtsinstruments nach dem 
kirchlichen Recht, an die bzw. an das die ge-
meinsam Verantwortlichen gebunden sind. 
²Die Vereinbarung gemäß Absatz 1 Satz 2 
oder das Rechtsinstrument gemäß Satz 1 
enthält insbesondere die jeweiligen tatsäch-
lichen Funktionen und Beziehungen der ge-
meinsam Verantwortlichen gegenüber der 
betroffenen Person. ³Die betroffene Person 
wird über den wesentlichen, die Verarbeitung 
personenbezogener Daten betreffenden In-
halt der Vereinbarung bzw. des Rechtsins 
truments informiert.“

b)	 Absatz 3 wird wie folgt neu gefasst: 
„Ungeachtet der Einzelheiten der Vereinba-
rung bzw. des Rechtsinstruments kann die 
betroffene Person ihre Rechte im Rahmen 
dieses Gesetzes bei und gegenüber jedem 
einzelnen der Verantwortlichen geltend ma-
chen.“

26.	 § 29 wird wie folgt geändert:

a)	 In Absatz 3 werden die Wörter „nach dem 
kirchlichen Recht, dem Recht der Europäi-
schen Union oder dem Recht ihrer Mitglied-
staaten“ ersetzt durch die Wörter „nach dem 
kirchlichen, dem staatlichen oder dem euro-
päischen Recht“.

b)	 In Absatz 4 Buchstabe a) werden die Wörter 
„das kirchliche Recht, das Recht der Europä-
ischen Union oder das Recht ihrer Mitglied-
staaten“ ersetzt durch die Wörter „das kirch-
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liche, das staatliche oder das europäische 
Recht“.

c)	 In Absatz 4 Buchstabe g) werden die Wörter 
„nach dem kirchlichen Recht oder dem Recht 
der Europäischen Union oder dem Recht ih-
rer Mitgliedstaaten“ ersetzt durch die Wörter 
„nach dem kirchlichen, dem staatlichen oder 
dem europäischen Recht“.

d)	 In Absatz 5 werden die Wörter „nach dem 
kirchlichen Recht oder dem Recht der Euro-
päischen Union oder dem Recht des betref-
fenden Mitgliedstaates der Europäischen 
Union“ ersetzt durch die Wörter „nach dem 
kirchlichen, dem staatlichen oder dem euro-
päischen Recht“.

e)	 Absatz 9 wird wie folgt neu gefasst: 
„¹Der Vertrag im Sinne der Absätze 3 bis 5 
bedarf der Schriftform. ²Maßgeblich für die 
Ersetzung der Schriftform durch die elekt-
ronische Form oder die Textform sind die 
jeweils geltenden staatlichen Regelungen.“

f)	 Absatz 11 wird ersatzlos gestrichen.
g)	 Absatz 12 wird ersatzlos gestrichen.
h)	 Absatz 12 wird ersatzlos gestrichen.

27.	 § 30 wird wie folgt geändert:

Die Wörter „nach kirchlichem Recht, dem Recht 
der Europäischen Union oder dem Recht ihrer 
Mitgliedstaaten“ werden ersetzt durch die Wör-
ter „nach kirchlichem, staatlichem oder europä-
ischem Recht“.

28.	 § 31 wird wie folgt geändert:

a)	 In Absatz 1 Buchstabe a) werden nach den 
Wörtern „sowie des“ die Wörter „oder der“ 
und nach dem Wort „solcher“ die Wörter 
„oder eine solche“ angefügt. 

b)	 Absatz 1 Buchstabe f) wird wie folgt neu 
gefasst: 
„gegebenenfalls Übermittlungen von per-
sonenbezogenen Daten an ein Drittland, 
an ein nichtstaatliches Völkerrechtssubjekt 
oder an eine internationale Organisation, 
einschließlich der Angabe des betreffenden 
Drittlands, des betreffenden nichtstaatlichen 
Völkerrechtssubjektes oder der betreffenden 
internationalen Organisation sowie bei den 
in § 40 Absatz 2 genannten Datenübermitt-
lungen die Dokumentierung geeigneter Ga-
rantien;“

c)	 Absatz 2 erster Halbsatz wird wie folgt neu 
gefasst: 
„Jeder Auftragsverarbeiter führt ein Ver-
zeichnis zu allen Kategorien von im Auftrag 
eines Verantwortlichen durchgeführten Tä-
tigkeiten der Verarbeitung, das Folgendes 
enthält:“

d)	 In Absatz 2 Buchstabe a) werden nach dem 
Wort „eines“ die Wörter „oder einer“ und 
nach dem Wort „solcher“ die Wörter „oder 
eine solche“ angefügt.  

e)	 Absatz 2 Buchstabe c) wird wie folgt neu 
gefasst: 
„gegebenenfalls Übermittlungen von perso-
nenbezogenen Daten an ein Drittland, ein 
nichtstaatliches Völkerrechtssubjekt oder 
an eine internationale Organisation, ein-
schließlich der Angabe des betreffenden 
Drittlands, des betreffenden nichtstaatlichen 
Völkerrechtssubjekts oder der betreffenden 
internationalen Organisation sowie bei den 
in § 40 Absatz 2 genannten Datenübermitt-
lungen die Dokumentierung geeigneter Ga-
rantien;“

f)	 In Absatz 4 werden nach dem Wort „dem“ die 
Wörter „oder der“ angefügt. 

29.	 § 33 wird wie folgt geändert:

a)	 In Absatz 1 werden die Wörter „eine Gefahr“ 
ersetzt durch die Wörter „ein Risiko“.

b)	 In Absatz 3 Buchstabe b) werden nach dem 
Wort „des“ die Wörter „oder der“ angefügt. 

c)	 In Absatz 3 Buchstabe c) wird das Wort 
„möglichen“ ersetzt durch das Wort „wahr-
scheinlichen“.

30.	 § 34 Absatz 3 Buchstabe b) wird wie folgt neu 
gefasst:

„der Verantwortliche hat durch nachträglich 
getroffene Maßnahmen sichergestellt, dass 
das hohe Risiko für die Rechte und Freihei-
ten der betroffenen Personen gemäß Ab

satz 1 aller Wahrscheinlichkeit nach nicht 
mehr besteht;“

31.	 § 35 wird wie folgt geändert:

a)	 In Absatz 2 werden nach dem Wort „des“ die 
Wörter „oder der“ und nach dem Wort „sol-
cher“ die Wörter „oder eine solche“ angefügt. 

b)	 In Absatz 3 werden nach dem Wort „des“ die 
Wörter „oder der“ angefügt. 
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c)	 In Absatz 9 werden die Wörter „im kirchli-
chen Recht“ ersetzt durch die Wörter „im 
kirchlichen, im staatlichen oder im europä-
ischen Recht“.

32.	 Die Überschrift von Kapitel 4 Abschnitt 3 wird wie 
folgt neu gefasst: 

„Betriebliche Datenschutzbeauftragte“

33.	 § 36 wird wie folgt neu gefasst: 

„§ 36 Benennung von betrieblichen Datenschutz-
beauftragten

(1)	 Kirchliche Stellen im Sinne des § 3 Absatz 
1 lit. a) benennen schriftlich einen betrieb-
lichen Datenschutzbeauftragten oder eine 
betriebliche Datenschutzbeauftragte. 

(2)	 Kirchliche Stellen im Sinne des § 3 Absatz 1 
lit. b) und c) benennen schriftlich einen be-
trieblichen Datenschutzbeauftragten oder 
eine betriebliche Datenschutzbeauftragte, 
wenn
a)	 sich bei ihnen in der Regel mindestens 

zwanzig Personen ständig mit der Ver-
arbeitung personenbezogener Daten 
beschäftigen,

b)	 die Kerntätigkeit des Verantwortlichen 
oder des Auftragsverarbeiters in der 
Durchführung von Verarbeitungsvorgän-
gen besteht, welche aufgrund ihrer Art, 
ihres Umfangs oder ihrer Zwecke eine 
umfangreiche regelmäßige und syste-
matische Überwachung von betroffenen 
Personen erforderlich machen, oder

c)	 die Kerntätigkeit des Verantwortlichen 
oder des Auftragsverarbeiters in der 
umfangreichen Verarbeitung besonde-
rer Kategorien personenbezogener Da-
ten oder von personenbezogenen Daten 
über strafrechtliche Verurteilungen und 
Straftaten gemäß § 12 besteht.

(3)	 Für mehrere kirchliche Stellen im Sinne des 
§ 3 Absatz 1 kann unter Berücksichtigung 
ihrer Organisationsstruktur und ihrer Grö-
ße ein gemeinsamer betrieblicher Daten-
schutzbeauftragter oder eine gemeinsame 
betriebliche Datenschutzbeauftragte be-
nannt werden. 

(4)	 ¹Der Verantwortliche oder der Auftragsver-
arbeiter veröffentlicht die Kontaktdaten des 
oder der betrieblichen Datenschutzbeauf-
tragten. ²Die Benennung von betrieblichen 
Datenschutzbeauftragten ist der Daten-
schutzaufsicht anzuzeigen.

(5)	 ¹Der oder die betriebliche Datenschutzbe-
auftragte kann eine natürliche oder eine 
juristische Person sein. ²Er oder sie kann 
Beschäftigter oder Beschäftigte des Verant-
wortlichen oder des Auftragsverarbeiters 
sein oder seine oder ihre Aufgaben auf der 
Grundlage eines Dienstleistungsvertrags 
oder einer sonstigen Vereinbarung erfüllen. 
³Ist der oder die betriebliche Datenschutz-
beauftragte Beschäftigter oder Beschäftig-
te des Verantwortlichen, finden § 42 Absatz 
1 Satz 1 2. Halbsatz und § 42 Absatz 1 Satz 
2 entsprechende Anwendung.

(6)	 Zum oder zur betrieblichen Datenschutzbe-
auftragten darf nur benannt werden, wer die 
zur Erfüllung seiner Aufgaben erforderliche 
Fachkunde und Zuverlässigkeit besitzt. 

(7)	 ¹Zum oder zur betrieblichen Datenschutz-
beauftragten darf der- oder diejenige nicht 
benannt werden, der oder die mit der Lei-
tung der Datenverarbeitung beauftragt ist 
oder dem oder der die Leitung der kirchli-
chen Stelle obliegt. ²Andere Aufgaben und 
Pflichten des oder der Benannten dürfen im 
Übrigen nicht so ausgestaltet oder umfang-
reich sein, dass der oder die betriebliche 
Datenschutzbeauftragte seinen oder ihren 
Aufgaben nach diesem Gesetz nicht unab-
hängig bzw. umgehend nachkommen kann.

(8)	 Soweit keine Verpflichtung für die Benen-
nung eines oder einer betrieblichen Daten-
schutzbeauftragten besteht, hat der Verant-
wortliche oder der Auftragsverarbeiter die 
Erfüllung der Aufgaben nach § 38 in anderer 
Weise sicherzustellen.“

34.	 § 37 wird wie folgt neu gefasst:

„§ 37 Rechtsstellung betrieblicher Datenschutz-
beauftragter

(1)	 ¹Der oder die betriebliche Datenschutzbeauftrag-
te ist dem Leiter oder der Leiterin der kirchlichen 
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Stelle unmittelbar zu unterstellen. ²Er oder sie ist 
bei der Erfüllung seiner oder ihrer Aufgaben auf 
dem Gebiet des Datenschutzes weisungsfrei. 
³Er oder sie darf wegen der Erfüllung seiner oder 
ihrer Aufgaben nicht benachteiligt werden.

(2)	 ¹Der Verantwortliche und der Auftragsverarbei-
ter stellen sicher, dass der oder die betriebliche 
Datenschutzbeauftragte ordnungsgemäß und 
frühzeitig in alle mit dem Schutz personenbe-
zogener Daten zusammenhängenden Fragen 
eingebunden wird. ²Sie unterstützen den be-
trieblichen Datenschutzbeauftragten oder die 
betriebliche Datenschutzbeauftragte bei der 
Erfüllung seiner oder ihrer Aufgaben, indem sie 
die für die Erfüllung dieser Aufgaben erforderli-
chen Mittel und den Zugang zu personenbezo-
genen Daten und Verarbeitungsvorgängen zur 
Verfügung stellen. ³Zur Erhaltung der zur Erfül-
lung seiner oder ihrer Aufgaben erforderlichen 
Fachkunde haben der Verantwortliche oder der 
Auftragsverarbeiter dem oder der betrieblichen 
Datenschutzbeauftragten die Teilnahme an Fort- 
und Weiterbildungsveranstaltungen in ange-
messenem Umfang zu ermöglichen und deren 
Kosten zu übernehmen. § 43 Absätze 9 und 10 
gelten entsprechend. 

(3)	 Betroffene Personen können sich jederzeit und 
unmittelbar an den betrieblichen Datenschutz-
beauftragten oder die betriebliche Datenschutz-
beauftragte wenden.

(4)	 ¹Ist ein betrieblicher Datenschutzbeauftragter 
oder eine betriebliche Datenschutzbeauftragte 
benannt worden, so ist die Kündigung seines 
oder ihres Arbeitsverhältnisses unzulässig, es 
sei denn, dass Tatsachen vorliegen, welche den 
Verantwortlichen oder den Auftragsverarbeiter 
zur Kündigung aus wichtigem Grund ohne Ein-
haltung der Kündigungsfrist berechtigen. ²Nach 
der Abberufung als betrieblicher Datenschutz-
beauftragter oder als betriebliche Datenschutz-
beauftragte ist die Kündigung innerhalb eines 
Jahres nach der Beendigung der Bestellung un-
zulässig, es sei denn, dass der Verantwortliche 
oder der Auftragsverarbeiter zur Kündigung aus 
wichtigem Grund ohne Einhaltung einer Kündi-
gungsfrist berechtigt ist.

(5)	 Der Verantwortliche und der Auftragsverarbeiter 
stellen sicher, dass die Wahrnehmung anderer 
Aufgaben und Pflichten durch den betrieblichen 

Datenschutzbeauftragten oder die betriebliche 
Datenschutzbeauftragte nicht zu einem Interes-
senkonflikt führt.“

35.	 § 38 wird wie folgt neu gefasst:

„§ 38 Aufgaben betrieblicher Datenschutzbeauf-
tragter

¹Betriebliche Datenschutzbeauftragte wirken auf 
die Einhaltung dieses Gesetzes und anderer Vor-
schriften über den Datenschutz hin. ²Zu diesem 
Zweck können sie sich in Zweifelsfällen an die 
Datenschutzaufsicht gemäß §§ 42 ff. wenden. 
³Sie haben insbesondere
a)	 die ordnungsgemäße Anwendung der Da-

tenverarbeitungsprogramme, mit deren 
Hilfe personenbezogene Daten verarbeitet 
werden sollen, zu überwachen; zu diesem 
Zweck sind sie über Vorhaben der automa-
tisierten Verarbeitung personenbezogener 
Daten rechtzeitig zu unterrichten;

b)	 den Verantwortlichen oder den Auftragsver-
arbeiter zu unterrichten und zu beraten;

c)	 die bei der Verarbeitung personenbezoge-
ner Daten tätigen Personen durch geeigne-
te Maßnahmen mit den Vorschriften dieses 
Gesetzes sowie anderer Vorschriften über 
den Datenschutz und mit den jeweiligen be-
sonderen Erfordernissen des Datenschutzes 
vertraut zu machen;

d)	 auf Anfrage des Verantwortlichen oder des 
Auftragsverarbeiters diesen bei der Durch-
führung einer Datenschutz-Folgenabschät-
zung zu beraten und bei der Überprüfung, ob 
die Verarbeitung gemäß der Datenschutz-
Folgenabschätzung erfolgt, zu unterstützen 
und

e)	 mit der Datenschutzaufsicht zusammenzu-
arbeiten.“

36.	 Kapitel 5 wird wie folgt neu gefasst:

„Kapitel 5
Übermittlung personenbezogener Daten an Dritt-
länder, internationale Organisationen oder nicht-
staatliche Völkerrechtssubjekte

§ 39 Allgemeine Grundsätze

¹Jede Übermittlung personenbezogener Daten, 
die bereits verarbeitet werden oder nach ihrer 
Übermittlung an ein Drittland, an eine internati-
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onale Organisation oder an ein nichtstaatliches 
Völkerrechtssubjekt verarbeitet werden sollen, ist 
nur zulässig, wenn der Verantwortliche und der 
Auftragsverarbeiter die in diesem Gesetz nieder-
gelegten Bedingungen einhalten. ²Dies gilt auch 
für die etwaige Weiterübermittlung personenbe-
zogener Daten aus dem betreffenden Drittland, 
der betreffenden internationalen Organisation 
oder dem betreffenden nichtstaatlichen Völker-
rechtssubjekt.

§ 40 Datenübermittlung auf der Grundlage eines 
Angemessenheitsbeschlusses oder bei geeigne-
ten Garantien

(1)	 Eine Übermittlung personenbezogener Da-
ten an ein Drittland oder an eine internatio-
nale Organisation ist zulässig, wenn ein An-
gemessenheitsbeschluss der Europäischen 
Kommission vorliegt. 

(2)	 Liegt ein Angemessenheitsbeschluss nicht 
vor, darf eine Übermittlung personenbe-
zogener Daten an ein Drittland, an eine 
internationale Organisation oder an ein 
nichtstaatliches Völkerrechtssubjekt nur er-
folgen, sofern der Verantwortliche oder der 
Auftragsverarbeiter geeignete Garantien 
vorgesehen hat und sofern den betroffenen 
Personen durchsetzbare Rechte und wirk-
same Rechtsbehelfe zur Verfügung stehen.

§ 41 Ausnahmen für bestimmte Fälle

(1)	 Falls weder ein Angemessenheitsbeschluss 
nach § 40 Absatz 1 noch geeignete Garan-
tien nach § 40 Absatz 2 bestehen, ist eine 
Übermittlung personenbezogener Daten 
an ein Drittland oder an eine internationale 
Organisation oder an ein nichtstaatliches 
Völkerrechtssubjekt nur unter einer der fol-
genden Bedingungen zulässig:

b)	 die betroffene Person hat in die vorge-
schlagene Übermittlung eingewilligt, 
nachdem sie über die für sie beste-
henden möglichen Risiken derartiger 
Datenübermittlungen ohne Vorliegen 
eines Angemessenheitsbeschlusses 
und ohne geeignete Garantien unter-
richtet wurde;

c)	 die Übermittlung ist für die Erfüllung ei-
nes Vertrages zwischen der betroffenen 
Person und dem Verantwortlichen oder 

zur Durchführung von vorvertraglichen 
Maßnahmen auf Antrag der betroffenen 
Person erforderlich;

d)	 die Übermittlung ist zum Abschluss 
oder zur Erfüllung eines im Interesse 
der betroffenen Person von dem Verant-
wortlichen mit einer anderen natürlichen 
oder juristischen Person geschlossenen 
Vertrages erforderlich; die Übermittlung 
erfolgt aufgrund kirchenrechtlicher Vor-
schriften oder in Wahrnehmung kirch-
licher Aufgaben an den Heiligen Stuhl 
oder an den Staat der Vatikanstadt oder 
ist aus anderen wichtigen Gründen des 
kirchlichen oder öffentlichen Interesses 
notwendig; 

e)	 die Übermittlung ist zur Geltendma-
chung, Ausübung oder Verteidigung von 
Rechtsansprüchen erforderlich;

f)	 die Übermittlung ist zum Schutz lebens-
wichtiger Interessen der betroffenen 
Person oder anderer Personen erforder-
lich, sofern die betroffene Person aus 
physischen oder rechtlichen Gründen 
außerstande ist, ihre Einwilligung zu 
geben.

(2)	 Der Verantwortliche oder der Auftragsverar-
beiter erfasst die von ihm vorgenommene 
Beurteilung in der Dokumentation gemäß 
§ 31.“

37.	 Kapitel 6 wird wie folgt neu gefasst:

„Kapitel 6
Unabhängige Datenschutzaufsicht

§ 42 Datenschutzaufsicht

(1)	 Der Diözesanbischof richtet für den Bereich 
seiner Diözese eine Datenschutzaufsicht 
als unabhängige kirchliche Behörde ein.

(2)	 ¹Der Diözesanbischof bestellt für den Be-
reich seiner Diözese einen Diözesandaten-
schutzbeauftragten als Leiter oder eine Di-
özesandatenschutzbeauftragte als Leiterin 
der Datenschutzaufsicht. ²Zum oder zur Di-
özesandatenschutzbeauftragten kann nur 
eine natürliche Person bestellt werden.

(3)	 ¹Der oder die Diözesandatenschutzbeauf-
tragte handelt bei der Erfüllung seiner oder 
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ihrer Aufgaben und bei der Ausübung sei-
ner oder ihrer Befugnisse gemäß diesem 
Gesetz völlig unabhängig und ist nur dem 
kirchlichen Recht und dem für die Kirchen 
verbindlichen staatlichen oder europäi-
schen Recht unterworfen. ²Die Ausübung 
seiner oder ihrer Tätigkeit geschieht in or-
ganisatorischer und sachlicher Unabhän-
gigkeit. ³Die Dienstaufsicht ist so zu regeln, 
dass dadurch die Unabhängigkeit nicht be-
einträchtigt wird.

(4)	 ¹Der oder die Diözesandatenschutzbeauf-
tragte sieht von allen mit den Aufgaben 
seines oder ihres Amtes nicht zu verein-
barenden Handlungen ab und übt während 
seiner oder ihrer Amtszeit keine andere mit 
seinem oder ihrem Amt nicht zu vereinba-
rende entgeltliche oder unentgeltliche Tä-
tigkeit aus. ²Dem steht eine Bestellung als 
Diözesandatenschutzbeauftragter oder Di-
özesandatenschutzbeauftragte für mehrere 
Diözesen und/oder Ordensgemeinschaften 
nicht entgegen.

(5)	 ¹Dem oder der Diözesandatenschutzbeauf-
tragten wird die Personal- und Sachausstat-
tung zur Verfügung gestellt, die er oder sie 
benötigt, um seine oder ihre Aufgaben und 
Befugnisse wahrnehmen zu können. ²Dies 
gilt auch für seine oder ihre Aufgaben im 
Bereich der Amtshilfe und der Zusammen-
arbeit mit anderen Datenschutzaufsichten 
im Sinne des § 44 Absatz 2 lit. f). ³Er oder 
sie verfügt über einen eigenen jährlichen 
Haushalt, der gesondert auszuweisen ist 
und veröffentlicht wird, und unterliegt der 
Rechnungsprüfung durch die dafür von der 
Diözese bestimmte Stelle, soweit hierdurch 
seine oder ihre Unabhängigkeit nicht beein-
trächtigt wird.

(6)	 ¹Der oder die Diözesandatenschutzbeauf-
tragte wählt das notwendige Personal aus, 
das von der Datenschutzaufsicht selbst, 
ggf. einer anderen kirchlichen Stelle ange-
stellt wird. ²Die angestellten Mitarbeitenden 
unterstehen der Dienst- und Fachaufsicht 
des oder der Diözesandatenschutzbeauf-
tragten und können, soweit sie bei einer an-
deren kirchlichen Stelle angestellt sind, nur 
mit seinem oder ihrem Einverständnis von 
der kirchlichen Stelle gekündigt, versetzt 

oder abgeordnet werden. ³Die Mitarbeiten-
den sehen von allen mit den Aufgaben ihres 
Amtes nicht zu vereinbarenden Handlungen 
ab und üben während ihrer Amtszeit keine 
anderen mit ihrem Amt nicht zu vereinba-
renden entgeltlichen oder unentgeltlichen 
Tätigkeiten aus.

(7)	 ¹Der oder die Diözesandatenschutzbeauf-
tragte kann Aufgaben der Personalverwal-
tung und Personalwirtschaft auf andere 
kirchliche Stellen übertragen oder sich 
deren Hilfe bedienen. ²Diesen dürfen per-
sonenbezogene Daten der Mitarbeitenden 
übermittelt werden, soweit deren Kenntnis 
zur Erfüllung der übertragenen Aufgaben er-
forderlich ist.

(8)	 ¹Die Datenschutzaufsicht ist oberste 
Dienstbehörde im Sinne des § 96 Strafpro-
zessordnung. ²Der oder die Diözesandaten-
schutzbeauftragte trifft die Entscheidung 
über Aussagegenehmigungen für sich und 
seinen oder ihren Bereich in eigener Ver-
antwortung. ³Die Datenschutzaufsicht ist 
oberste Aufsichtsbehörde im Sinne des 
§ 99 Verwaltungsgerichtsordnung.

(9)	 ¹Der oder die Diözesandatenschutzbeauf-
tragte ist berechtigt, über Personen, die ihm 
oder ihr in seiner oder ihrer Eigenschaft als 
Diözesandatenschutzbeauftragter oder Di-
özesandatenschutzbeauftragte Tatsachen 
anvertraut haben, sowie über diese Tatsa-
chen selbst keine Auskunft zu geben. ²Dies 
gilt auch für die Mitarbeitenden des oder der 
Diözesandatenschutzbeauftragten mit der 
Maßgabe, dass über die Ausübung dieses 
Rechts der oder die Diözesandatenschutz-
beauftragte entscheidet. ³Soweit diese Ver-
schwiegenheit reicht, darf die Vorlegung 
oder Auslieferung von Akten oder anderen 
Dokumenten von ihm oder ihr nicht gefor-
dert werden. 4Im Verfahren vor den kirchli-
chen Datenschutzgerichten darf er oder sie 
entsprechende Angaben unkenntlich ma-
chen. 5§ 17 bleibt unberührt.

§ 43 Der oder die Diözesandatenschutzbeauf-
tragte und seine oder ihre Vertretung

(1)	 ¹Die Bestellung des oder der Diözesanda-
tenschutzbeauftragten durch den Diözes-
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anbischof erfolgt für die Dauer von mindes-
tens vier, höchstens sechs Jahren und gilt 
bis zur Aufnahme der Amtsgeschäfte durch 
den Nachfolger oder die Nachfolgerin. ²Die 
mehrmalige erneute Bestellung ist zulässig. 
³Die Bestellung für mehrere Diözesen und/
oder Ordensgemeinschaften ist zulässig. 
4Der oder die Diözesandatenschutzbeauf-
tragte übt sein oder ihr Amt hauptamtlich 
aus. 

(2)	 ¹Zum oder zur Diözesandatenschutzbeauf-
tragten darf nur bestellt werden, wer die 
zur Erfüllung seiner Aufgaben erforderliche 
Fachkunde und Zuverlässigkeit besitzt. ²Er 
oder sie soll die Befähigung zum Richter-
amt gemäß dem Deutschen Richtergesetz 
haben. ³Als Person, die das katholische 
Profil der Einrichtung inhaltlich prägt, mit-
verantwortet und nach außen repräsentiert, 
muss er oder sie der katholischen Kirche 
angehören. 4Der oder die Diözesandaten-
schutzbeauftragte ist auf die gewissenhafte 
Erfüllung seiner oder ihrer Pflichten und die 
Einhaltung des kirchlichen und des für die 
Kirchen verbindlichen staatlichen Rechts zu 
verpflichten.

(3)	 ¹Die Bestellung kann vor Ablauf der Amts-
zeit widerrufen werden, wenn Gründe nach 
§ 24 Deutsches Richtergesetz vorliegen, die 
bei einem Richter oder einer Richterin auf 
Lebenszeit dessen oder deren Entlassung 
aus dem Dienst rechtfertigen, oder Gründe 
vorliegen, die nach der Grundordnung des 
kirchlichen Dienstes in der jeweils gelten-
den Fassung eine Kündigung rechtfertigen. 
²Auf Antrag des oder der Diözesandaten-
schutzbeauftragten nimmt der Diözesanbi-
schof die Bestellung zurück.

(4)	 ¹Das der Bestellung zum oder zur Diöze-
sandatenschutzbeauftragten zugrunde lie-
gende Dienstverhältnis kann während der 
Amtszeit nur unter den Voraussetzungen 
des Absatzes 3 beendet werden. ²Dieser 
Kündigungsschutz wirkt für den Zeitraum 
von einem Jahr nach der Beendigung der 
Amtszeit entsprechend fort, soweit ein 
kirchliches Beschäftigungsverhältnis fort-
geführt wird oder sich anschließt.

(5)	 Der oder die Diözesandatenschutzbeauf-
tragte benennt aus dem Kreis seiner oder 
ihrer Mitarbeitenden einen Vertreter oder 
eine Vertreterin, der oder die im Fall seiner 
oder ihrer Verhinderung die unaufschiebba-
ren Entscheidungen trifft.

(6)	 ¹Ist der oder die Diözesandatenschutzbe-
auftragte an der Ausübung seines oder ih-
res Amtes dauerhaft verhindert oder endet 
sein oder ihr Amtsverhältnis vorzeitig und 
ist er oder sie nicht zur Weiterführung der 
Geschäfte verpflichtet, bestellt der Diöze-
sanbischof bis zur Wiederaufnahme des 
Amtes durch den Diözesandatenschutzbe-
auftragten oder die Diözesandatenschutz-
beauftragte oder die Bestellung eines oder 
einer neuen Diözesandatenschutzbeauf-
tragten übergangsweise eine Leitung. ²§ 43 
Absatz 2 gilt entsprechend. ³Die übergangs-
weise Leitung hat sämtliche Rechte und 
Pflichten, die nach diesem Gesetz dem 
oder der Diözesandatenschutzbeauftragten 
zukommen. 4Sie tritt nicht in die laufende 
Amtszeit des oder der bisherigen Diöze-
sandatenschutzbeauftragten ein. 5Mit der 
Bestellung der übergangsweisen Leitung 
durch den Diözesanbischof endet die Ver-
tretung nach Absatz 5.

(7)	 ¹Der oder die Diözesandatenschutzbeauf-
tragte und seine oder ihre Mitarbeitenden 
sind auch nach Beendigung ihrer Aufträge 
verpflichtet, über die ihnen in dieser Eigen-
schaft bekannt gewordenen Angelegenhei-
ten Verschwiegenheit zu bewahren. ²Dies 
gilt nicht für Mitteilungen im dienstlichen 
Verkehr oder über Tatsachen, die offenkun-
dig sind oder ihrer Bedeutung nach keiner 
Geheimhaltung bedürfen.

(8)	 ¹Der oder die Diözesandatenschutzbeauf-
tragte und seine oder ihre Mitarbeitenden 
dürfen, wenn ihr Auftrag beendet ist, über 
solche Angelegenheiten ohne Genehmi-
gung des oder der amtierenden Diözesan-
datenschutzbeauftragten weder vor Gericht 
noch außergerichtlich Aussagen oder Er-
klärungen abgeben. ²Die Genehmigung, als 
Zeuge oder Zeugin auszusagen, wird in der 
Regel erteilt. ³Unberührt bleibt die gesetz-
lich begründete Pflicht, Straftaten anzuzei-
gen.
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(9)	 Die Absätze 7 und 8 gelten für die Vertre-
tung oder eine übergangsweise Leitung ent-
sprechend.

§ 44 Aufgaben der Datenschutzaufsicht

(1)	 Die Datenschutzaufsicht wacht über die 
Einhaltung der Vorschriften dieses Geset-
zes sowie anderer Vorschriften über den 
Datenschutz und setzt diese durch. 

(2)	 Darüber hinaus hat die Datenschutzaufsicht 
insbesondere folgende Aufgaben:

a)	 Die Öffentlichkeit für die Risiken, Vor-
schriften, Garantien und Rechte im Zu-
sammenhang mit der Verarbeitung sen-
sibilisieren und sie darüber aufklären. 
Besondere Beachtung finden dabei spe-
zifische Maßnahmen für Minderjährige;

b)	 kirchliche Einrichtungen und Gremi-
en über legislative und administrative 
Maßnahmen zum Schutz der Rechte 
und Freiheiten natürlicher Personen in 
Bezug auf die Verarbeitung beraten;

c)	 die Verantwortlichen und die Auftrags-
verarbeiter für die ihnen aus diesem 
Gesetz entstehenden Pflichten sensi-
bilisieren;

d)	 auf Anfrage jeder betroffenen Person 
Informationen über die Ausübung ihrer 
Rechte aufgrund dieses Gesetzes zur 
Verfügung stellen und gegebenenfalls 
zu diesem Zweck mit den anderen Da-
tenschutzaufsichten sowie staatlichen 
und sonstigen kirchlichen Aufsichtsbe-
hörden zusammenarbeiten;

e)	 sich mit Beschwerden einer betroffenen 
Person befassen, den Gegenstand der 
Beschwerde in angemessenem Umfang 
untersuchen und den Beschwerdefüh-
rer innerhalb einer angemessenen Frist 
über den Fortgang und das Ergebnis der 
Untersuchung unterrichten; zur Erleich-
terung der Einlegung von Beschwerden 
hält die Datenschutzaufsicht Muster-
formulare in digitaler und Papierform 
bereit. 

f)	 mit anderen Datenschutzaufsichten zu-
sammenarbeiten, auch durch Informa-
tionsaustausch, und ihnen Amtshilfe 
leisten, um die einheitliche Anwendung 
und Durchsetzung dieses Gesetzes zu 

gewährleisten;
g)	 Untersuchungen über die Anwendung 

dieses Gesetzes durchführen, auch auf 
der Grundlage von Informationen einer 
anderen Datenschutzaufsicht oder einer 
anderen Behörde;

h)	 maßgebliche Entwicklungen verfolgen, 
soweit sie sich auf den Schutz perso-
nenbezogener Daten auswirken, insbe-
sondere die Entwicklung der Informa-
tions- und Kommunikationstechnologie 
und der Geschäftspraktiken;

i)	 gegebenenfalls eine Liste der Verarbei-
tungsarten erstellen und führen, für die 
gemäß § 35 entweder keine oder für die 
eine Datenschutz-Folgenabschätzung 
durchzuführen ist;

j)	 Beratung in Bezug auf die in § 35 ge-
nannten Verarbeitungsvorgänge leisten;

k)	 interne Verzeichnisse über Verstöße ge-
gen dieses Gesetz und die im Zusam-
menhang mit diesen Verstößen ergrif-
fenen Maßnahmen führen und

l)	 jede sonstige Aufgabe im Zusammen-
hang mit dem Schutz personenbezoge-
ner Daten erfüllen.

(3)	 Die Datenschutzaufsicht kann im Rahmen 
ihrer Zuständigkeit Muster zur Verfügung 
stellen.

(4)	 ¹Die Tätigkeit der Datenschutzaufsicht ist 
für die betroffene Person unentgeltlich. ²Bei 
offensichtlich unbegründeten oder – insbe-
sondere im Fall von häufiger Wiederholung 
– exzessiven Anfragen kann jedoch die 
Datenschutzaufsicht ihre weitere Tätigkeit 
auf eine neuerliche Anfrage der betroffenen 
Person hin davon abhängig machen, dass 
eine angemessene Gebühr für den Verwal-
tungsaufwand entrichtet wird, oder sich 
weigern, aufgrund der Anfrage tätig zu wer-
den. ³In diesem Fall trägt die Datenschutz-
aufsicht die Beweislast für den offenkundig 
unbegründeten oder exzessiven Charakter 
der Anfrage.

(5)	 ¹Die Datenschutzaufsicht erstellt jährlich 
einen Tätigkeitsbericht, der dem Diözes-
anbischof vorgelegt und der Öffentlichkeit 
zugänglich gemacht wird. ²Der Tätigkeits-
bericht soll auch eine Darstellung der we-
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sentlichen Entwicklungen des Datenschut-
zes im nichtkirchlichen Bereich enthalten.

§ 45 Zuständigkeit der Datenschutzaufsicht bei 
über- oder mehrdiözesanen Rechtsträgern sowie 
bei gemeinsamer Verantwortlichkeit

(1)	 ¹Handelt es sich bei dem Rechtsträger einer 
kirchlichen Stelle im Sinne des § 3 Absatz 1 
um einen über- oder mehrdiözesanen kirch-
lichen Rechtsträger, so gilt das Gesetz über 
den kirchlichen Datenschutz der Diözese 
und ist die Datenschutzaufsicht der Diöze-
se zuständig, in der der Rechtsträger der 
kirchlichen Stelle seinen Sitz hat. ²Bei Ab-
grenzungsfragen gegenüber dem Bereich 
der Ordensgemeinschaften erfolgt eine 
Abstimmung zwischen dem oder der Diöze-
sandatenschutzbeauftragten und dem oder 
der Ordensdatenschutzbeauftragten. 

(2)	 Verfügt der über- oder mehrdiözesane 
kirchliche Rechtsträger im Sinne des § 3 
Absatz 1 über eine oder mehrere rechtlich 
unselbständige Einrichtungen, die in einer 
anderen Diözese als der Diözese ihren Sitz 
haben, in der der Rechtsträger seinen Sitz 
hat, so gilt das Gesetz über den kirchlichen 
Datenschutz der Diözese und ist die Daten-
schutzaufsicht der Diözese zuständig, in 
der der Rechtsträger seinen Sitz hat.

(3)	 In Fällen einer gemeinsamen Verantwort-
lichkeit im Sinne des § 28 verständigen sich 
die betroffenen Datenschutzaufsichten.

§ 46 Zusammenarbeit kirchlicher Stellen mit den 
Datenschutzaufsichten

Die in § 3 Absatz 1 genannten kirchlichen Stellen 
sind verpflichtet, im Rahmen ihrer Zuständigkeit

a)	 den Anweisungen der Datenschutzaufsicht 
Folge zu leisten,

b)	 die Datenschutzaufsicht bei der Erfüllung 
ihrer Aufgaben zu unterstützen; ihr ist dabei 
insbesondere Auskunft zu ihren Fragen so-
wie Einsicht in alle Unterlagen und Akten zu 
gewähren, die im Zusammenhang mit der 
Verarbeitung personenbezogener Daten ste-
hen, namentlich in die gespeicherten Daten 
und in die Datenverarbeitungsprogramme, 
und während der Dienstzeit zum Zwecke von 

Prüfungen Zutritt zu allen Diensträumen, die 
der Verarbeitung und Aufbewahrung auto-
matisierter Dateien dienen, zu gewähren,

c)	 Untersuchungen in Form von Datenschutz-
überprüfungen durch die Datenschutzauf-
sicht zuzulassen.

§ 47 Befugnisse der Datenschutzaufsicht

(1)	 Die Datenschutzaufsicht verfügt über sämt-
liche folgenden Untersuchungsbefugnisse, 
die es ihr gestatten, 

a)	 den Verantwortlichen oder den Auf-
tragsverarbeiter anzuweisen, alle In-
formationen bereitzustellen, die für 
die Erfüllung der Aufgaben der Daten-
schutzaufsicht erforderlich sind;

b)	 Untersuchungen in Form von Daten-
schutzüberprüfungen durchzuführen;

c)	 den Verantwortlichen oder den Auf-
tragsverarbeiter auf einen vermeintli-
chen Verstoß gegen dieses Gesetz hin-
zuweisen;

d)	 von dem Verantwortlichen und dem Auf-
tragsverarbeiter Zugang zu allen perso-
nenbezogenen Daten und Informatio-
nen, die zur Erfüllung der Aufgaben der 
Datenschutzaufsicht notwendig sind, zu 
erhalten;

e)	 gemäß dem geltenden Verfahrensrecht 
Zugang zu den Räumlichkeiten, ein-
schließlich aller Datenverarbeitungs-
anlagen und -geräte, des Verantwortli-
chen und des Auftragsverarbeiters zu 
erhalten.

(2)	Die Datenschutzaufsicht verfügt über sämt-
liche folgenden Abhilfebefugnisse, die es ihr ge-
statten,

a)	 einen Verantwortlichen oder einen 
Auftragsverarbeiter zu warnen, dass 
beabsichtigte Verarbeitungsvorgänge 
voraussichtlich gegen dieses Gesetz 
oder andere datenschutzrechtliche Be-
stimmungen verstoßen;

b)	 einen Verantwortlichen oder einen Auf-
tragsverarbeiter zu verwarnen, wenn 
er mit Verarbeitungsvorgängen gegen 
dieses Gesetz oder andere datenschutz-
rechtliche Bestimmungen verstoßen 
hat;
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c)	 den Verantwortlichen oder den Auf-
tragsverarbeiter anzuweisen, den An-
trägen der betroffenen Person auf 
Ausübung der ihr nach diesem Gesetz 
zustehenden Rechte zu entsprechen;

d)	 den Verantwortlichen oder den Auf-
tragsverarbeiter anzuweisen, Verar-
beitungsvorgänge gegebenenfalls auf 
bestimmte Weise und innerhalb eines 
bestimmten Zeitraums in Einklang mit 
diesem Gesetz zu bringen;

e)	 den Verantwortlichen anzuweisen, die 
von einer Verletzung des Schutzes per-
sonenbezogener Daten betroffene Per-
son entsprechend zu benachrichtigen;

f)	 eine vorübergehende oder endgültige 
Beschränkung der Verarbeitung, ein-
schließlich eines Verbots, zu verhängen;

g)	 die Berichtigung oder Löschung von 
personenbezogenen Daten oder die 
Einschränkung der Verarbeitung gemäß 
den §§ 18, 19 und 20 und die Unterrich-
tung der Empfänger, an die diese per-
sonenbezogenen Daten gemäß §§ 19 
Absatz 2 und 21 offengelegt wurden, 
über solche Maßnahmen anzuordnen;

h)	 eine Geldbuße gemäß § 51 zu verhän-
gen, zusätzlich zu oder anstelle von in 
diesem Absatz genannten Maßnahmen, 
je nach den Umständen des Einzelfalls;

i)	 die Aussetzung der Übermittlung von 
Daten an einen Empfänger in einem 
Drittland oder an eine internationale Or-
ganisation oder an ein nichtstaatliches 
Völkerrechtssubjekt anzuordnen.

(3)	 Hat die Datenschutzaufsicht die Feststel-
lung getroffen, dass eine Datenschutzverlet-
zung objektiv vorliegt, kann der betroffenen 
Person im Verfahren vor den staatlichen 
Zivilgerichten über den Schadensersatz das 
Fehlen einer solchen nicht entgegengehal-
ten werden.

(4)	 ¹Werden Maßnahmen nach Absatz 2 nicht 
in der von der Datenschutzaufsicht be-
stimmten Frist befolgt, so verständigt die 
Datenschutzaufsicht die für die kirchliche 
Stelle zuständige Aufsicht und fordert sie 
zu einer Stellungnahme gegenüber der Da-
tenschutzaufsicht auf. ²Diese Stellungnah-
me soll auch eine Darstellung der Maßnah-
men enthalten, die getroffen worden sind.

(5)	 ¹Vor Abhilfemaßnahmen nach Absatz 2 ist 
dem Verantwortlichen oder dem Auftrags-
verarbeiter innerhalb einer angemessenen 
Frist Gelegenheit zu geben, sich zu den für 
die Entscheidung erheblichen Tatsachen zu 
äußern. ²Von der Anhörung kann abgese-
hen werden, wenn sie nach den Umständen 
des Einzelfalls nicht geboten, insbesondere 
wenn eine sofortige Entscheidung wegen 
Gefahr im Verzug oder im kirchlichen Inte-
resse notwendig erscheint.“

38. § 48 wird wie folgt geändert:

a)	 In der Überschrift wird das Wort „der“ 
ersetzt durch das Wort „einer“. 

b)	 In Absatz 1 Satz 1 werden die Wörter 
„Beschwerde bei der Datenschutzauf-
sicht“ ersetzt durch die Wörter „Be-
schwerde bei einer Datenschutzauf-
sicht“. Die Wörter „wenn sie“ werden 
ersetzt durch die Wörter „wenn die be-
troffene Person“. 

c)	 In Absatz 2 werden nach dem Wort 
„Empfänger“ die Wörter „oder die Emp-
fängerin“ und nach dem Wort „Dritten“ 
die Wörter „oder die Dritte“ angefügt. 

d)	 In Absatz 4 werden nach dem Wort „Be-
schwerdeführer“ die Wörter „oder die 
Beschwerdeführerin“ angefügt. 

39. § 49 wird wie folgt neu gefasst: 

„§ 49 Recht auf gerichtlichen Rechtsbehelf gegen 
einen Bescheid der Datenschutzaufsicht 

¹Jede natürliche oder juristische Person hat un-
beschadet des Rechts auf Beschwerde bei einer 
Datenschutzaufsicht (§ 48) das Recht auf einen 
gerichtlichen Rechtsbehelf gegen einen sie be-
treffenden Bescheid der Datenschutzaufsicht. 
²Dies gilt auch dann, wenn sich die Datenschutz-
aufsicht nicht mit einer Beschwerde nach § 48 
befasst oder die betroffene Person nicht inner-
halb von drei Monaten über den Stand oder das 
Ergebnis der nach § 48 erhobenen Beschwerde 
in Kenntnis gesetzt hat.“

40. Nach § 49 wird folgender § 49a eingefügt: 

„§ 49a Recht auf gerichtlichen Rechtsbehelf ge-
gen Verantwortliche oder kirchliche Auftragsver-
arbeiter
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Jede betroffene Person hat unbeschadet eines 
Rechts auf Beschwerde bei einer Datenschutz-
aufsicht (§ 48) das Recht auf einen gerichtlichen 
Rechtsbehelf gegen einen Verantwortlichen oder 
einen kirchlichen Auftragsverarbeiter, wenn sie 
der Ansicht ist, dass die ihr aufgrund dieses Ge-
setzes zustehenden Rechte infolge einer nicht 
im Einklang mit diesem Gesetz stehenden Verar-
beitung ihrer personenbezogenen Daten verletzt 
wurden.“

41. Nach § 49a wird folgender § 49b eingefügt:
  

„§ 49 b Zuständigkeit der Datenschutzgerichte 

(1)	 Für gerichtliche Rechtsbehelfe nach den 
§§ 49 und 49 a ist das Interdiözesane Da-
tenschutzgericht zuständig.

(2)	 Für Rechtsmittel gegen eine Entscheidung 
des Interdiözesanen Datenschutzgerichts 
ist das Datenschutzgericht der Deutschen 
Bischofskonferenz zuständig.“

42. § 51 wird wie folgt geändert: 

a)	 In Absatz 3 werden nach dem Wort „Ein-
zelfalls“ die Wörter „zusätzlich zu oder 
anstelle von Maßnahmen nach § 47 Ab-
satz 2 lit. a) bis g) und i)“ angefügt.

b)	 In Absatz 3 Buchstabe i) werden die 
Wörter „§ 47 Absatz 5“ ersetzt durch 
die Wörter „§ 47 Absatz 2“.

c)	 Absatz 5 wird wie folgt neu gefasst:

„¹Bei Verstößen werden im Einklang mit Ab-
satz 3 Geldbußen innerhalb eines Rahmens 
von bis zu 1.000.000 € verhängt. ²Für den 
Bereich kirchlicher Unternehmen im Sinne 
des § 4 Ziffer 19., die am Wettbewerb teil-
nehmen, können im Einklang mit Absatz 2 
Geldbußen von bis zu 4 Prozent des Jahres-
umsatzes, maximal in Höhe von 3.000.000 €, 
verhängt werden.“

d)	 Nach Absatz 7 wird folgender Absatz 8 
angefügt: 

„Eine Meldung nach § 33 oder eine Benach-
richtigung nach § 34 Absatz 1 darf in einem 
Verfahren zur Verhängung eines Bußgeldes 
nach dieser Vorschrift gegen den Melde-
pflichtigen oder die Meldepflichtige oder den 

Benachrichtigenden oder die Benachrichti-
gende oder seine oder ihre in § 52 Absatz 
1 der Strafprozessordnung bezeichneten 
Angehörigen nur mit Zustimmung des oder 
der Meldepflichtigen oder des oder der Be-
nachrichtigenden verwendet werden.“

43. § 52 wird wie folgt geändert: 

a)	 In Absatz 3 werden die Wörter „Speiche-
rung oder Verwendung“ ersetzt durch 
das Wort „Verarbeitung“. 

b)	 In Absatz 5 wird das Wort „Speicherung“ 
ersetzt durch das Wort „Verarbeitung“. 

44. Nach § 52 wird folgender § 52a eingefügt:

„§ 52a Gottesdienste und kirchliche Veranstal-
tungen

(1)	 Die Aufzeichnung, Übertragung oder Veröf-
fentlichung von Gottesdiensten oder Veran-
staltungen gottesdienstähnlicher Art sind 
datenschutzrechtlich zulässig, wenn die 
betroffenen Personen vor der Teilnahme 
durch geeignete Maßnahmen über Art und 
Umfang der Aufzeichnung, Übertragung 
oder Veröffentlichung informiert werden.

(2)	 Besonderen schutzwürdigen Interessen – 
insbesondere von Minderjährigen – ist in 
angemessenem Umfang Rechnung zu tra-
gen.

(3)	 Unbeschadet des Absatzes 2 sind von der 
Aufzeichnung, Übertragung oder Veröffent-
lichung nicht erfasste Plätze für Gottes-
dienstbesucher und -besucherinnen in an-
gemessener Zahl vorzuhalten.“

45. § 53 wird wie folgt geändert:

a)	 In der Überschrift wird das Wort „Daten-
verarbeitung“ ersetzt durch die Wörter 
„Verarbeitung personenbezogener Da-
ten“.

b)	 In Absatz 1 werden die Wörter „eines 
Beschäftigten“ ersetzt durch die Wörter 
„eines oder einer Beschäftigten“. 

c)	 In Absatz 2 werden die Wörter „eines 
Beschäftigten“ ersetzt durch die Wör-
ter „eines oder einer Beschäftigten“ und 
die Wörter „des Beschäftigten“ werden 
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ersetzt durch die Wörter „des oder der 
Beschäftigten“. 

46. § 54 wird wie folgt neu gefasst:

„§ 54 Verarbeitung personenbezogener Daten 
zu wissenschaftlichen oder historischen For-
schungszwecken, zu Archivzwecken oder zu 
statistischen Zwecken

(1)	 ¹Personenbezogene Daten dürfen zu im 
kirchlichen oder öffentlichen Interesse lie-
genden Archivzwecken, zu wissenschaftli-
chen oder historischen Forschungszwecken 
oder zu statistischen Zwecken verarbeitet 
werden, soweit geeignete Garantien für die 
Rechte und Freiheiten der betroffenen Per-
sonen vorgesehen werden. ²Mit diesen Ga-
rantien wird sichergestellt, dass technische 
und organisatorische Maßnahmen beste-
hen, mit denen insbesondere die Achtung 
des Grundsatzes der Datenminimierung ge-
währleistet wird. ³§ 11 Absatz 2 lit. h) bis j) 
bleiben unberührt.

(2)	 ¹Die Offenlegung personenbezogener Da-
ten an andere als kirchliche Stellen für 
Zwecke der wissenschaftlichen oder histo-
rischen Forschung oder der Statistik ist nur 
zulässig, wenn diese sich verpflichten, die 
übermittelten Daten nicht für andere Zwe-
cke zu verarbeiten und die Vorschriften der 
Absätze 3 und 4 einzuhalten. ²Der kirchliche 
Auftrag darf durch die Offenlegung nicht ge-
fährdet werden.	

(3)	 ¹Personenbezogene Daten, die für Zwecke 
der Forschung oder Statistik verarbeitet 
werden, sind zu anonymisieren, sobald dies 
nach dem Forschungs- oder Statistikzweck 
möglich ist. Bis dahin sind die Merkmale 
gesondert zu verarbeiten, mit denen Ein-
zelangaben über persönliche oder sachli-
che Verhältnisse einer identifizierten oder 
identifizierbaren Person zugeordnet werden 
können. ²Sie dürfen mit den Einzelangaben 
nur zusammengeführt werden, soweit der 
Forschungs- oder Statistikzweck dies erfor-
dert.	

(4)	 ¹Die Veröffentlichung personenbezogener 
Daten, die zum Zwecke wissenschaftlicher 
oder historischer Forschung oder der Sta-

tistik übermittelt wurden, ist nur mit Zustim-
mung der übermittelnden kirchlichen Stelle 
zulässig. ²Die Zustimmung kann erteilt wer-
den, wenn

a)	 die betroffene Person eingewilligt hat 
oder

b)	 dies für die Darstellung von Forschungs-
ergebnissen über Ereignisse der Zeitge-
schichte unerlässlich ist, es sei denn, 
dass Grund zu der Annahme besteht, 
dass durch die Veröffentlichung der 
Auftrag der Kirche gefährdet würde oder 
schutzwürdige Interessen der betroffe-
nen Person überwiegen. 

(5)	 Für die Archivierung von Unterlagen kirchli-
cher Stellen im Sinne des § 3 gilt die Anord-
nung über die kirchlichen Archive (KAO) in 
der jeweils geltenden Fassung.“

47. Nach § 54 wird folgender § 54a eingefügt:

„§ 54a Verarbeitung personenbezogener Daten 
zur institutionellen Aufarbeitung sexualisierter 
Gewalt und anderer Formen des Missbrauchs

¹An der institutionellen Aufarbeitung sexualisier-
ter Gewalt und anderer Formen des Missbrauchs 
besteht ein überragendes kirchliches Interesse. 
²Personenbezogene Daten dürfen zum Zwecke 
der institutionellen Aufarbeitung sexualisierter 
Gewalt nach Maßgabe dieses Gesetzes und auf 
Grundlage spezifischer diözesaner Bestimmun-
gen verarbeitet werden, die die Offenlegung von 
personenbezogenen Daten von sexuellem Miss-
brauch betroffener Personen für Aufarbeitungs- 
und Forschungszwecke durch Auskunft oder Ein-
sicht in Unterlagen ausdrücklich regeln, darunter 
auch Regelungen, die Auskunft oder Einsicht in 
Unterlagen lediglich im Falle einer Einwilligung 
betroffener Personen zulassen.“

48. § 55 wird wie folgt geändert:

a)	 In der Überschrift wird das Wort „Daten-
verarbeitung“ ersetzt durch die Wörter 
„Verarbeitung personenbezogener Da-
ten“.

b)	 In Absatz 3 Satz 1 werden nach dem 
Wort „er“ die Wörter „oder sie“ einge-
fügt.
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49. § 57 wird wie folgt neu gefasst:

„§ 57 Übergangsbestimmungen
Bisherige Bestellungen der betrieblichen Daten-
schutzbeauftragten, deren Amtszeiten noch nicht 
abgelaufen sind, bleiben unberührt, soweit hierbei 
die Regelungen der §§ 36 ff. Beachtung finden.“ 

50. § 58 wird wie folgt neu gefasst:

„§ 58 Inkrafttreten 

Dieses Gesetz tritt am 24. Mai 2018 in Kraft.“ 

Artikel 2 

Inkrafttreten
Dieses Änderungsgesetz tritt am 1.  März 2026 in 
Kraft.

Limburg, 20. Januar 2026	 +	 Dr. Georg Bätzing
Az.: 555B/70989/26/01/2		  Bischof von Limburg

Thomas Schön
Notar der Kurie
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4Dieses Gesetz über den Kirchlichen Datenschutz 
(KDG) wird erlassen aufgrund des verfassungsrecht-
lich garantierten Rechts der Katholischen Kirche, ihre 
Angelegenheiten selbstständig innerhalb der Schran-
ken des für alle geltenden Gesetzes zu ordnen und 
zu verwalten. 5Dieses Recht ist auch europarechtlich 
geachtet und festgeschrieben in Art. 91 und Erwä-
gungsgrund 165 der Verordnung (EU) 2016/679 des 
Europäischen Parlaments und des Rates vom 27. Ap-
ril 2016 zum Schutz natürlicher Personen bei der Ver-
arbeitung personenbezogener Daten, zum freien Da-
tenverkehr und zur Aufhebung der Richtlinie 95/46/
EG (Datenschutz-Grundverordnung – EU-DSGVO) 
sowie in Art. 17 des Vertrages über die Arbeitsweise 
der Europäischen Union (AEUV). 6In Wahrnehmung 
dieses Rechts stellt dieses Gesetz den Einklang mit 
der EU-DSGVO her.

Kapitel 1
Allgemeine Bestimmungen

§ 1 Zweck

Zweck dieses Gesetzes ist es, betroffene Personen 
davor zu schützen, dass sie durch die Verarbeitung 
ihrer personenbezogenen Daten in ihrem Persönlich-
keitsrecht beeinträchtigt werden, und den freien Ver-
kehr solcher Daten zu ermöglichen.

§ 2 Sachlicher Anwendungsbereich

(1)	 ¹Dieses Gesetz gilt für die ganz oder teilweise 
automatisierte Verarbeitung personenbezo-
gener Daten sowie für die nichtautomatisierte 
Verarbeitung personenbezogener Daten, die in 
einem Dateisystem gespeichert sind oder ge-
speichert werden sollen. ²§ 53 Absatz 3 bleibt 
unberührt.

(2)	 Soweit besondere kirchliche oder besondere 
staatliche Rechtsvorschriften auf Verarbeitun-
gen personenbezogener Daten anzuwenden 
sind, gehen sie den Vorschriften dieses Geset-
zes vor, sofern sie das Datenschutzniveau die-
ses Gesetzes nicht unterschreiten.

(3)	 Die Verpflichtung zur Wahrung des Beichtge-
heimnisses und des Seelsorgegeheimnisses, 
anderer gesetzlicher Geheimhaltungspflichten 
oder anderer Berufs- oder besonderer Amtsge-
heimnisse, die nicht auf gesetzlichen Vorschrif-
ten beruhen, bleibt unberührt.

§ 3 Organisatorischer Anwendungsbereich

(1)	 Dieses Gesetz gilt für die Verarbeitung perso-
nenbezogener Daten durch folgende kirchliche 
Stellen: 

a)	 die Diözese, die Kirchengemeinden, die Kir-
chenstiftungen und die Kirchengemeinde-
verbände,

b)	 den Deutschen Caritasverband, die Diöze-
san-Caritasverbände, ihre Untergliederungen 
und ihre Fachverbände ohne Rücksicht auf 
ihre Rechtsform,

c)	 die kirchlichen Körperschaften, Stiftungen, 
Anstalten, Werke, Einrichtungen und die 
sonstigen kirchlichen Rechtsträger ohne 
Rücksicht auf ihre Rechtsform.

(2)	 Dieses Gesetz findet Anwendung auf die Verar-
beitung personenbezogener Daten, soweit die-
se im Rahmen der Tätigkeiten eines kirchlichen 
Verantwortlichen oder Auftragsverarbeiters er-
folgt, unabhängig davon, wo die Verarbeitung 
stattfindet.

§ 4 Begriffsbestimmungen

Im Sinne dieses Gesetzes bezeichnet der Ausdruck:

1.	 „personenbezogene Daten“ alle Informationen, 
die sich auf eine identifizierte oder identifizierba-
re natürliche Person (im Folgenden „betroffene 
Person“) beziehen; als identifizierbar wird eine 
natürliche Person angesehen, die direkt oder in-
direkt, insbesondere mittels Zuordnung zu einer 
Kennung wie einem Namen, zu einer Kennnum-
mer, zu Standortdaten, zu einer Online-Kennung 
oder zu einem oder mehreren besonderen Merk-
malen, die Ausdruck der physischen, physiolo-
gischen, genetischen, psychischen, wirtschaft-
lichen, kulturellen oder sozialen Identität dieser 
natürlichen Person sind, identifiziert werden 
kann;

2.	 „besondere Kategorien personenbezogener Da-
ten“ personenbezogene Daten, aus denen die 
rassische und ethnische Herkunft, politische 
Meinungen, religiöse oder weltanschauliche 
Überzeugungen oder die Gewerkschaftszugehö-
rigkeit hervorgehen, sowie genetische Daten, bio-
metrische Daten zur eindeutigen Identifizierung 
einer natürlichen Person, Gesundheitsdaten oder 
Daten zum Sexualleben oder der sexuellen Orien-
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tierung einer natürlichen Person. Die Zugehörig-
keit zu einer Kirche oder Religionsgemeinschaft 
ist keine besondere Kategorie personenbezoge-
ner Daten.

3.	 „Verarbeitung“ jeden mit oder ohne Hilfe automa-
tisierter Verfahren ausgeführten Vorgang oder 
jede solche Vorgangsreihe im Zusammenhang 
mit personenbezogenen Daten wie das Erheben, 
das Erfassen, die Organisation, das Ordnen, die 
Speicherung, die Anpassung oder Veränderung, 
das Auslesen, das Abfragen, die Verwendung, 
die Offenlegung durch Übermittlung, Verbreitung 
oder eine andere Form der Bereitstellung, den Ab-
gleich oder die Verknüpfung, die Einschränkung, 
das Löschen oder die Vernichtung;

4.	 „Einschränkung der Verarbeitung“ die Markierung 
gespeicherter personenbezogener Daten mit dem 
Ziel, ihre künftige Verarbeitung einzuschränken;

5.	 „Profiling“ jede Art der automatisierten Verar-
beitung personenbezogener Daten, die darin 
besteht, dass diese personenbezogenen Daten 
verwendet werden, um bestimmte persönliche 
Aspekte, die sich auf eine natürliche Person be-
ziehen, zu bewerten, insbesondere um Aspekte 
bezüglich Arbeitsleistung, wirtschaftliche Lage, 
Gesundheit, persönliche Vorlieben, Interessen, 
Zuverlässigkeit, Verhalten, Aufenthaltsort oder 
Ortswechsel dieser natürlichen Person zu analy-
sieren oder vorherzusagen;

6.	 „Pseudonymisierung“ die Verarbeitung perso-
nenbezogener Daten in einer Weise, dass die 
personenbezogenen Daten ohne Hinzuziehung 
zusätzlicher Informationen nicht mehr einer spe-
zifischen betroffenen Person zugeordnet werden 
können, sofern diese zusätzlichen Informationen 
gesondert aufbewahrt werden und technischen 
und organisatorischen Maßnahmen unterliegen, 
die gewährleisten, dass die personenbezogenen 
Daten nicht einer identifizierten oder identifizier-
baren natürlichen Person zugewiesen werden;

7.	 „Anonymisierung“ die Verarbeitung personenbe-
zogener Daten derart, dass die Einzelangaben 
über persönliche oder sachliche Verhältnisse 
nicht mehr oder nur mit einem unverhältnismäßig 
großen Aufwand an Zeit, Kosten und Arbeitskraft 
einer bestimmten oder bestimmbaren natürlichen 
Person zugeordnet werden können;

8.	 „Dateisystem“ jede strukturierte Sammlung per-
sonenbezogener Daten, die nach bestimmten 
Kriterien zugänglich sind, unabhängig davon, ob 
diese Sammlung zentral, dezentral oder nach 
funktionalen oder geografischen Gesichtspunk-
ten geordnet geführt wird;

9.	 „Verantwortlicher“ die natürliche oder juristische 
Person, Behörde, Einrichtung oder andere Stel-
le, die allein oder gemeinsam mit anderen über 
die Zwecke und Mittel der Verarbeitung von per-
sonenbezogenen Daten entscheidet; sind die 
Zwecke und Mittel dieser Verarbeitung durch 
kirchliches, staatliches oder europäisches Recht 
vorgegeben, so kann der Verantwortliche bezie-
hungsweise können die bestimmten Kriterien sei
ner Benennung nach diesem Recht vorgesehen 
werden.

10.	 „Auftragsverarbeiter“ eine natürliche oder juris-
tische Person, Behörde, Einrichtung oder andere 
Stelle, die personenbezogene Daten im Auftrag 
des Verantwortlichen verarbeitet;

11.	 „Empfänger“ eine natürliche oder juristische Per-
son, Behörde, Einrichtung oder andere Stelle, der 
personenbezogene Daten offengelegt werden, 
unabhängig davon, ob es sich bei ihr um einen 
Dritten handelt oder nicht;

12.	 „Dritter“ eine natürliche oder juristische Person, 
Behörde, Einrichtung oder andere Stelle, außer 
der betroffenen Person, dem Verantwortlichen, 
dem Auftragsverarbeiter und den Personen, 
die unter der unmittelbaren Verantwortung des 
Verantwortlichen oder des Auftragsverarbeiters 
befugt sind, die personenbezogenen Daten zu 
verarbeiten;

13.	 „Einwilligung“ der betroffenen Person jede freiwil-
lig für den bestimmten Fall, in informierter Weise 
und unmissverständlich abgegebene Willensbe-
kundung in Form einer Erklärung oder einer sons-
tigen eindeutigen bestätigenden Handlung, mit 
der die betroffene Person zu verstehen gibt, dass 
sie mit der Verarbeitung der sie betreffenden per-
sonenbezogenen Daten einverstanden ist;

14.	 „Verletzung des Schutzes personenbezogener 
Daten“ eine Verletzung der Sicherheit, die, ob 
unbeabsichtigt oder unrechtmäßig, zur Vernich-
tung, zum Verlust, zur Veränderung, oder zur 
unbefugten Offenlegung von beziehungsweise 
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zum unbefugten Zugang zu personenbezogenen 
Daten führt, die übermittelt, gespeichert oder auf 
sonstige Weise verarbeitet wurden;

15.	 „genetische Daten“ personenbezogene Daten 
zu den ererbten oder erworbenen genetischen 
Eigenschaften einer natürlichen Person, die ein-
deutige Informationen über die Physiologie oder 
die Gesundheit dieser natürlichen Person liefern 
und insbesondere aus der Analyse einer biologi-
schen Probe der betreffenden natürlichen Person 
gewonnen wurden;

16.	 „biometrische Daten“ mit speziellen technischen 
Verfahren gewonnene personenbezogene Daten 
zu den physischen, physiologischen oder ver-
haltenstypischen Merkmalen einer natürlichen 
Person, die die eindeutige Identifizierung dieser 
natürlichen Person ermöglichen oder bestätigen, 
wie Gesichtsbilder oder daktyloskopische Daten;

17.	 „Gesundheitsdaten“ personenbezogene Daten, 
die sich auf die körperliche oder geistige Gesund-
heit einer natürlichen Person, einschließlich der 
Erbringung von Gesundheitsdienstleistungen, be-
ziehen und aus denen Informationen über deren 
Gesundheitszustand hervorgehen;

18.	 „Drittland“ ein Land außerhalb der Europäischen 
Union oder des europäischen Wirtschaftsraums; 

19.	 „Unternehmen“ eine natürliche oder juristische 
Person, die eine wirtschaftliche Tätigkeit ausübt, 
unabhängig von ihrer Rechtsform, einschließlich 
Personengesellschaften oder Vereinigungen, die 
regelmäßig einer wirtschaftlichen Tätigkeit nach-
gehen;

20.	 „Unternehmensgruppe“ eine Gruppe, die aus ei-
nem herrschenden Unternehmen und den von 
diesem abhängigen Unternehmen besteht;

21.	 „Datenschutzaufsicht“ die von einem oder meh-
reren Diözesanbischöfen gemäß §§ 42 ff. errich-
tete unabhängige, mit der Datenschutzaufsicht 
beauftragte kirchliche Behörde; 

22.	 „Diözesandatenschutzbeauftragter“ oder „Diöze-
sandatenschutzbeauftragte“ den Leiter oder die 
Leiterin der Datenschutzaufsicht;

23.	 „Betrieblicher Datenschutzbeauftragter“ oder 
„Betriebliche Datenschutzbeauftragte“ den vom 
Verantwortlichen oder vom Auftragsverarbeiter 

benannten Datenschutzbeauftragten oder die 
vom Verantwortlichen oder vom Auftragsverar-
beiter benannte Datenschutzbeauftragte; 

24.	 „Beschäftigte“ insbesondere 

a)	 Kleriker und Kandidaten für das Weiheamt,
b)	 Ordensangehörige, soweit sie auf einer 

Planstelle in einer Einrichtung der eigenen 
Ordensgemeinschaft oder aufgrund eines 
Gestellungsvertrages tätig sind,

c)	 in einem Beschäftigungsverhältnis oder in 
einem kirchlichen Beamtenverhältnis ste-
hende Personen, 

d)	 zu ihrer Berufsbildung tätige Personen mit 
Ausnahme der Postulanten und Novizen,

e)	 Teilnehmende an Leistungen zur Teilhabe 
am Arbeitsleben sowie an Abklärungen der 
beruflichen Eignung oder Arbeitserprobun-
gen (Rehabilitanden),

f)	 in anerkannten Werkstätten für Menschen 
mit Behinderungen tätige Personen,

g)	 nach dem Bundesfreiwilligendienstgesetz 
oder dem Jugendfreiwilligendienstegesetz 
oder in vergleichbaren Diensten tätige Per-
sonen sowie Praktikanten oder Praktikan-
tinnen, 

h)	 Personen, die wegen ihrer wirtschaftlichen 
Unselbstständigkeit als arbeitnehmerähnli-
che Personen anzusehen sind; zu diesen ge-
hören auch die in Heimarbeit Beschäftigten 
und die ihnen Gleichgestellten,

i)	 sich für ein Beschäftigungsverhältnis Be-
werbende sowie Personen, deren Beschäf-
tigungsverhältnis beendet ist,

j)	 Leiharbeitnehmerinnen und Leiharbeitneh-
mer, soweit sie zu einem kirchlichen Arbeit-
geber entsandt sind.

Kapitel 2
Grundsätze

§ 5 Datengeheimnis

(1)	 ¹Den bei der Verarbeitung personenbezogener 
Daten tätigen Personen ist untersagt, diese un-
befugt zu verarbeiten (Datengeheimnis). ²Diese 
Personen sind bei der Aufnahme ihrer Tätigkeit 
auf das Datengeheimnis und die Einhaltung der 
einschlägigen Datenschutzregelungen schrift-
lich zu verpflichten. ³Das Datengeheimnis be-
steht auch nach Beendigung ihrer Tätigkeit fort.
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(2)	 Absatz 1 gilt auch für ehrenamtlich tätige Per-
sonen, sofern sie personenbezogene Daten ver-
arbeiten.

§ 6 Rechtmäßigkeit der Verarbeitung personenbezo-
gener Daten

(1)	 Die Verarbeitung personenbezogener Daten 
ist nur rechtmäßig, wenn mindestens eine der 
nachstehenden Bedingungen erfüllt ist:

a)	 Dieses Gesetz oder eine andere kirchliche 
oder eine staatliche Rechtsvorschrift erlaubt 
sie oder ordnet sie an;

b)	 die betroffene Person hat in die Verarbeitung 
der sie betreffenden personenbezogenen 
Daten für einen oder mehrere bestimmte 
Zwecke eingewilligt;

c)	 die Verarbeitung ist für die Erfüllung eines 
Vertrags, dessen Vertragspartei die betrof-
fene Person ist, oder zur Durchführung vor-
vertraglicher Maßnahmen erforderlich, die 
auf Anfrage der betroffenen Person erfolgen;

d)	 die Verarbeitung ist zur Erfüllung einer recht-
lichen Verpflichtung erforderlich, der der Ver-
antwortliche unterliegt;

e)	 die Verarbeitung ist erforderlich, um lebens-
wichtige Interessen der betroffenen Person 
oder einer anderen natürlichen Person zu 
schützen;

f)	 die Verarbeitung ist für die Wahrnehmung ei-
ner Aufgabe des Verantwortlichen erforder-
lich, die im kirchlichen Interesse liegt oder 
in Ausübung öffentlicher Gewalt erfolgt, die 
dem Verantwortlichen übertragen wurde;

g)	 die Verarbeitung ist zur Wahrung der berech-
tigten Interessen des Verantwortlichen oder 
eines Dritten erforderlich, sofern nicht die In-
teressen oder Grundrechte und Grundfreihei-
ten der betroffenen Person, die den Schutz 
personenbezogener Daten erfordern, über-
wiegen, insbesondere dann, wenn es sich bei 
der betroffenen Person um einen Minderjäh-
rigen oder eine Minderjährige handelt. Lit. g) 
gilt nicht für die von öffentlich-rechtlich orga-
nisierten kirchlichen Stellen in Erfüllung ihrer 
Aufgaben vorgenommene Verarbeitung.

(2)	 Die Verarbeitung für einen anderen Zweck als 
zu demjenigen, zu dem die personenbezogenen 
Daten erhoben wurden, ist rechtmäßig, wenn 

a)	 eine Rechtsvorschrift dies erlaubt oder an-
ordnet und kirchliche Interessen nicht ent-
gegenstehen;

b)	 die betroffene Person eingewilligt hat;
c)	 offensichtlich ist, dass es im Interesse der 

betroffenen Person liegt, und kein Grund zu 
der Annahme besteht, dass sie in Kenntnis 
des anderen Zwecks ihre Einwilligung ver-
weigern würde;

d)	 Angaben der betroffenen Person überprüft 
werden müssen, weil tatsächliche Anhalts-
punkte für deren Unrichtigkeit bestehen;

e)	 die Daten allgemein zugänglich sind oder der 
Verantwortliche sie veröffentlichen dürfte, 
es sei denn, dass das schutzwürdige Inte-
resse der betroffenen Person an dem Aus-
schluss der Zweckänderung offensichtlich 
überwiegt;

f)	 sie zur Geltendmachung, Ausübung oder 
Verteidigung rechtlicher Ansprüche erfor-
derlich ist, sofern nicht die Interessen der 
betroffenen Person an dem Ausschluss der 
Verarbeitung überwiegen;

g)	 es zur Verfolgung oder Aufklärung von Straf-
taten oder Ordnungswidrigkeiten oder zur 
Vollstreckung von Bußgeldentscheidungen 
erforderlich ist;

h)	 es zur Abwehr einer schwerwiegenden Be-
einträchtigung der Rechte Dritter erforderlich 
ist;

i)	 es zur institutionellen Aufarbeitung von se-
xualisierter Gewalt und anderen Formen des 
Missbrauchs auf der Grundlage kirchlichen 
Rechts erforderlich ist und die Interessen der 
betroffenen Person (§ 4 Nr. 1) durch ange-
messene Maßnahmen gewahrt sind;

j)	 der Auftrag der Kirche oder die Glaubwürdig-
keit ihres Dienstes dies erfordert oder

k)	 es zur Vorbereitung, Durchführung und 
Nachbereitung von kirchlichen Wahlen ins-
besondere zu diözesanen, pfarrlichen oder 
kirchengemeindlichen Gremien erforderlich 
ist; hierzu gehören auch die Kandidatenwer-
bung und -ansprache sowie nachgelagerte 
Maßnahmen zu Information und Schulung.

(3)	 ¹Eine Verarbeitung für andere Zwecke liegt nicht 
vor, wenn sie der Wahrnehmung von Visitations-, 
Aufsichts- und Kontrollbefugnissen, der Rech-
nungsprüfung, der Revision oder der Durchfüh-
rung von Organisationsuntersuchungen für den 
Verantwortlichen dient. ²Das gilt auch für die 
Verarbeitung zu Ausbildungs- und Prüfungszwe-
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cken durch den Verantwortlichen, soweit nicht 
überwiegende schutzwürdige Interessen der be-
troffenen Person entgegenstehen.

(4)	 Beruht die Verarbeitung zu einem anderen 
Zweck als zu demjenigen, zu dem die personen-
bezogenen Daten erhoben wurden, nicht auf der 
Einwilligung der betroffenen Person oder auf 
einer kirchlichen oder staatlichen Rechtsvor-
schrift, so berücksichtigt der Verantwortliche – 
um festzustellen, ob die Verarbeitung zu einem 
anderen Zweck mit demjenigen, zu dem die per-
sonenbezogenen Daten ursprünglich erhoben 
wurden, vereinbar ist – unter anderem

a)	 jede Verbindung zwischen den Zwecken, für 
die die personenbezogenen Daten erhoben 
wurden, und den Zwecken der beabsichtig-
ten Weiterverarbeitung;

b)	 den Zusammenhang, in dem die personen-
bezogenen Daten erhoben wurden, insbe-
sondere hinsichtlich des Verhältnisses zwi-
schen den betroffenen Personen und dem 
Verantwortlichen;

c)	 die Art der personenbezogenen Daten, insbe-
sondere ob besondere Kategorien personen-
bezogener Daten verarbeitet werden oder ob 
personenbezogene Daten über strafrechtli-
che Verurteilungen und Straftaten gemäß 
§ 12 verarbeitet werden;

d)	 die möglichen Folgen der beabsichtigten 
Weiterverarbeitung für die betroffenen Per-
sonen; 

e)	 das Vorhandensein geeigneter Garantien, zu 
denen die Verschlüsselung, die Pseudonymi-
sierung oder die Anonymisierung gehören 
können.

(5)	 Personenbezogene Daten, die ausschließlich zu 
Zwecken der Datenschutzkontrolle, der Datensi-
cherung oder zur Sicherstellung eines ordnungs-
gemäßen Betriebes einer Datenverarbeitungs-
anlage verarbeitet werden, dürfen nur für diese 
Zwecke verwendet werden.

§ 7 Grundsätze für die Verarbeitung personenbezo-
gener Daten

(1)	 Personenbezogene Daten müssen

a)	 auf rechtmäßige Weise, nach Treu und Glau-
ben und in einer für die betroffene Person 
nachvollziehbaren Weise verarbeitet werden 

(„Rechtmäßigkeit, Verarbeitung nach Treu 
und Glauben, Transparenz“);

b)	 für festgelegte, eindeutige und legitime Zwe-
cke erhoben werden und dürfen nicht in einer 
mit diesen Zwecken nicht zu vereinbarenden 
Weise weiterverarbeitet werden („Zweck-
bindung“); eine Weiterverarbeitung für im 
kirchlichen Interesse liegende Archivzwecke, 
für wissenschaftliche oder historische For-
schungszwecke oder für statistische Zwe-
cke gilt als vereinbar mit den ursprünglichen 
Zwecken;

c)	 dem Zweck angemessen und erheblich so-
wie auf das für die Zwecke der Verarbeitung 
notwendige Maß beschränkt sein („Daten-
minimierung“); insbesondere sind personen-
bezogene Daten zu anonymisieren oder zu 
pseudonymisieren, soweit dies nach dem 
Verwendungszweck möglich ist und der 
Aufwand nicht außer Verhältnis zum ange-
strebten Schutzzweck steht; 

d)	 sachlich richtig und erforderlichenfalls auf 
dem neuesten Stand sein; es sind alle an-
gemessenen Maßnahmen zu treffen, damit 
personenbezogene Daten, die im Hinblick 
auf die Zwecke ihrer Verarbeitung unrichtig 
sind, unverzüglich gelöscht oder berichtigt 
werden („Richtigkeit“);

e)	 in einer Form gespeichert werden, die die 
Identifizierung der betroffenen Personen nur 
so lange ermöglicht, wie es für die Zwecke, 
für die sie verarbeitet werden, erforderlich ist 
(„Speicherbegrenzung“); 

f)	 in einer Weise verarbeitet werden, die eine 
angemessene Sicherheit der personenbe-
zogenen Daten gewährleistet, einschließlich 
Schutz vor unbefugter oder unrechtmäßiger 
Verarbeitung und vor unbeabsichtigtem Ver-
lust, unbeabsichtigter Zerstörung oder un-
beabsichtigter Schädigung durch geeignete 
technische und organisatorische Maßnah-
men („Integrität und Vertraulichkeit“).

(2)	 Der Verantwortliche ist für die Einhaltung der 
Grundsätze des Absatzes 1 verantwortlich und 
muss dies nachweisen können („Rechenschafts-
pflicht“).

§ 8 Einwilligung

(1)	 Beruht die Verarbeitung auf einer Einwilligung, 
muss der Verantwortliche nachweisen können, 
dass die betroffene Person in die Verarbeitung 
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ihrer personenbezogenen Daten eingewilligt hat.

(2)	 ¹Wird die Einwilligung bei der betroffenen Per-
son eingeholt, ist diese auf den Zweck der Verar-
beitung sowie, soweit nach den Umständen des 
Einzelfalles erforderlich oder auf Verlangen, auf 
die Folgen der Verweigerung der Einwilligung 
hinzuweisen. ²Die Einwilligung ist nur wirksam, 
wenn sie auf der freien Entscheidung der betrof-
fenen Person beruht.

(3)	 ¹Erfolgt die Einwilligung der betroffenen Person 
durch eine schriftliche Erklärung, die noch ande-
re Sachverhalte betrifft, so muss das Ersuchen 
um Einwilligung in verständlicher und leicht zu-
gänglicher Form in einer klaren und einfachen 
Sprache so erfolgen, dass es von den anderen 
Sachverhalten klar zu unterscheiden ist. ²Teile 
der Erklärung sind dann nicht verbindlich, wenn 
sie einen Verstoß gegen dieses Gesetz darstel-
len.

(4)	 ¹Die betroffene Person hat das Recht, ihre Ein-
willigung jederzeit zu widerrufen. ²Durch den Wi-
derruf der Einwilligung wird die Rechtmäßigkeit 
der aufgrund der Einwilligung bis zum Widerruf 
erfolgten Verarbeitung nicht berührt. ³Die betrof-
fene Person wird vor Abgabe der Einwilligung 
hiervon in Kenntnis gesetzt. 4Der Widerruf der 
Einwilligung muss so einfach wie die Erteilung 
der Einwilligung sein.

(5)	 Bei der Beurteilung, ob die Einwilligung freiwillig 
erteilt wurde, muss dem Umstand Rechnung ge-
tragen werden, ob unter anderem die Erfüllung 
eines Vertrags, einschließlich der Erbringung 
einer Dienstleistung, von der Einwilligung zu ei-
ner Verarbeitung von personenbezogenen Daten 
abhängig ist, die für die Erfüllung des Vertrags 
nicht erforderlich sind. 

(6)	 ¹Personenbezogene Daten eines oder einer 
Minderjährigen, dem oder der elektronisch eine 
Dienstleistung oder ein vergleichbares anderes 
Angebot von einer kirchlichen Stelle unterbrei-
tet wird, dürfen nur verarbeitet werden, wenn 
der oder die Minderjährige das sechzehnte Le-
bensjahr vollendet hat. ²Hat der oder die Minder-
jährige das sechzehnte Lebensjahr noch nicht 
vollendet, ist die Verarbeitung nur rechtmäßig, 
sofern und soweit eine Einwilligung durch die 
Personensorgeberechtigten erteilt wird. ³Der für 
die Verarbeitung Verantwortliche unternimmt 

unter Berücksichtigung der verfügbaren Technik 
angemessene Anstrengungen, um sich in sol-
chen Fällen zu vergewissern, dass die Einwilli-
gung durch die Personensorgeberechtigten oder 
mit deren Zustimmung erteilt wurde. 4Die Einwil-
ligung der Personensorgeberechtigten ist nicht 
erforderlich, wenn kirchliche Präventions- oder 
Beratungsdienste einem oder einer Minderjäh-
rigen elektronisch oder nichtelektronisch unmit-
telbar und kostenfrei angeboten werden und die 
Einholung einer Einwilligung der Personensorge-
berechtigten voraussichtlich die Zielsetzung des 
Präventions- oder Beratungsangebots gefähr-
den oder dieser zuwiderlaufen würde.

§ 9
- weggefallen -

§ 10
- weggefallen -

§ 11 Verarbeitung besonderer Kategorien personen-
bezogener Daten

(1)	 Die Verarbeitung besonderer Kategorien perso-
nenbezogener Daten ist untersagt.

(2)	 Absatz 1 gilt nicht in folgenden Fällen:

a)	 Die betroffene Person hat in die Verarbeitung 
der genannten personenbezogenen Daten 
für einen oder mehrere festgelegte Zwecke 
ausdrücklich eingewilligt, es sei denn, nach 
kirchlichem, staatlichem oder europäischem 
Recht kann das Verbot nach Absatz 1 durch 
die Einwilligung der betroffenen Person nicht 
aufgehoben werden,

b)	 die Verarbeitung ist erforderlich, damit der 
Verantwortliche oder die betroffene Per-
son die ihm bzw. ihr aus dem Arbeitsrecht 
und dem Recht der sozialen Sicherheit und 
des Sozialschutzes erwachsenden Rechte 
ausüben und seinen bzw. ihren diesbezüg-
lichen Pflichten nachkommen kann, soweit 
dies nach kirchlichem, staatlichem oder eu-
ropäischem Recht oder nach einer Dienstver-
einbarung nach der Mitarbeitervertretungs-
ordnung, die geeignete Garantien für die 
Grundrechte und die Interessen der betrof-
fenen Person vorsehen, zulässig ist,

c)	 die Verarbeitung ist zum Schutz lebenswich-
tiger Interessen der betroffenen Person oder 
einer anderen natürlichen Person erforder-
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lich und die betroffene Person ist aus kör-
perlichen oder rechtlichen Gründen außer-
stande, ihre Einwilligung zu geben,

d)	 die Verarbeitung erfolgt durch eine kirchli-
che Stelle im Rahmen ihrer rechtmäßigen 
Tätigkeiten und unter der Voraussetzung, 
dass sich die Verarbeitung ausschließlich 
auf die Mitglieder oder ehemalige Mitglie-
der der kirchlichen Einrichtung oder auf 
Personen, die im Zusammenhang mit deren 
Tätigkeitszweck regelmäßige Kontakte mit 
ihr unterhalten, bezieht und die personenbe-
zogenen Daten nicht ohne Einwilligung der 
betroffenen Personen nach außen offenge-
legt werden,

e)	 die Verarbeitung bezieht sich auf personen-
bezogene Daten, die die betroffene Person 
offensichtlich öffentlich gemacht hat,

f)	 die Verarbeitung ist zur Geltendmachung, 
Ausübung oder Verteidigung von Rechtsan-
sprüchen oder bei Handlungen der kirchli-
chen Gerichte im Rahmen ihrer justiziellen 
Tätigkeit erforderlich,

g)	 die Verarbeitung ist auf der Grundlage kirch-
lichen Rechts, das in angemessenem Ver-
hältnis zu dem verfolgten Ziel steht, den 
Wesensgehalt des Rechts auf Datenschutz 
wahrt und angemessene und spezifische 
Maßnahmen zur Wahrung der Grundrechte 
und Interessen der betroffenen Person vor-
sieht, aus Gründen eines erheblichen kirch-
lichen Interesses erforderlich,

h)	 die Verarbeitung ist für Zwecke der Gesund-
heitsvorsorge oder der Arbeitsmedizin, für 
die Beurteilung der Arbeitsfähigkeit des oder 
der Beschäftigten, für die medizinische Di-
agnostik, die Versorgung oder Behandlung 
im Gesundheits- oder Sozialbereich oder für 
die Verwaltung von Systemen und Diensten 
im Gesundheits- oder Sozialbereich auf der 
Grundlage des kirchlichen oder staatlichen 
Rechts oder aufgrund eines Vertrags mit ei-
nem oder einer Angehörigen eines Gesund-
heitsberufs und vorbehaltlich der in Absatz 
3 genannten Bedingungen und Garantien 
erforderlich,

i)	 die Verarbeitung ist aus Gründen des öffent-
lichen Interesses im Bereich der öffentlichen 
Gesundheit oder zur Gewährleistung hoher 
Qualitäts- und Sicherheitsstandards bei der 
Gesundheitsversorgung und bei Arzneimit-
teln und Medizinprodukten, auf der Grundla-
ge kirchlichen oder staatlichen Rechts, das 

angemessene und spezifische Maßnahmen 
zur Wahrung der Rechte und Freiheiten der 
betroffenen Person, insbesondere des Be-
rufsgeheimnisses, vorsieht, erforderlich,

j)	 die Verarbeitung ist auf der Grundlage des 
kirchlichen oder staatlichen Rechts, das in 
angemessenem Verhältnis zu dem verfolg-
ten Ziel steht, den Wesensgehalt des Rechts 
auf Datenschutz wahrt und angemessene 
und spezifische Maßnahmen zur Wahrung 
der Grundrechte und Interessen der betrof-
fenen Person vorsieht, für im kirchlichen 
Interesse liegende Archivzwecke, für wis-
senschaftliche oder historische Forschungs-
zwecke oder für statistische Zwecke erfor-
derlich, 

k)	 die Verarbeitung ist für Zwecke der instituti-
onellen Aufarbeitung von sexualisierter Ge-
walt und anderen Formen des Missbrauchs 
auf der Grundlage kirchlichen Rechts erfor-
derlich und die Interessen der betroffenen 
Person (§ 4 Nr. 1) sind durch angemessene 
Maßnahmen gewahrt oder

l)	 die Verarbeitung ist aus Gründen eines er-
heblichen kirchlichen oder öffentlichen Inte-
resses zwingend erforderlich.

(3)	 Die in Absatz 1 genannten personenbezogenen 
Daten dürfen zu den in Absatz 2 lit. h) genannten 
Zwecken verarbeitet werden, wenn diese Daten 
von Fachpersonal oder unter dessen Verantwor-
tung verarbeitet werden und dieses Fachperso-
nal nach dem kirchlichen oder staatlichen Recht 
dem Berufsgeheimnis unterliegt, oder wenn die 
Verarbeitung durch eine andere Person erfolgt, 
die ebenfalls nach kirchlichem oder staatlichem 
Recht einer Geheimhaltungspflicht unterliegt.

(4)	 In den Fällen des Absatzes 2 sind unter Berück-
sichtigung des Stands der Technik, der Imple-
mentierungskosten und der Art, des Umfangs, 
der Umstände und der Zwecke der Verarbei-
tung sowie der unterschiedlichen Eintrittswahr-
scheinlichkeit und Schwere der mit der Verar-
beitung verbundenen Risiken für die Rechte und 
Freiheiten natürlicher Personen angemessene 
und spezifische Maßnahmen zur Wahrung der 
Interessen der betroffenen Person vorzusehen.

(5)	 Eine Verarbeitung von besonderen Kategorien 
personenbezogener Daten zu anderen Zwecken 
ist zulässig, wenn die Voraussetzungen der Ab-
sätze 2 bis 4 und ein Ausnahmetatbestand nach 
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§ 6 Absätze 2 bis 5 vorliegen.

§ 12 Verarbeitung von personenbezogenen Daten 
über strafrechtliche Verurteilungen und Straftaten

Die Verarbeitung personenbezogener Daten über 
strafrechtliche Verurteilungen und Straftaten oder 
damit zusammenhängende Sicherungsmaßregeln 
aufgrund von § 6 Absatz 1 ist nur zulässig, wenn dies 
nach kirchlichem oder staatlichem Recht, welches ge-
eignete Garantien für die Rechte und Freiheiten der 
betroffenen Personen vorsieht, zulässig ist. 

§ 13 Verarbeitung, für die eine Identifizierung der be-
troffenen Person nicht erforderlich ist

(1)	 Ist für die Zwecke, für die ein Verantwortlicher 
personenbezogene Daten verarbeitet, die Identi-
fizierung der betroffenen Person durch den Ver-
antwortlichen nicht oder nicht mehr erforderlich, 
so ist dieser nicht verpflichtet, zur bloßen Einhal-
tung dieses Gesetzes zusätzliche Informationen 
aufzubewahren, einzuholen oder zu verarbeiten, 
um die betroffene Person zu identifizieren.

(2)	 Kann der Verantwortliche in Fällen gemäß Ab-
satz 1 nachweisen, dass er nicht in der Lage ist, 
die betroffene Person zu identifizieren, so unter-
richtet er die betroffene Person hierüber, sofern 
möglich. In diesen Fällen finden die §§ 17 bis 22 
keine Anwendung, es sei denn, die betroffene 
Person stellt zur Ausübung ihrer in diesen Be-
stimmungen niedergelegten Rechte zusätzliche 
Informationen bereit, die ihre Identifizierung er-
möglichen.

Kapitel 3
Informationspflichten des Verantwortlichen und Rech-
te der betroffenen Person

Abschnitt 1
Informationspflichten des Verantwortlichen

§ 14 Transparente Information, Kommunikation und 
Modalitäten für die Ausübung der Rechte der betrof-
fenen Person

(1)	 ¹Der Verantwortliche trifft geeignete Maßnah-
men, um der betroffenen Person innerhalb einer 
angemessenen Frist alle Informationen gemäß 
den §§ 15 und 16 und alle Mitteilungen gemäß 
den §§ 17 bis 24 und 34, die sich auf die Ver-
arbeitung beziehen, in präziser, transparenter, 

verständlicher und leicht zugänglicher Form in 
einer klaren und einfachen Sprache, ggf. auch 
mit standardisierten Bildsymbolen, zu übermit-
teln; dies gilt insbesondere für Informationen, 
die sich speziell an Minderjährige richten. ²Die 
Übermittlung der Informationen erfolgt schrift-
lich oder in anderer Form, gegebenenfalls auch 
elektronisch. ³Falls von der betroffenen Person 
verlangt, kann die Information mündlich erteilt 
werden, sofern die Identität der betroffenen Per-
son in anderer Form nachgewiesen wurde.

(2)	 ¹Der Verantwortliche erleichtert der betroffenen 
Person die Ausübung ihrer Rechte gemäß den 
§§ 17 bis 24. ²In den Fällen des § 13 Absatz 2 
darf sich der Verantwortliche nur dann weigern, 
aufgrund des Antrags der betroffenen Person 
auf Wahrnehmung ihrer Rechte gemäß den 
§§ 17 bis 24 tätig zu werden, wenn er glaubhaft 
macht, dass er nicht in der Lage ist, die betroffe-
ne Person zu identifizieren.

(3)	 ¹Der Verantwortliche stellt der betroffenen Per-
son Informationen über die auf Antrag gemäß 
den §§ 17 bis 24 ergriffenen Maßnahmen unver-
züglich, in jedem Fall aber innerhalb eines Mo-
nats nach Eingang des Antrags zur Verfügung. 
²Diese Frist kann um weitere zwei Monate verlän-
gert werden, wenn dies unter Berücksichtigung 
der Komplexität und der Anzahl von Anträgen er-
forderlich ist. ³Der Verantwortliche unterrichtet 
die betroffene Person innerhalb eines Monats 
nach Eingang des Antrags über eine Fristver-
längerung, zusammen mit den Gründen für die 
Verzögerung. 4Stellt die betroffene Person den 
Antrag elektronisch, so ist sie nach Möglichkeit 
auf elektronischem Weg zu unterrichten, sofern 
sie nichts anderes angibt. 

(4)	 Wird der Verantwortliche auf den Antrag der 
betroffenen Person hin nicht tätig, so unterrich-
tet er die betroffene Person ohne Verzögerung, 
spätestens aber innerhalb eines Monats nach 
Eingang des Antrags über die Gründe hierfür 
und über die Möglichkeit, bei der Datenschutz-
aufsicht Beschwerde zu erheben oder einen ge-
richtlichen Rechtsbehelf einzulegen.

(5)	 ¹Informationen gemäß den §§ 15 und 16 sowie 
alle Mitteilungen und Maßnahmen gemäß den 
§§ 17 bis 24 und 34 werden unentgeltlich zur 
Verfügung gestellt. ²Bei offenkundig unbegrün-
deten oder – insbesondere im Fall von häufiger 
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Wiederholung – exzessiven Anträgen einer be-
troffenen Person kann der Verantwortliche

a)	 ein angemessenes Entgelt verlangen, bei 
dem die Verwaltungskosten für die Unter-
richtung oder die Mitteilung oder die Durch-
führung der beantragten Maßnahme berück-
sichtigt werden, oder

b)	 sich weigern, aufgrund des Antrags tätig zu 
werden.

³Der Verantwortliche hat den Nachweis für den 
offenkundig unbegründeten oder exzessiven Cha-
rakter des Antrags zu erbringen.

(6)	 Hat der Verantwortliche begründete Zweifel an 
der Identität der natürlichen Person, die den An-
trag gemäß den §§ 17 bis 23 stellt, so kann er 
unbeschadet des § 13 zusätzliche Informatio-
nen anfordern, die zur Bestätigung der Identität 
der betroffenen Person erforderlich sind.

§ 15 Informationspflicht bei unmittelbarer Datener-
hebung

(1)	 Werden personenbezogene Daten bei der betrof-
fenen Person erhoben, so teilt der Verantwortli-
che der betroffenen Person zum Zeitpunkt der 
Erhebung dieser Daten Folgendes mit:

a)	 den Namen und die Kontaktdaten des Ver-
antwortlichen;

b)	 gegebenenfalls die Kontaktdaten des oder 
der betrieblichen Datenschutzbeauftragten;

c)	 die Zwecke, für die die personenbezogenen 
Daten verarbeitet werden sollen, sowie die 
Rechtsgrundlage für die Verarbeitung;

d)	 wenn die Verarbeitung auf § 6 Absatz 1 lit. g) 
beruht, die berechtigten Interessen, die von 
dem Verantwortlichen oder einem Dritten 
verfolgt werden;

e)	 gegebenenfalls die Empfänger oder Katego-
rien von Empfängern der personenbezoge-
nen Daten und

f)	 gegebenenfalls die Absicht des Verant-
wortlichen, die personenbezogenen Daten 
an ein Drittland oder an eine internationale 
Organisation zu übermitteln sowie das Vor-
handensein oder das Fehlen eines Ange-
messenheitsbeschlusses der Europäischen 
Kommission oder im Falle von Übermittlun-
gen gemäß § 40 einen Verweis auf die ge-
eigneten oder angemessenen Garantien und 

die Möglichkeit, wie eine Kopie von ihnen zu 
erhalten ist oder wo sie verfügbar sind.

(2)	 Zusätzlich zu den Informationen gemäß Ab-
satz  1 stellt der Verantwortliche der betroffe-
nen Person zum Zeitpunkt der Erhebung dieser 
Daten folgende weitere Informationen zur Ver-
fügung, die notwendig sind, um eine faire und 
transparente Verarbeitung zu gewährleisten:

a)	 die Dauer, für die die personenbezogenen 
Daten gespeichert werden oder, falls dies 
nicht möglich ist, die Kriterien für die Fest-
legung dieser Dauer;

b)	 das Bestehen eines Rechts auf Auskunft sei-
tens des Verantwortlichen über die betref-
fenden personenbezogenen Daten sowie 
auf Berichtigung oder Löschung oder auf 
Einschränkung der Verarbeitung oder eines 
Widerspruchsrechts gegen die Verarbeitung 
sowie des Rechts auf Datenübertragbarkeit;

c)	 wenn die Verarbeitung auf § 6 Absatz 1 lit. b) 
oder § 11 Absatz 2 lit. a) beruht, das Beste-
hen eines Rechts, die Einwilligung jederzeit 
zu widerrufen, ohne dass die Rechtmäßigkeit 
der aufgrund der Einwilligung bis zum Wider-
ruf erfolgten Verarbeitung berührt wird;

d)	 das Bestehen eines Beschwerderechts bei 
der Datenschutzaufsicht;

e)	 ob die Bereitstellung der personenbezoge-
nen Daten gesetzlich oder vertraglich vorge-
schrieben oder für einen Vertragsabschluss 
erforderlich ist, ob die betroffene Person 
verpflichtet ist, die personenbezogenen Da-
ten bereitzustellen, und welche möglichen 
Folgen die Nichtbereitstellung hätte und

f)	 das Bestehen einer automatisierten Ent-
scheidungsfindung einschließlich Profiling 
gemäß § 24 Absätze 1 und 4 und – zumin-
dest in diesen Fällen – aussagekräftige In-
formationen über die involvierte Logik sowie 
die Tragweite und die angestrebten Auswir-
kungen einer derartigen Verarbeitung für die 
betroffene Person.

(3)	 Beabsichtigt der Verantwortliche, die perso-
nenbezogenen Daten für einen anderen Zweck 
weiterzuverarbeiten als den, für den die perso-
nenbezogenen Daten erhoben wurden, so stellt 
er der betroffenen Person vor dieser Weiterver-
arbeitung Informationen über diesen anderen
Zweck und alle anderen maßgeblichen Informa-
tionen gemäß Absatz 2 zur Verfügung.
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(4)	 Die Absätze 1 bis 3 finden keine Anwendung, 
wenn und soweit die betroffene Person bereits 
über die Informationen verfügt oder die Informa-
tionserteilung an die betroffene Person einen 
unverhältnismäßigen Aufwand erfordern würde 
und das Interesse der betroffenen Person an der 
Informationserteilung nach den Umständen des 
Einzelfalls, insbesondere wegen des Zusam-
menhangs, in dem die Daten erhoben wurden, 
als gering anzusehen ist. 

(5)	 Die Absätze 1 bis 3 finden auch dann keine An-
wendung, 

a)	 wenn und soweit die Daten oder die Tatsa-
che ihrer Speicherung aufgrund einer spe-
ziellen Rechtsvorschrift oder wegen über-
wiegender berechtigter Interessen Dritter 
geheim gehalten werden müssen und das 
Interesse der betroffenen Person an der In-
formationserteilung zurücktreten muss,

b)	 wenn die Erteilung der Information die Gel-
tendmachung, Ausübung oder Verteidigung 
rechtlicher Ansprüche beeinträchtigen würde 
und die Interessen des Verantwortlichen an 
der Nichterteilung der Information die Inte-
ressen der betroffenen Person überwiegen 
oder 

c)	 wenn durch die Information die Wahrneh-
mung des Auftrags der Kirche gefährdet 
wird.

(6)	 Werden Daten Dritter im Zuge der Aufnahme 
oder im Rahmen eines Mandatsverhältnisses an 
einen Berufsgeheimnisträger oder eine Berufs-
geheimnisträgerin übermittelt, so besteht die 
Pflicht der übermittelnden Stelle zur Information 
der betroffenen Person gemäß Absatz 3 nicht, 
sofern nicht das Interesse der betroffenen Per-
son an der Informationserteilung überwiegt.

§ 16 Informationspflicht bei mittelbarer Datenerhe-
bung

(1)	 Werden personenbezogene Daten nicht bei der 
betroffenen Person erhoben, so teilt der Ver-
antwortliche der betroffenen Person über die in 
§ 15 Absätze 1 und 2 genannten Informationen 
hinaus mit

a)	 die zu ihr verarbeiteten Daten und
b)	 aus welcher Quelle die personenbezogenen 

Daten stammen und gegebenenfalls, ob sie 

aus öffentlich zugänglichen Quellen stam-
men.

(2)	 Der Verantwortliche erteilt die Informationen

a)	 unter Berücksichtigung der spezifischen Um-
stände der Verarbeitung der personenbezo-
genen Daten innerhalb einer angemessenen 
Frist nach Erlangung der personenbezoge-
nen Daten, längstens jedoch innerhalb eines 
Monats,

b)	 falls die personenbezogenen Daten zur 
Kommunikation mit der betroffenen Person 
verwendet werden sollen, spätestens zum 
Zeitpunkt der ersten Mitteilung an sie, oder,

c)	 falls die Offenlegung an einen anderen Emp-
fänger oder eine andere Empfängerin beab-
sichtigt ist, spätestens zum Zeitpunkt der 
ersten Offenlegung.

(3)	 Beabsichtigt der Verantwortliche, die personen-
bezogenen Daten für einen anderen Zweck wei-
terzuverarbeiten als den, für den die personen-
bezogenen Daten erlangt wurden, so stellt er der 
betroffenen Person vor dieser Weiterverarbei-
tung Informationen über diesen anderen Zweck 
und alle anderen maßgeblichen Informationen 
gemäß Absatz 1 zur Verfügung.

(4)	 Die Absätze 1 bis 3 finden keine Anwendung, 
wenn und soweit

a)	 die betroffene Person bereits über die Infor-
mationen verfügt,

b)	 die Erteilung dieser Informationen sich als 
unmöglich erweist oder einen unverhältnis-
mäßigen Aufwand erfordern würde; dies gilt 
insbesondere für die Verarbeitung für im 
kirchlichen Interesse liegende Archivzwecke, 
für wissenschaftliche oder historische For-
schungszwecke oder für statistische Zwe-
cke oder soweit die in Absatz 1 genannte 
Pflicht voraussichtlich die Verwirklichung der 
Ziele dieser Verarbeitung unmöglich macht 
oder ernsthaft beeinträchtigt. In diesen Fäl-
len ergreift der Verantwortliche geeignete 
Maßnahmen zum Schutz der Rechte und 
Freiheiten sowie der berechtigten Interes-
sen der betroffenen Person, einschließlich 
der Bereitstellung dieser Informationen für 
die Öffentlichkeit,

c)	 die Erlangung oder Offenlegung durch kirch-
liche, staatliche oder europäische Rechts-
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vorschriften, denen der Verantwortliche 
unterliegt und die geeignete Maßnahmen 
zum Schutz der berechtigten Interessen der 
betroffenen Person vorsehen, ausdrücklich 
geregelt ist oder

d)	 die personenbezogenen Daten gemäß dem 
kirchlichen, staatlichen oder europäischen 
Recht dem Berufsgeheimnis, einschließlich 
einer satzungsmäßigen Geheimhaltungs-
pflicht, unterliegen und daher vertraulich 
behandelt werden müssen.

(5)	 Die Absätze 1 bis 3 finden keine Anwendung, 
wenn die Erteilung der Information 

a)	 im Falle einer kirchlichen Stelle im Sinne des 
§ 3 Absatz 1 lit. a) 
(aa) die ordnungsgemäße Erfüllung der in 
der Zuständigkeit des Verantwortlichen lie-
genden Aufgaben gefährden würde oder 
(bb) die Information dem kirchlichen Wohl 
erhebliche Nachteile bereiten würde und 
deswegen das Interesse der betroffenen 
Person an der Informationserteilung zurück-
treten muss,

b)	 im Fall einer kirchlichen Stelle im Sinne des 
§ 3 Absatz 1 lit. b) oder c) die Geltendma-
chung, Ausübung oder Verteidigung zivil-
rechtlicher Ansprüche beeinträchtigen würde 
und nicht das Interesse der betroffenen Per-
son an der Informationserteilung überwiegt.

(6)	 ¹Unterbleibt eine Information der betroffenen 
Person nach Maßgabe des Absatzes 1, ergreift 
der Verantwortliche geeignete Maßnahmen zum 
Schutz der berechtigten Interessen der betroffe-
nen Person. ²Der Verantwortliche hält schriftlich 
fest, aus welchen Gründen er von einer Informa-
tion abgesehen hat.

Abschnitt 2
Rechte der betroffenen Person

§ 17 Auskunftsrecht der betroffenen Person

(1)	 Die betroffene Person hat das Recht, von dem 
Verantwortlichen eine Auskunft darüber zu ver-
langen, ob sie betreffende personenbezogene 
Daten verarbeitet werden; ist dies der Fall, so hat 
sie ein Recht auf Auskunft über diese personen-
bezogenen Daten und auf folgende Informatio-
nen:
a)	 die Verarbeitungszwecke;

b)	 die Kategorien personenbezogener Daten, 
die verarbeitet werden;

c)	 die Empfänger oder Kategorien von Empfän-
gern, gegenüber denen die personenbezo-
genen Daten offengelegt worden sind oder 
noch offengelegt werden, insbesondere bei 
Empfängern in Drittländern oder bei interna-
tionalen Organisationen;

d)	 falls möglich die geplante Dauer, für die 
die personenbezogenen Daten gespeichert 
werden, oder, falls dies nicht möglich ist, die 
Kriterien für die Festlegung dieser Dauer;

e)	 das Bestehen eines Rechts auf Berichtigung 
oder Löschung der sie betreffenden perso-
nenbezogenen Daten oder auf Einschrän-
kung der Verarbeitung durch den Verantwort-
lichen oder eines Widerspruchsrechts gegen 
diese Verarbeitung;

f)	 das Bestehen eines Beschwerderechts bei 
der Datenschutzaufsicht;

g)	 wenn die personenbezogenen Daten nicht 
bei der betroffenen Person erhoben werden, 
alle verfügbaren Informationen über die Her-
kunft der Daten;

h)	 das Bestehen einer automatisierten Ent-
scheidungsfindung einschließlich Profiling 
gemäß § 24 Absätze 1 und 4 und – zumin-
dest in diesen Fällen – aussagekräftige In-
formationen über die involvierte Logik sowie 
die Tragweite und die angestrebten Auswir-
kungen einer derartigen Verarbeitung für die 
betroffene Person.

(2)	 Werden personenbezogene Daten an ein Dritt-
land oder an eine internationale Organisation 
übermittelt, so hat die betroffene Person das 
Recht, über die geeigneten Garantien gemäß 
§ 40 im Zusammenhang mit der Übermittlung 
unterrichtet zu werden.

(3)	 ¹Der Verantwortliche stellt eine Kopie der perso-
nenbezogenen Daten, die Gegenstand der Verar-
beitung sind, zur Verfügung. ²Für alle weiteren 
Kopien, die die betroffene Person beantragt, 
kann der Verantwortliche ein angemessenes 
Entgelt auf der Grundlage der Verwaltungskos-
ten verlangen. ³Stellt die betroffene Person den 
Antrag elektronisch, so sind die Informationen 
in einem gängigen elektronischen Format zur 
Verfügung zu stellen, sofern sie nichts anderes 
angibt.
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(4)	 Das Recht auf Erhalt einer Kopie gemäß Absatz 
3 darf die Rechte und Freiheiten anderer Perso-
nen nicht beeinträchtigen.

(5)	 Das Recht auf Auskunft der betroffenen Person 
gegenüber einem kirchlichen Archiv besteht 
nicht, wenn das Archivgut nicht durch den Na-
men der Person erschlossen ist oder keine An-
gaben gemacht werden, die das Auffinden des 
betreffenden Archivguts mit vertretbarem Ver-
waltungsaufwand ermöglichen.

(6)	 Das Recht auf Auskunft der betroffenen Person 
besteht ergänzend zu Absatz 5 nicht, wenn

a)	 die betroffene Person nach § 15 Absatz 4 
oder 5 oder nach § 16 Absatz 4 lit. d) oder 
Absatz 5 nicht zu informieren ist oder

b)	 die Daten
(aa) nur deshalb gespeichert sind, weil sie 
aufgrund gesetzlicher oder satzungs-mä-
ßiger Aufbewahrungsvorschriften nicht ge-
löscht werden dürfen oder
(bb) ausschließlich Zwecken der Datensiche-
rung oder der Datenschutzkontrolle dienen 

und die Auskunftserteilung einen unverhältnis-
mäßigen Aufwand erfordern würde sowie eine 
Verarbeitung zu anderen Zwecken durch geeigne-
te technische und organisatorische Maßnahmen 
ausgeschlossen ist.

(7)	 ¹Die Gründe der Auskunftsverweigerung sind zu 
dokumentieren. ²Die Ablehnung der Auskunfts-
erteilung ist gegenüber der betroffenen Person 
zu begründen, soweit nicht durch die Mitteilung 
der tatsächlichen oder rechtlichen Gründe, auf 
die die Entscheidung gestützt wird, der mit der 
Auskunftsverweigerung verfolgte Zweck ge-
fährdet würde. ³Die zum Zweck der Auskunfts-
erteilung an die betroffene Person und zu deren 
Vorbereitung gespeicherte Daten dürfen nur 
für diesen Zweck sowie für Zwecke der Daten-
schutzkontrolle verarbeitet werden; für andere 
Zwecke ist die Verarbeitung nach Maßgabe des 
§ 20 einzuschränken.

(8)	 ¹Wird der betroffenen Person durch eine kirch-
liche Stelle im Sinne des § 3 Absatz 1 lit. a) kei-
ne Auskunft erteilt, so ist sie auf Verlangen der 
betroffenen Person dem oder der Diözesanda-
tenschutzbeauftragten zu erteilen, soweit nicht 
die Bischöfliche Behörde im Einzelfall feststellt, 

dass dadurch kirchliche Interessen erheblich be-
einträchtigt würden. ²Die Mitteilung des oder der 
Diözesandatenschutzbeauftragten an die betrof-
fene Person über das Ergebnis der datenschutz-
rechtlichen Prüfung darf keine Rückschlüsse 
auf den Erkenntnisstand des Verantwortlichen 
zulassen, sofern dieser nicht einer weitergehen-
den Auskunft zustimmt.

(9)	 Das Recht der betroffenen Person auf Auskunft 
über personenbezogene Daten, die durch eine 
kirchliche Stelle im Sinne des § 3 Absatz 1 lit. 
a) weder automatisiert verarbeitet noch nicht 
automatisiert verarbeitet und in einem Datei-
system gespeichert werden, besteht nur, soweit 
die betroffene Person Angaben macht, die das 
Auffinden der Daten ermöglichen, und der für die 
Erteilung der Auskunft erforderliche Aufwand 
nicht außer Verhältnis zu dem von der betroffe-
nen Person geltend gemachten Informationsin-
teresse steht.

§ 18 Recht auf Berichtigung

(1)	 ¹Die betroffene Person hat das Recht, von dem 
Verantwortlichen unverzüglich die Berichtigung 
sie betreffender unrichtiger personenbezogener 
Daten zu verlangen. ²Unter Berücksichtigung der 
Zwecke der Verarbeitung hat die betroffene Per-
son das Recht, die Vervollständigung unvollstän-
diger personenbezogener Daten – auch mittels 
einer ergänzenden Erklärung – zu verlangen.

(2)	 ¹Das Recht auf Berichtigung besteht nicht, wenn 
die personenbezogenen Daten zu Archivzwe-
cken im kirchlichen Interesse verarbeitet wer-
den. ²Bestreitet die betroffene Person die Rich-
tigkeit der personenbezogenen Daten, ist ihr die 
Möglichkeit einer Gegendarstellung einzuräu-
men. ³Das zuständige Archiv ist verpflichtet, die 
Gegendarstellung den Unterlagen hinzuzufügen.

(3)	 ¹Dem Recht auf Berichtigung ist nur in Form 
von ergänzenden Eintragungen zu entsprechen, 
wenn ansonsten der Erhalt oder die Gewährleis-
tung der Nachvollziehbarkeit von Amtshand-
lungen sowie von Urkunden und vergleichbaren 
Dokumenten gefährdet würde. ²Hierzu gehören 
insbesondere die durch kirchliche Rechtsvor-
schriften vorgesehenen Eintragungen in die Kir-
chenbücher (insbesondere Taufen, Trauungen, 
Todesfälle) sowie Dekrete, Beschlüsse von Gre-
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mien der Diözesen und Kirchengemeinden und 
sonstige Urkunden.

§ 19 Recht auf Löschung

(1)	 Die betroffene Person hat das Recht, von dem 
Verantwortlichen zu verlangen, dass sie betref-
fende personenbezogene Daten unverzüglich 
gelöscht werden, und der Verantwortliche ist 
verpflichtet, personenbezogene Daten unver-
züglich zu löschen, sofern einer der folgenden 
Gründe zutrifft:

a)	 die personenbezogenen Daten sind für die 
Zwecke, für die sie erhoben oder auf sons-
tige Weise verarbeitet wurden, nicht mehr 
notwendig;

b)	 die betroffene Person widerruft ihre Einwil-
ligung, auf die sich die Verarbeitung gemäß 
§ 6 Absatz 1 lit. b) oder § 11 Absatz 2 lit. a) 
stützte, und es fehlt an einer anderweitigen 
Rechtsgrundlage für die Verarbeitung;

c)	 die betroffene Person legt gemäß § 23 Ab-
satz 1 Widerspruch gegen die Verarbeitung 
ein und es liegen keine vorrangigen berech-
tigten Gründe für die Verarbeitung vor, oder 
die betroffene Person legt gemäß § 23 Ab-
satz 2 Widerspruch gegen die Verarbeitung 
ein;

d)	 die personenbezogenen Daten wurden un-
rechtmäßig verarbeitet;

e)	 die Löschung der personenbezogenen Daten 
ist zur Erfüllung einer rechtlichen Verpflich-
tung nach dem staatlichen oder dem kirchli-
chen Recht erforderlich, dem der Verantwort-
liche unterliegt.

(2)	 Hat der Verantwortliche die personenbezogenen 
Daten öffentlich gemacht und ist er gemäß Ab-
satz 1 zu deren Löschung verpflichtet, so trifft 
er unter Berücksichtigung der verfügbaren Tech-
nologie und der Implementierungskosten ange-
messene Maßnahmen, auch technischer Art, um 
für die Datenverarbeitung Verantwortliche, die 
die personenbezogenen Daten verarbeiten, da-
rüber zu informieren, dass eine betroffene Per-
son von ihnen die Löschung aller Links zu die-
sen personenbezogenen Daten oder von Kopien 
oder Replikationen dieser personenbezogenen 
Daten verlangt hat.

(3)	 Die Absätze 1 und 2 gelten nicht, soweit die Ver-
arbeitung erforderlich ist

a)	 zur Ausübung des Rechts auf freie Mei-
nungsäußerung und Information;

b)	 zur Erfüllung einer rechtlichen Verpflichtung, 
die die Verarbeitung nach kirchlichem oder 
staatlichem Recht, dem der Verantwortliche 
unterliegt, erfordert, oder zur Wahrnehmung 
einer Aufgabe, die im kirchlichen Interesse 
liegt oder in Ausübung hoheitlicher Gewalt 

erfolgt, die dem Verantwortlichen übertragen 
wurde;

c)	 aus Gründen des öffentlichen Interesses im 
Bereich der öffentlichen Gesundheit gemäß 
§ 11 Absatz 2 lit. h) und i) sowie § 11 Absatz 
3;

d)	 für im kirchlichem Interesse liegende Ar-
chivzwecke, wissenschaftliche oder his-
torische Forschungszwecke oder für sta-
tistische Zwecke, soweit das in Absatz 1 
genannte Recht voraussichtlich die Verwirk-
lichung der Ziele dieser Verarbeitung unmög-
lich macht oder ernsthaft beeinträchtigt;

e)	 zur Geltendmachung von Rechtsansprüchen 
sowie zur Ausübung oder Verteidigung von 
Rechten oder

f)	 zum Erhalt und zur Gewährleistung der 
Nachvollziehbarkeit von Amtshandlungen 
sowie von Urkunden und vergleichbaren Do-
kumenten; hierzu gehören insbesondere die 
durch kirchliche Rechtsvorschriften vorge-
sehenen Eintragungen in die Kirchenbücher 
(insbesondere Taufen, Trauungen, Todesfäl-
le) sowie Dekrete, Beschlüsse von Gremien 
der Diözesen und Kirchengemeinden und 
sonstige Urkunden.

(4)	 ¹Ist eine Löschung wegen der besonderen Art 
der Speicherung nicht oder nur mit unverhält-
nismäßig hohem Aufwand möglich, tritt an die 
Stelle des Rechts auf Löschung das Recht auf 
Einschränkung der Verarbeitung gemäß § 20. 
²Dies gilt nicht, wenn die personenbezogenen 
Daten unrechtmäßig verarbeitet wurden. ³Als 
Einschränkung der Verarbeitung gelten auch 
die Sperrung und die Eintragung eines Sperrver-
merks.

§ 20 Recht auf Einschränkung der Verarbeitung

(1)	 Die betroffene Person hat das Recht, von dem 
Verantwortlichen die Einschränkung der Verar-
beitung zu verlangen, wenn eine der folgenden 
Voraussetzungen gegeben ist:



- 55 -

Amtsblatt des Bistums Limburg Nr. 2/2026

a)	 die Richtigkeit der personenbezogenen Da-
ten wird von der betroffenen Person bestrit-
ten, und zwar für eine Dauer, die es dem Ver-
antwortlichen ermöglicht, die Richtigkeit der 
personenbezogenen Daten zu überprüfen;

b)	 die Verarbeitung ist unrechtmäßig und die 
betroffene Person lehnt die Löschung der 
personenbezogenen Daten ab und verlangt 
stattdessen die Einschränkung der Nutzung 
der personenbezogenen Daten;

c)	 der Verantwortliche benötigt die personen-
bezogenen Daten für die Zwecke der Verar-
beitung nicht länger, die betroffene Person 
benötigt sie jedoch zur Geltendmachung 
von Rechtsansprüchen oder zur Ausübung 
oder Verteidigung von Rechten oder

d)	 die betroffene Person hat Widerspruch 
gegen die Verarbeitung gemäß § 23 ein-
gelegt und es steht noch nicht fest, ob die 
berechtigten Gründe des Verantwortlichen 
gegenüber denen der betroffenen Person 
überwiegen.

(2)	 Wurde die Verarbeitung gemäß Absatz 1 einge-
schränkt, so dürfen diese personenbezogenen 
Daten – von ihrer Speicherung abgesehen – nur 
mit Einwilligung der betroffenen Person oder 
zur Geltendmachung von Rechtsansprüchen 
oder zur Ausübung oder Verteidigung von Rech-
ten oder zum Schutz der Rechte einer anderen 
natürlichen oder juristischen Person oder aus 
Gründen eines wichtigen kirchlichen Interesses 
verarbeitet werden.

(3)	 Eine betroffene Person, die eine Einschränkung 
der Verarbeitung gemäß Absatz 1 erwirkt hat, 
wird von dem Verantwortlichen unterrichtet, be-
vor die Einschränkung aufgehoben wird.

(4)	 Die in Absatz 1 lit. a), b) und d) vorgesehenen 
Rechte bestehen nicht, soweit diese Rechte vo-
raussichtlich die Verwirklichung der im kirchli-
chen Interesse liegenden Archivzwecke unmög-
lich machen oder ernsthaft beeinträchtigen und 
die Ausnahmen für die Erfüllung dieser Zwecke 
erforderlich sind.

§ 21 Mitteilungspflicht im Zusammenhang mit der 
Berichtigung oder Löschung personenbezogener Da-
ten oder der Einschränkung der Verarbeitung
¹Der Verantwortliche teilt allen Empfängern, denen 
personenbezogene Daten offengelegt wurden, jede 
Berichtigung oder Löschung der personenbezogenen 

Daten oder eine Einschränkung der Verarbeitung nach 
§§ 18, 19 Absatz 1 und 20 mit, es sei denn, dies er-
weist sich als unmöglich oder ist mit einem unverhält-
nismäßigen Aufwand verbunden. ²Der Verantwortliche 
unterrichtet die betroffene Person über diese Empfän-
ger, wenn die betroffene Person dies verlangt.

§ 22 Recht auf Datenübertragbarkeit

(1)	 Die betroffene Person hat das Recht, die sie be-
treffenden personenbezogenen Daten, die sie 
einem Verantwortlichen bereitgestellt hat, in ei-
nem strukturierten, gängigen und maschinenles-
baren Format zu erhalten, und sie hat das Recht, 
diese Daten einem anderen Verantwortlichen 
ohne Behinderung durch den Verantwortlichen, 
dem die personenbezogenen Daten bereitge-
stellt wurden, zu übermitteln, sofern

a)	 die Verarbeitung auf einer Einwilligung ge-
mäß § 6 Absatz 1 lit. b) oder § 11 Absatz 
2 lit. a) oder auf einem Vertrag gemäß § 6 
Absatz 1 lit. c) beruht und

b)	 die Verarbeitung mithilfe automatisierter 
Verfahren erfolgt.

(2)	 Bei der Ausübung ihres Rechts auf Datenüber-
tragbarkeit gemäß Absatz 1 hat die betroffene 
Person das Recht zu erwirken, dass die perso-
nenbezogenen Daten direkt von einem Verant-
wortlichen einem anderen Verantwortlichen 
übermittelt werden, soweit dies technisch mach-
bar ist.

(3)	 ¹Die Ausübung des Rechts nach Absatz 1 lässt 
§ 19 unberührt. ²Dieses Recht gilt nicht für eine 
Verarbeitung, die für die Wahrnehmung einer 
Aufgabe erforderlich ist, die im kirchlichen Inter-
esse liegt oder in Ausübung hoheitlicher Gewalt 
erfolgt, die dem Verantwortlichen übertragen 
wurde. 

(4)	 Das Recht gemäß Absatz 2 darf die Rechte und 
Freiheiten anderer Personen nicht beeinträchti-
gen.

(5)	 Das Recht auf Datenübertragbarkeit besteht 
nicht, soweit dieses Recht voraussichtlich die 
Verwirklichung der im kirchlichen Interesse lie-
genden Archivzwecke unmöglich macht oder 
ernsthaft beeinträchtigt und die Ausnahmen für 
die Erfüllung dieser Zwecke erforderlich sind.
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§ 23 Widerspruchsrecht

(1)	 ¹Die betroffene Person hat das Recht, aus Grün-
den, die sich aus ihrer besonderen Situation 
ergeben, jederzeit gegen die Verarbeitung sie 
betreffender personenbezogener Daten, die 
aufgrund von § 6 Absatz 1 lit. f) oder g) erfolgt, 
Widerspruch einzulegen; dies gilt auch für ein 
auf diese Bestimmungen gestütztes Profiling. 
²Der Verantwortliche verarbeitet die personen-
bezogenen Daten nicht mehr, es sei denn, er 
kann zwingende schutzwürdige Gründe für die 
Verarbeitung nachweisen, die die Interessen, 
Rechte und Freiheiten der betroffenen Person 
überwiegen, oder die Verarbeitung dient der Gel-
tendmachung von Rechtsansprüchen oder der 
Ausübung oder Verteidigung von Rechten. 

(2)	 Werden personenbezogene Daten verarbeitet, 
um Direktwerbung oder Fundraising zu betrei-
ben, so hat die betroffene Person das Recht, 
jederzeit Widerspruch gegen die Verarbeitung 
sie betreffender personenbezogener Daten zum 
Zwecke derartiger Werbung einzulegen; dies gilt 
auch für das Profiling, soweit es mit solcher Di-
rektwerbung in Verbindung steht.

(3)	 Widerspricht die betroffene Person der Verarbei-
tung für Zwecke der Direktwerbung, so werden 
die personenbezogenen Daten nicht mehr für 
diese Zwecke verarbeitet.

(4)	 Die betroffene Person muss spätestens zum 
Zeitpunkt der ersten Kommunikation mit ihr aus-
drücklich auf das in den Absätzen 1 und 2 ge-
nannte Recht hingewiesen werden; dieser Hin-
weis hat in einer verständlichen und von anderen 
Informationen getrennten Form zu erfolgen.

(5)	 ¹Die betroffene Person hat das Recht, aus Grün-
den, die sich aus ihrer besonderen Situation er-
geben, gegen die sie betreffende Verarbeitung 
sie betreffender personenbezogener Daten, die 
zu wissenschaftlichen oder historischen For-
schungszwecken oder zu statistischen Zwecken 
erfolgt, Widerspruch einzulegen. ²Das Recht auf 
Widerspruch besteht nicht, soweit an der Verar-
beitung ein zwingendes kirchliches oder öffent-
liches Interesse besteht, das die Interessen der 
betroffenen Person überwiegt, oder eine Rechts-
vorschrift zur Verarbeitung verpflichtet.

§ 24 Automatisierte Entscheidungen im Einzelfall ein-
schließlich Profiling

(1)	 Die betroffene Person hat das Recht, nicht einer 
ausschließlich auf einer automatisierten Verar-
beitung – einschließlich Profiling – beruhenden 
Entscheidung unterworfen zu werden, die ihr ge
genüber rechtliche Wirkung entfaltet oder sie in 
ähnlicher Weise erheblich beeinträchtigt.	

(2)	 Absatz 1 gilt nicht, wenn die Entscheidung

a)	 für den Abschluss oder die Erfüllung eines 
Vertrags zwischen der betroffenen Person 
und dem Verantwortlichen erforderlich ist,

b)	 aufgrund von kirchlichen, staatlichen oder 
europäischen Rechtsvorschriften, denen 
der Verantwortliche unterliegt, zulässig ist 
und diese Rechtsvorschriften angemesse-
ne Maßnahmen zur Wahrung der Rechte und 
Freiheiten sowie der berechtigten Interessen 
der betroffenen Person enthalten oder

c)	 mit ausdrücklicher Einwilligung der betroffe-
nen Person erfolgt.

(3)	 In den in Absatz 2 lit. a) und c) genannten Fällen 
trifft der Verantwortliche angemessene Maß-
nahmen, um die Rechte und Freiheiten sowie die 
berechtigten Interessen der betroffenen Person 
zu wahren, wozu mindestens das Recht auf Er-
wirkung des Eingreifens einer Person seitens 
des Verantwortlichen, auf Darlegung des eige-
nen Standpunkts und auf Anfechtung der Ent-
scheidung gehört.

(4)	 Entscheidungen nach Absatz 2 dürfen nicht auf 
besonderen Kategorien personenbezogener 
Daten beruhen, sofern nicht § 11 Absatz 2 lit. 
a) oder g) gilt und angemessene Maßnahmen 
zum Schutz der Rechte und Freiheiten sowie der 
berechtigten Interessen der betroffenen Person 
getroffen wurden.	

§ 25 Unabdingbare Rechte der betroffenen Person

(1)	 Die Rechte der betroffenen Person insbeson-
dere auf Auskunft, Berichtigung, Löschung, 
Einschränkung der Verarbeitung, Datenüber-
tragbarkeit oder Widerspruch können nicht 
durch Rechtsgeschäft ausgeschlossen oder be-
schränkt werden.

(2)	 ¹Sind die Daten der betroffenen Person automa-
tisiert in einer Weise gespeichert, dass mehrere 
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Verantwortliche speicherungsberechtigt sind, 
und ist die betroffene Person nicht in der Lage, 
festzustellen, welcher Verantwortliche die Da-
ten gespeichert hat, so kann sie sich an jeden 
dieser Verantwortlichen wenden. ²Dieser Ver-
antwortliche ist verpflichtet, das Vorbringen der 
betroffenen Person an den Verantwortlichen, 
der die Daten gespeichert hat, weiterzuleiten. 
³Die betroffene Person ist über die Weiterleitung 
und den Verantwortlichen, an den weitergeleitet 
wurde, zu unterrichten.

Kapitel 4
Verantwortlicher und Auftragsverarbeiter

Abschnitt 1
Technik und Organisation; Auftragsverarbeitung 

§ 26 Technische und organisatorische Maßnahmen

(1)	 ¹Der Verantwortliche und der Auftragsverarbei-
ter haben unter Berücksichtigung unter anderem 
des Stands der Technik, der Implementierungs-
kosten, der Art, des Umfangs, der Umstände und 
der Zwecke der Verarbeitung sowie der unter-
schiedlichen Eintrittswahrscheinlichkeiten und 
Schwere der Risiken für die Rechte und Freihei-
ten natürlicher Personen geeignete technische 
und organisatorische Maßnahmen zu treffen, 
um ein dem Risiko angemessenes Schutzniveau 
zu gewährleisten und einen Nachweis hierüber 
führen zu können. Diese Maßnahmen schließen 
unter anderem ein:

a)	 die Pseudonymisierung, die Anonymisierung 
und die Verschlüsselung personenbezoge-
ner Daten;

b)	 die Fähigkeit, die Vertraulichkeit, Integrität, 
Verfügbarkeit und Belastbarkeit der Systeme 
und Dienste im Zusammenhang mit der Ver-
arbeitung auf Dauer sicherzustellen;

c)	 die Fähigkeit, die Verfügbarkeit der perso-
nenbezogenen Daten und den Zugang zu ih-
nen bei einem physischen oder technischen 
Zwischenfall rasch wiederherzustellen;

d)	 ein Verfahren zur regelmäßigen Überprüfung, 
Bewertung und Evaluierung der Wirksamkeit 
der technischen und organisatorischen Maß-
nahmen zur Gewährleistung der Sicherheit 
der Verarbeitung.

(2)	 Bei der Beurteilung des angemessenen Schutz-
niveaus sind insbesondere die Risiken zu berück-

sichtigen, die mit der Verarbeitung verbunden 
sind, insbesondere durch – ob unbeabsichtigt 
oder unrechtmäßig – Vernichtung, Verlust, Ver-
änderung, unbefugte Offenlegung von oder un-
befugten Zugang zu personenbezogenen Daten, 
die übermittelt, gespeichert oder auf andere Wei-
se verarbeitet wurden.

(3)	 Erforderlich sind Maßnahmen nur, wenn ihr Auf-
wand in einem angemessenen Verhältnis zu 
dem angestrebten Schutzzweck steht.

(4)	 Die Einhaltung eines nach dem europäischen 
Recht zertifizierten Verfahrens kann als Fak-
tor herangezogen werden, um die Erfüllung der 
Pflichten des Verantwortlichen gemäß Absatz 1 
nachzuweisen.

(5)	 Der Verantwortliche und der Auftragsverarbeiter 
unternehmen Schritte um sicherzustellen, dass 
ihnen unterstellte Personen, die Zugang zu per-
sonenbezogenen Daten haben, diese nur auf 
Anweisung des Verantwortlichen verarbeiten, es 
sei denn, sie sind nach kirchlichem oder staatli-
chem Recht zur Verarbeitung verpflichtet.

§ 27 Technikgestaltung und Voreinstellungen

(1)	 Unter Berücksichtigung des Stands der Tech-
nik, der Implementierungskosten, der Art, des 
Umfangs, der Umstände und der Zwecke der 
Verarbeitung sowie der unterschiedlichen Ein-
trittswahrscheinlichkeit und Schwere der mit der 
Verarbeitung verbundenen Risiken für die Rech-
te und Freiheiten natürlicher Personen trifft der 
Verantwortliche sowohl zum Zeitpunkt der Fest-
legung der Mittel für die Verarbeitung als auch 
zum Zeitpunkt der eigentlichen Verarbeitung 
technische und organisatorische Maßnahmen, 
die geeignet sind, die Datenschutzgrundsätze 
wirksam umzusetzen und die notwendigen Ga-
rantien in die Verarbeitung aufzunehmen, um 
den Anforderungen dieses Gesetzes zu genü-
gen und die Rechte der betroffenen Personen zu 
schützen.

(2)	 ¹Der Verantwortliche trifft technische und organi-
satorische Maßnahmen, die geeignet sind, durch 
Voreinstellung grundsätzlich nur personenbezo-
gene Daten, deren Verarbeitung für den jeweili-
gen bestimmten Verarbeitungszweck erforder-
lich ist, zu verarbeiten. ²Diese Verpflichtung gilt 
für die Menge der erhobenen personenbezoge-



- 58 -

Amtsblatt des Bistums Limburg Nr. 2/2026

nen Daten, den Umfang ihrer Verarbeitung, ihre 
Speicherfrist und ihre Zugänglichkeit. ³Solche 
Maßnahmen müssen insbesondere geeignet 
sein, dass personenbezogene Daten durch Vor-
einstellungen nicht ohne Eingreifen der Person 
einer unbestimmten Zahl von natürlichen Perso-
nen zugänglich gemacht werden.

(3)	 Ein nach dem europäischen Recht genehmigtes 
Zertifizierungsverfahren kann als Faktor heran-
gezogen werden, um die Erfüllung der in den Ab-
sätzen 1 und 2 genannten Anforderungen nach-
zuweisen.

§ 28 Gemeinsam Verantwortliche

(1)	 ¹Legen mehrere Verantwortliche gemeinsam die 
Zwecke der und die Mittel zur Verarbeitung fest, 
so sind sie gemeinsam Verantwortliche. ²Sie le-
gen in einer Vereinbarung in transparenter Form 
fest, wer von ihnen welche Verpflichtungen ge-
mäß diesem Gesetz erfüllt, insbesondere wer 
den Informationspflichten gemäß den §§ 15 und 
16 nachkommt.

(2)	 ¹Die Verarbeitung in gemeinsamer Verantwor-
tung erfolgt auf der Grundlage der Vereinba-
rung gemäß Absatz 1 Satz 2 oder eines anderen 
Rechtsinstruments nach dem kirchlichen Recht, 
an die bzw. an das die gemeinsam Verantwort-
lichen gebunden sind. ²Die Vereinbarung gemäß 
Absatz 1 Satz 2 oder das Rechtsinstrument ge-
mäß Satz 1 enthält insbesondere die jeweiligen 
tatsächlichen Funktionen und Beziehungen der 
gemeinsam Verantwortlichen gegenüber der 
betroffenen Person. ³Die betroffene Person wird 
über den wesentlichen, die Verarbeitung per-
sonenbezogener Daten betreffenden Inhalt der 
Vereinbarung bzw. des Rechtsinstruments infor-
miert.

(3)	 Ungeachtet der Einzelheiten der Vereinbarung 
bzw. des Rechtsinstruments kann die betroffene 
Person ihre Rechte im Rahmen dieses Gesetzes 
bei und gegenüber jedem einzelnen der Verant-
wortlichen geltend machen.

§ 29 Verarbeitung personenbezogener Daten im Auf-
trag

(1)	 Erfolgt eine Verarbeitung im Auftrag eines Ver-
antwortlichen, so arbeitet dieser nur mit Auf-
tragsverarbeitern, die hinreichend Garantien 

dafür bieten, dass geeignete technische und 
organisatorische Maßnahmen so durchgeführt 
werden, dass die Verarbeitung im Einklang mit 
den Anforderungen dieses Gesetzes erfolgt und 
den Schutz der Rechte der betroffenen Person 
gewährleistet.

(2)	 ¹Der Auftragsverarbeiter nimmt keinen weiteren 
Auftragsverarbeiter ohne vorherige gesonderte 
oder allgemeine schriftliche Genehmigung des 
Verantwortlichen in Anspruch. ²Im Fall einer all-
gemeinen schriftlichen Genehmigung informiert 
der Auftragsverarbeiter den Verantwortlichen 
immer über jede beabsichtigte Änderung in Be-
zug auf die Hinzuziehung oder die Ersetzung an-
derer Auftragsverarbeiter, wodurch der Verant-
wortliche die Möglichkeit erhält, gegen derartige 
Änderungen Einspruch zu erheben.

(3)	 Die Verarbeitung durch einen Auftragsverarbei-
ter erfolgt auf der Grundlage eines Vertrags oder 
eines anderen Rechtsinstruments nach dem 
kirchlichen, dem staatlichen oder dem europä-
ischen Recht, der bzw. das den Auftragsverar-
beiter in Bezug auf den Verantwortlichen bindet 
und in dem
a)	 Gegenstand der Verarbeitung
b)	 Dauer der Verarbeitung, 
c)	 Art und Zweck der Verarbeitung, 
d)	 die Art der personenbezogenen Daten, 
e)	 die Kategorien betroffener Personen und 
f)	 die Pflichten und Rechte des Verantwortli-

chen
festgelegt sind.

(4)	 Dieser Vertrag bzw. dieses andere Rechtsinstru-
ment sieht insbesondere vor, dass der Auftrags-
verarbeiter

a)	 die personenbezogenen Daten nur auf do-
kumentierte Weisung des Verantwortlichen 
– auch in Bezug auf die Übermittlung per-
sonenbezogener Daten an ein Drittland oder 
eine internationale Organisation – verarbei-
tet, sofern er nicht durch das kirchliche, das 
staatliche oder das europäische Recht, dem 
der Auftragsverarbeiter unterliegt, hierzu ver-
pflichtet ist; in einem solchen Fall teilt der 
Auftragsverarbeiter dem Verantwortlichen 
diese rechtlichen Anforderungen vor der Ver-
arbeitung mit, sofern das betreffende Recht 
eine solche Mitteilung nicht wegen eines 
wichtigen kirchlichen Interesses verbietet;
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b)	 gewährleistet, dass sich die zur Verarbeitung 
der personenbezogenen Daten befugten Per-
sonen zur Vertraulichkeit verpflichtet haben 
oder einer angemessenen gesetzlichen Ver-
schwiegenheitspflicht unterliegen;

c)	 alle gemäß § 26 erforderlichen Maßnahmen 
ergreift;

d)	 die in den Absätzen 2 und 5 genannten Be-
dingungen für die Inanspruchnahme der 
Dienste eines weiteren Auftragsverarbeiters 
einhält;

e)	 angesichts der Art der Verarbeitung den 
Verantwortlichen nach Möglichkeit mit ge-
eigneten technischen und organisatorischen 
Maßnahmen dabei unterstützt, seiner Pflicht 
zur Beantwortung von Anträgen auf Wahr-
nehmung der in den §§ 15 bis 25 genannten 
Rechte der betroffenen Person nachzukom-
men;

f)	 unter Berücksichtigung der Art der Verarbei-
tung und der ihm zur Verfügung stehenden 
Informationen den Verantwortlichen bei der 
Einhaltung der in den §§ 26, 33 bis 35 ge-
nannten Pflichten unterstützt;

g)	 nach Abschluss der Erbringung der Verar-
beitungsleistungen alle personenbezogenen 
Daten nach Wahl des Verantwortlichen ent-
weder löscht oder zurückgibt, sofern nicht 
nach dem kirchlichen, dem staatlichen oder 
dem europäischen Recht eine Verpflichtung 
zur Speicherung der personenbezogenen 
Daten besteht;

h)	 dem Verantwortlichen alle erforderlichen In-
formationen zum Nachweis der Einhaltung 
der in diesem Paragraphen niedergelegten 
Pflichten zur Verfügung stellt und Überprü-
fungen – einschließlich Inspektionen –, die 
vom Verantwortlichen oder einem anderen 
von diesem beauftragten Prüfer durchge-
führt werden, ermöglicht und dazu beiträgt. 
Der Auftragsverarbeiter informiert den Ver-
antwortlichen unverzüglich, falls er der Auf-
fassung ist, dass eine Weisung gegen dieses 
Gesetz oder gegen andere kirchliche Daten-
schutzbestimmungen oder Datenschutzbe-
stimmungen der Europäischen Union oder 
ihrer Mitgliedstaaten verstößt.

(5)	 ¹Nimmt der Auftragsverarbeiter die Dienste ei-
nes weiteren Auftragsverarbeiters in Anspruch, 
um bestimmte Verarbeitungstätigkeiten im 
Namen des Verantwortlichen auszuführen, so 
werden diesem weiteren Auftragsverarbeiter im 

Wege eines Vertrags oder eines anderen Rechts-
instruments nach dem kirchlichen, dem staatli-
chen oder dem europäischen Recht dieselben 
Datenschutzpflichten auferlegt, die in dem Ver-
trag oder anderen Rechtsinstrument zwischen 
dem Verantwortlichen und dem Auftragsverar-
beiter gemäß den Absätzen 3 und 4 festgelegt 
sind, wobei insbesondere hinreichende Garan-
tien dafür geboten werden müssen, dass die 
geeigneten technischen und organisatorischen 
Maßnahmen so durchgeführt werden, dass die 
Verarbeitung entsprechend den Anforderungen 
dieses Gesetzes erfolgt. ²Kommt der weitere 
Auftragsverarbeiter seinen Datenschutzpflich-
ten nicht nach, so haftet der erste Auftragsverar-
beiter gegenüber dem Verantwortlichen für die 
Einhaltung der Pflichten jenes anderen Auftrags-
verarbeiters.

(6)	 Die Einhaltung nach europäischem Recht geneh-
migter Verhaltensregeln oder eines genehmig-
ten Zertifizierungsverfahrens durch einen Auf-
tragsverarbeiter kann als Faktor herangezogen 
werden, um hinreichende Garantien im Sinne der 
Absätze 1 und 5 nachzuweisen.

(7)	 Unbeschadet eines individuellen Vertrags zwi-
schen dem Verantwortlichen und dem Auftrags-
verarbeiter kann der Vertrag oder das andere 
Rechtsinstrument im Sinne der Absätze 3, 4 und 
5 ganz oder teilweise auf den in den Absatz 8 
genannten Standardvertragsklauseln beruhen, 
auch wenn diese Bestandteil einer dem Verant-
wortlichen oder dem Auftragsverarbeiter erteil-
ten Zertifizierung sind.

(8)	 Die Datenschutzaufsicht kann Standardver-
tragsklauseln zur Regelung der in den Absätzen 
3 bis 5 genannten Fragen festlegen.

(9)	 ¹Der Vertrag im Sinne der Absätze 3 bis 5 bedarf 
der Schriftform. ²Maßgeblich für die Ersetzung 
der Schriftform durch die elektronische Form 
oder die Textform sind die jeweils geltenden 
staatlichen Regelungen.

(10)	Ein Auftragsverarbeiter, der unter Verstoß gegen 
dieses Gesetz die Zwecke und Mittel der Verar-
beitung bestimmt, gilt in Bezug auf diese Verar-
beitung als Verantwortlicher.

§ 30 Verarbeitung unter der Aufsicht des Verantwort-
lichen oder des Auftragsverarbeiters
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Der Auftragsverarbeiter und jede dem Verantwortli-
chen oder dem Auftragsverarbeiter unterstellte Per-
son, die Zugang zu personenbezogenen Daten hat, 
dürfen diese Daten ausschließlich auf Weisung des 
Verantwortlichen verarbeiten, es sei denn, dass sie 
nach kirchlichem, staatlichem oder europäischem 
Recht zur Verarbeitung verpflichtet sind.

Abschnitt 2
Pflichten des Verantwortlichen

§ 31 Verzeichnis von Verarbeitungstätigkeiten

(1)	 ¹Jeder Verantwortliche führt ein Verzeichnis al-
ler Verarbeitungstätigkeiten, die seiner Zustän-
digkeit unterliegen. ²Dieses Verzeichnis hat die 
folgenden Angaben zu enthalten:

a)	 den Namen und die Kontaktdaten des Ver-
antwortlichen und gegebenenfalls des ge-
meinsam mit ihm Verantwortlichen sowie 
des oder der betrieblichen Datenschutzbe-
auftragten, sofern ein solcher oder eine sol-
che zu benennen ist;

b)	 die Zwecke der Verarbeitung;
c)	 eine Beschreibung der Kategorien betroffe-

ner Personen und der Kategorien personen-
bezogener Daten;

d)	 gegebenenfalls die Verwendung von Profi-
ling;

e)	 die Kategorien von Empfängern, gegenüber 
denen die personenbezogenen Daten offen-
gelegt worden sind oder noch offengelegt 
werden, einschließlich Empfänger in Dritt-
ländern oder internationalen Organisationen;

f)	 gegebenenfalls Übermittlungen von perso-
nenbezogenen Daten an ein Drittland, an 
ein nichtstaatliches Völkerrechtssubjekt 
oder an eine internationale Organisation, 
einschließlich der Angabe des betreffenden 
Drittlands, des betreffenden nichtstaatlichen 
Völkerrechtssubjektes oder der betreffenden 
internationalen Organisation sowie bei den 
in § 40 Absatz 2 genannten Datenübermitt-
lungen die Dokumentierung geeigneter Ga-
rantien;

g)	 wenn möglich, die vorgesehenen Fristen für 
die Löschung der verschiedenen Datenka-
tegorien;

h)	 wenn möglich, eine allgemeine Beschrei-
bung der technischen und organisatorischen 
Maßnahmen gemäß § 26 dieses Gesetzes.

(2)	 Jeder Auftragsverarbeiter führt ein Verzeichnis 
zu allen Kategorien von im Auftrag eines Verant-
wortlichen durchgeführten Tätigkeiten der Ver-
arbeitung, das Folgendes enthält:

a)	 den Namen und die Kontaktdaten des Auf-
tragsverarbeiters oder der Auftragsverarbei-
ter und jedes Verantwortlichen, in dessen 
Auftrag der Auftragsverarbeiter tätig ist, 
sowie eines oder einer betrieblichen Daten-
schutzbeauftragten, sofern ein solcher oder 
eine solche zu benennen ist;

b)	 die Kategorien von Verarbeitungen, die im 
Auftrag jedes Verantwortlichen durchgeführt 
werden;

c)	 gegebenenfalls Übermittlungen von perso-
nenbezogenen Daten an ein Drittland, ein 
nichtstaatliches Völkerrechtssubjekt oder 
an eine internationale Organisation, ein-
schließlich der Angabe des betreffenden 
Drittlands, des betreffenden nichtstaatlichen 
Völkerrechtssubjekts oder der betreffenden 
internationalen Organisation sowie bei den 
in § 40 Absatz 2 genannten Datenübermitt-
lungen die Dokumentierung geeigneter Ga-
rantien;

d)	 wenn möglich, eine allgemeine Beschrei-
bung der technischen und organisatorischen 
Maßnahmen gemäß § 26 dieses Gesetzes.

(3)	 Das in den Absätzen 1 und 2 genannte Verzeich-
nis ist schriftlich zu führen, was auch in einem 
elektronischen Format erfolgen kann.

(4)	 Der Verantwortliche und der Auftragsverarbeiter 
stellen dem oder der betrieblichen Datenschutz-
beauftragten und auf Anfrage der Datenschutz-
aufsicht das in den Absätzen 1 und 2 genannte 
Verzeichnis zur Verfügung.

(5)	 ¹Die in den Absätzen 1 und 2 genannten Pflich-
ten gelten für Unternehmen oder Einrichtungen, 
die 250 oder mehr Beschäftigte haben. ²Sie gilt 
darüber hinaus für Unternehmen oder Einrich-
tungen mit weniger als 250 Beschäftigten, wenn 
durch die Verarbeitung die Rechte und Freiheiten 
der betroffenen Personen gefährdet werden, die 
Verarbeitung nicht nur gelegentlich erfolgt oder 
die Verarbeitung besondere Datenkategorien 
gemäß § 11 bzw. personenbezogene Daten über 
strafrechtliche Verurteilungen und Straftaten im 
Sinne des § 12 beinhaltet.
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§ 32 Zusammenarbeit mit der Datenschutzaufsicht

Der Verantwortliche und der Auftragsverarbeiter arbei-
ten auf Anfrage der Datenschutzaufsicht mit dieser 
bei der Erfüllung ihrer Aufgaben zusammen.

§ 33 Meldung an die Datenschutzaufsicht

(1)	 ¹Der Verantwortliche meldet der Datenschutz-
aufsicht unverzüglich die Verletzung des Schut-
zes personenbezogener Daten, wenn diese Ver-
letzung ein Risiko für die Rechte und Freiheiten 
natürlicher Personen darstellt. ²Erfolgt die Mel-
dung nicht binnen 72 Stunden, nachdem die Ver-
letzung des Schutzes personenbezogener Daten 
bekannt wurde, so ist ihr eine Begründung für 
die Verzögerung beizufügen.

(2)	 Wenn dem Auftragsverarbeiter eine Verletzung 
des Schutzes personenbezogener Daten be-
kannt wird, meldet er diese unverzüglich dem 
Verantwortlichen.

(3)	 Die Meldung gemäß Absatz 1 enthält insbeson-
dere folgende Informationen:

a)	 eine Beschreibung der Art der Verletzung 
des Schutzes personenbezogener Daten, 
soweit möglich mit Angabe der Kategorien 
und der ungefähren Zahl der betroffenen 
Personen, der betroffenen Kategorien und 
der ungefähren Zahl der betroffenen perso-
nenbezogenen Datensätze;

b)	 den Namen und die Kontaktdaten des oder 
der betrieblichen Datenschutzbeauftragten 
oder einer sonstigen Anlaufstelle für weitere 
Informationen;

c)	 eine Beschreibung der wahrscheinlichen Fol-
gen der Verletzung des Schutzes personen-
bezogener Daten;

d)	 eine Beschreibung der von dem Verantwortli-
chen ergriffenen oder vorgeschlagenen Maß-
nahmen zur Behebung der Verletzung des 
Schutzes personenbezogener Daten und ge-
gebenenfalls Maßnahmen zur Abmilderung 
ihrer möglichen nachteiligen Auswirkungen.

(4)	 Wenn und soweit die Informationen nach Absatz 
3 nicht zeitgleich bereitgestellt werden können, 
stellt der Verantwortliche diese Informationen 
ohne unangemessene weitere Verzögerung 
schrittweise zur Verfügung.

(5)	 ¹Der Verantwortliche dokumentiert Verletzun-
gen des Schutzes personenbezogener Daten 
einschließlich aller damit im Zusammenhang 
stehenden Tatsachen, deren Auswirkungen und 
die ergriffenen Abhilfemaßnahmen. ²Diese Do-
kumentation muss der Datenschutzaufsicht die 
Überprüfung der Einhaltung der Bestimmungen 
der Absätze 1 bis 4 ermöglichen.

§ 34 Benachrichtigung der betroffenen Person

(1)	 Hat die Verletzung des Schutzes personenbezo-
gener Daten voraussichtlich ein hohes Risiko für 
die persönlichen Rechte und Freiheiten natürli-
cher Personen zur Folge, so benachrichtigt der 
Verantwortliche die betroffene Person unver-
züglich von der Verletzung.

(2)	 Die in Absatz 1 genannte Benachrichtigung der 
betroffenen Person beschreibt in klarer und 
einfacher Sprache die Art der Verletzung des 
Schutzes personenbezogener Daten und enthält 
zumindest die in § 33 Absatz 3 lit. b), c) und d) 
genannten Informationen und Maßnahmen.

(3)	 Die Benachrichtigung der betroffenen Person 
gemäß Absatz 1 ist nicht erforderlich, wenn eine 
der folgenden Bedingungen erfüllt ist:

a)	 Der Verantwortliche hat geeignete techni-
sche und organisatorische Maßnahmen 
getroffen und auf die von der Verletzung 
betroffenen personenbezogenen Daten an-
gewandt, insbesondere solche, durch die die 
personenbezogenen Daten für alle Personen, 
die nicht zum Zugang zu den personenbezo-
genen Daten befugt sind, unzugänglich ge-
macht werden, etwa durch Verschlüsselung;

b)	 der Verantwortliche hat durch nachträglich 
getroffene Maßnahmen sichergestellt, dass 
das hohe Risiko für die Rechte und Freihei-
ten der betroffenen Personen gemäß Ab-
satz 1 aller Wahrscheinlichkeit nach nicht 
mehr besteht;

c)	 die Benachrichtigung erfordert einen un-
verhältnismäßigen Aufwand. In diesem Fall 
hat ersatzweise eine öffentliche Bekannt-
machung oder eine ähnliche Maßnahme zu 
erfolgen, durch die die betroffenen Personen 
vergleichbar wirksam informiert werden.

(4)	 Wenn der Verantwortliche die betroffene Person 
nicht bereits über die Verletzung des Schutzes 
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personenbezogener Daten benachrichtigt hat, 
kann die Datenschutzaufsicht unter Berück-
sichtigung der Wahrscheinlichkeit, mit der die 
Verletzung des Schutzes personenbezogener 
Daten zu einem hohen Risiko führt, von dem Ver-
antwortlichen verlangen, dies nachzuholen, oder 
sie kann mit einem Beschluss feststellen, dass 
bestimmte der in Absatz 3 genannten Voraus-
setzungen erfüllt sind.

§ 35 Datenschutz-Folgenabschätzung und vorherige 
Konsultation

(1)	 ¹Hat eine Form der Verarbeitung, insbesondere 
bei Verwendung neuer Technologien, aufgrund 
der Art, des Umfangs, der Umstände und der 
Zwecke der Verarbeitung voraussichtlich ein 
hohes Risiko für die Rechte und Freiheiten na-
türlicher Personen zur Folge, so führt der Ver-
antwortliche vorab eine Abschätzung der Folgen 
der vorgesehenen Verarbeitungsvorgänge für 
den Schutz personenbezogener Daten durch. 
²Für die Untersuchung mehrerer ähnlicher Ver-
arbeitungsvorgänge mit ähnlich hohen Risiken 
kann eine einzige Abschätzung vorgenommen 
werden.

(2)	 Der Verantwortliche holt bei der Durchführung 
einer Datenschutz-Folgenabschätzung den Rat 
des oder der betrieblichen Datenschutzbeauf-
tragten ein, sofern ein solcher oder eine solche 
benannt wurde. 

(3)	 Ist der Verantwortliche nach Anhörung des 
oder der betrieblichen Datenschutzbeauftrag-
ten der Ansicht, dass ohne Hinzuziehung der 
Datenschutzaufsicht eine Datenschutz-Folgen-
abschätzung nicht möglich ist, kann er der Da-
tenschutzaufsicht den Sachverhalt zur Stellung-
nahme vorlegen. 

(4)	 Eine Datenschutz-Folgenabschätzung gemäß 
Absatz 1 ist insbesondere in folgenden Fällen 
erforderlich:

a)	 systematische und umfassende Bewertung 
persönlicher Aspekte natürlicher Personen, 
die sich auf automatisierte Verarbeitung 
einschließlich Profiling gründet und die ih-
rerseits als Grundlage für Entscheidungen 
dient, die Rechtswirkung gegenüber natürli-
chen Personen entfalten oder diese in ähn-
lich erheblicher Weise beeinträchtigen;

b)	 umfangreiche Verarbeitung besonderer 

Kategorien von personenbezogenen Daten 
oder von personenbezogenen Daten über 
strafrechtliche Verurteilungen und Straftaten 
gemäß § 12 oder

c)	 systematische umfangreiche Überwachung 
öffentlich zugänglicher Bereiche.

(5)	 ¹Die Datenschutzaufsicht soll eine Liste der 
Verarbeitungsvorgänge erstellen und veröffent-
lichen, für die eine Datenschutz-Folgenabschät-
zung gemäß Absatz 1 durchzuführen ist. ²Sie 
kann ferner eine Liste der Arten von Verarbei-
tungsvorgängen erstellen und veröffentlichen, 
für die keine Datenschutz-Folgenabschätzung 
erforderlich ist. 

(6)	 ¹Die Listen der Datenschutzaufsicht sollen sich 
an den Listen der Aufsichtsbehörden des Bun-
des und der Länder orientieren. ²Gegebenenfalls 
ist der Austausch mit staatlichen Aufsichtsbe-
hörden zu suchen. 

(7)	 Die Datenschutz-Folgenabschätzung umfasst 
insbesondere:

a)	 eine systematische Beschreibung der ge-
planten Verarbeitungsvorgänge und der 
Zwecke der Verarbeitung, gegebenenfalls 
einschließlich der von dem Verantwortlichen 
verfolgten berechtigten Interessen;

b)	 eine Bewertung der Notwendigkeit und Ver-
hältnismäßigkeit der Verarbeitungsvorgänge 
in Bezug auf den Zweck;

c)	 eine Bewertung der Risiken für die Rechte 
und Freiheiten der betroffenen Personen ge-
mäß Absatz 1 und

d)	 die zur Bewältigung der Risiken geplanten 
Abhilfemaßnahmen, einschließlich Garanti-
en, Sicherheitsvorkehrungen und Verfahren, 
durch die der Schutz personenbezogener 
Daten sichergestellt und der Nachweis da-
für erbracht wird, dass dieses Gesetz einge-
halten wird.

(8)	 Der Verantwortliche holt gegebenenfalls die 
Stellungnahme der betroffenen Person zu der 
beabsichtigten Verarbeitung unbeschadet des 
Schutzes gewerblicher oder kirchlicher Interes-
sen oder der Sicherheit der Verarbeitungsvor-
gänge ein.

(9)	 Falls die Verarbeitung auf einer Rechtsgrundla-
ge im kirchlichen, im staatlichen oder im euro-
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päischen Recht, dem der Verantwortliche unter-
liegt, beruht und falls diese Rechtsvorschriften 
den konkreten Verarbeitungsvorgang oder die 
konkreten Verarbeitungsvorgänge regeln und 
bereits im Rahmen der allgemeinen Folgenab-
schätzung im Zusammenhang mit dem Erlass 
dieser Rechtsgrundlage eine Datenschutz-Fol-
genabschätzung erfolgte, gelten die Absätze 1 
bis 5 nicht. 

(10)	Erforderlichenfalls führt der Verantwortliche 
eine Überprüfung durch, um zu bewerten, ob 
die Verarbeitung gemäß der Datenschutz-Fol-
genabschätzung durchgeführt wird; dies gilt 
zumindest, wenn hinsichtlich des mit den Verar-
beitungsvorgängen verbundenen Risikos Ände-
rungen eingetreten sind.

(11)	Der Verantwortliche konsultiert vor der Verarbei-
tung die Datenschutzaufsicht, wenn aus der Da-
tenschutz-Folgenabschätzung hervorgeht, dass 
die Verarbeitung ein hohes Risiko zur Folge hat, 
sofern der Verantwortliche keine Maßnahmen 
zur Eindämmung des Risikos trifft.

Abschnitt 3
Betriebliche Datenschutzbeauftragte

§ 36 Benennung von betrieblichen Datenschutzbeauf-
tragten

(1)	 Kirchliche Stellen im Sinne des § 3 Absatz 1 lit. 
a) benennen schriftlich einen betrieblichen Da-
tenschutzbeauftragten oder eine betriebliche 
Datenschutzbeauftragte. 

(2)	 Kirchliche Stellen im Sinne des § 3 Absatz 1 lit. 
b) und c) benennen schriftlich einen betriebli-
chen Datenschutzbeauftragten oder eine be-
triebliche Datenschutzbeauftragte, wenn

a)	 sich bei ihnen in der Regel mindestens zwan-
zig Personen ständig mit der Verarbeitung 
personenbezogener Daten beschäftigen,

b)	 die Kerntätigkeit des Verantwortlichen oder 
des Auftragsverarbeiters in der Durchfüh-
rung von Verarbeitungsvorgängen besteht, 
welche aufgrund ihrer Art, ihres Umfangs 
oder ihrer Zwecke eine umfangreiche regel-
mäßige und systematische Überwachung 
von betroffenen Personen erforderlich ma-
chen, oder 

c)	 die Kerntätigkeit des Verantwortlichen oder 
des Auftragsverarbeiters in der umfangrei-
chen Verarbeitung besonderer Kategorien 
personenbezogener Daten oder von perso-
nenbezogenen Daten über strafrechtliche 
Verurteilungen und Straftaten gemäß § 12 
besteht.

(3)	 Für mehrere kirchliche Stellen im Sinne des 
§ 3 Absatz 1 kann unter Berücksichtigung ihrer 
Organisationsstruktur und ihrer Größe ein ge-
meinsamer betrieblicher Datenschutzbeauftrag-
ter oder eine gemeinsame betriebliche Daten-
schutzbeauftragte benannt werden.   

(4)	 ¹Der Verantwortliche oder der Auftragsverarbei-
ter veröffentlicht die Kontaktdaten des oder der 
betrieblichen Datenschutzbeauftragten. ²Die Be-
nennung von betrieblichen Datenschutzbeauf-
tragten ist der Datenschutzaufsicht anzuzeigen.

(5)	 ¹Der oder die betriebliche Datenschutzbeauf-
tragte kann eine natürliche oder eine juristische 
Person sein. ²Er oder sie kann Beschäftigter 
oder Beschäftigte des Verantwortlichen oder 
des Auftragsverarbeiters sein oder seine oder 
ihre Aufgaben auf der Grundlage eines Dienst-
leistungsvertrags oder einer sonstigen Verein-
barung erfüllen. ³Ist der oder die betriebliche 
Datenschutzbeauftragte Beschäftigter oder Be-
schäftigte des Verantwortlichen, finden § 43 Ab-
satz 1 Satz 1 und 2 entsprechende Anwendung.

(6)	 Zum oder zur betrieblichen Datenschutzbeauf-
tragten darf nur benannt werden, wer die zur Er-
füllung seiner Aufgaben erforderliche Fachkun-
de und Zuverlässigkeit besitzt. 

(7)	 ¹Zum oder zur betrieblichen Datenschutzbeauf-
tragten darf der- oder diejenige nicht benannt 
werden, der oder die mit der Leitung der Daten-
verarbeitung beauftragt ist oder dem oder der 
die Leitung der kirchlichen Stelle obliegt. ²Ande-
re Aufgaben und Pflichten des oder der Benann-
ten dürfen im Übrigen nicht so ausgestaltet oder 
umfangreich sein, dass der oder die betriebliche 
Datenschutzbeauftragte seinen oder ihren Auf-
gaben nach diesem Gesetz nicht unabhängig 
bzw. umgehend nachkommen kann.

(8)	 Soweit keine Verpflichtung für die Benennung 
eines oder einer betrieblichen Datenschutzbe-
auftragten besteht, hat der Verantwortliche oder 
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der Auftragsverarbeiter die Erfüllung der Aufga-
ben nach § 38 in anderer Weise sicherzustellen.

§ 37 Rechtsstellung betrieblicher Datenschutzbeauf-
tragter

(1)	 ¹Der oder die betriebliche Datenschutzbeauftrag-
te ist dem Leiter oder der Leiterin der kirchlichen 
Stelle unmittelbar zu unterstellen. ²Er oder sie ist 
bei der Erfüllung seiner oder ihrer Aufgaben auf 
dem Gebiet des Datenschutzes weisungsfrei. 
³Er oder sie darf wegen der Erfüllung seiner oder 
ihrer Aufgaben nicht benachteiligt werden.

(2)	 ¹Der Verantwortliche und der Auftragsverarbei-
ter stellen sicher, dass der oder die betriebliche 
Datenschutzbeauftragte ordnungsgemäß und 
frühzeitig in alle mit dem Schutz personenbe-
zogener Daten zusammenhängenden Fragen 
eingebunden wird. ²Sie unterstützen den be-
trieblichen Datenschutzbeauftragten oder die 
betriebliche Datenschutzbeauftragte bei der 
Erfüllung seiner oder ihrer Aufgaben, indem sie 
die für die Erfüllung dieser Aufgaben erforderli-
chen Mittel und den Zugang zu personenbezo-
genen Daten und Verarbeitungsvorgängen zur 
Verfügung stellen. ³Zur Erhaltung der zur Erfül-
lung seiner oder ihrer Aufgaben erforderlichen 
Fachkunde haben der Verantwortliche oder der 
Auftragsverarbeiter dem oder der betrieblichen 
Datenschutzbeauftragten die Teilnahme an Fort- 
und Weiterbildungsveranstaltungen in ange-
messenem Umfang zu ermöglichen und deren 
Kosten zu übernehmen. § 43 Absätze 9 und 10 
gelten entsprechend. 

(3)	 Betroffene Personen können sich jederzeit und 
unmittelbar an den betrieblichen Datenschutz-
beauftragten oder die betriebliche Datenschutz-
beauftragte wenden.

(4)	 ¹Ist ein betrieblicher Datenschutzbeauftragter 
oder eine betriebliche Datenschutzbeauftragte 
benannt worden, so ist die Kündigung seines 
oder ihres Arbeitsverhältnisses unzulässig, es 
sei denn, dass Tatsachen vorliegen, welche den 
Verantwortlichen oder den Auftragsverarbeiter 
zur Kündigung aus wichtigem Grund ohne Ein-
haltung der Kündigungsfrist berechtigen. ²Nach 
der Abberufung als betrieblicher Datenschutz-
beauftragter oder als betriebliche Datenschutz-
beauftragte ist die Kündigung innerhalb eines 
Jahres nach der Beendigung der Bestellung un-
zulässig, es sei denn, dass der Verantwortliche 

oder der Auftragsverarbeiter zur Kündigung aus 
wichtigem Grund ohne Einhaltung einer Kündi-
gungsfrist berechtigt ist.

(5)	 Der Verantwortliche und der Auftragsverarbeiter 
stellen sicher, dass die Wahrnehmung anderer 
Aufgaben und Pflichten durch den betrieblichen 
Datenschutzbeauftragten oder die betriebliche 
Datenschutzbeauftragte nicht zu einem Interes-
senkonflikt führt.

§ 38 Aufgaben betrieblicher Datenschutzbeauftragter

¹Betriebliche Datenschutzbeauftragte wirken auf die 
Einhaltung dieses Gesetzes und anderer Vorschriften 
über den Datenschutz hin. ²Zu diesem Zweck können 
sie sich in Zweifelsfällen an die Datenschutzaufsicht 
gemäß §§ 42 ff. wenden. ³Sie haben insbesondere

a)	 die ordnungsgemäße Anwendung der Da-
tenverarbeitungsprogramme, mit deren 
Hilfe personenbezogene Daten verarbeitet 
werden sollen, zu überwachen; zu diesem 
Zweck sind sie über Vorhaben der automa-
tisierten Verarbeitung personenbezogener 
Daten rechtzeitig zu unterrichten;

b)	 den Verantwortlichen oder den Auftragsver-
arbeiter zu unterrichten und zu beraten;

c)	 die bei der Verarbeitung personenbezoge-
ner Daten tätigen Personen durch geeigne-
te Maßnahmen mit den Vorschriften dieses 
Gesetzes sowie anderer Vorschriften über 
den Datenschutz und mit den jeweiligen be-
sonderen Erfordernissen des Datenschutzes 
vertraut zu machen;

d)	 auf Anfrage des Verantwortlichen oder des 
Auftragsverarbeiters diesen bei der Durch-
führung einer Datenschutz-Folgenabschät-
zung zu beraten und bei der Überprüfung, ob 
die Verarbeitung gemäß der Datenschutz-
Folgenabschätzung erfolgt, zu unterstützen 
und

e)	 mit der Datenschutzaufsicht zusammenzu-
arbeiten.

Kapitel 5
Übermittlung personenbezogener Daten an Drittlän-
der, internationale Organisationen oder nichtstaatliche 
Völkerrechtssubjekte

§ 39 Allgemeine Grundsätze

¹Jede Übermittlung personenbezogener Daten, die 
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bereits verarbeitet werden oder nach ihrer Übermitt-
lung an ein Drittland, an eine internationale Organisa-
tion oder an ein nichtstaatliches Völkerrechtssubjekt 
verarbeitet werden sollen, ist nur zulässig, wenn der 
Verantwortliche und der Auftragsverarbeiter die in die-
sem Gesetz niedergelegten Bedingungen einhalten. 
²Dies gilt auch für die etwaige Weiterübermittlung per-
sonenbezogener Daten aus dem betreffenden Dritt-
land, der betreffenden internationalen Organisation 
oder dem betreffenden nichtstaatlichen Völkerrechts-
subjekt.

§ 40 Datenübermittlung auf der Grundlage eines An-
gemessenheitsbeschlusses 
oder bei geeigneten Garantien

(1)	 Eine Übermittlung personenbezogener Daten 
an ein Drittland oder an eine internationale Or-
ganisation ist zulässig, wenn ein Angemessen-
heitsbeschluss der Europäischen Kommission 
vorliegt. 

(2)	 Liegt ein Angemessenheitsbeschluss nicht vor, 
darf eine Übermittlung personenbezogener Da-
ten an ein Drittland, an eine internationale Organi-
sation oder an ein nichtstaatliches Völkerrechts-
subjekt nur erfolgen, sofern der Verantwortliche 
oder der Auftragsverarbeiter geeignete Garanti-
en vorgesehen hat und sofern den betroffenen 
Personen durchsetzbare Rechte und wirksame 
Rechtsbehelfe zur Verfügung stehen.

§ 41 Ausnahmen für bestimmte Fälle

(1)	 Falls weder ein Angemessenheitsbeschluss 
nach § 40 Absatz 1 noch geeignete Garantien 
nach § 40 Absatz 2 bestehen, ist eine Übermitt-
lung personenbezogener Daten an ein Drittland 
oder an eine internationale Organisation oder 
an ein nichtstaatliches Völkerrechtssubjekt nur 
unter einer der folgenden Bedingungen zulässig:
a)	 die betroffene Person hat in die vorgeschla-

gene Übermittlung eingewilligt, nachdem sie 
über die für sie bestehenden möglichen Ri-
siken derartiger Datenübermittlungen ohne 
Vorliegen eines Angemessenheitsbeschlus-
ses und ohne geeignete Garantien unterrich-
tet wurde;

b)	 die Übermittlung ist für die Erfüllung eines 
Vertrages zwischen der betroffenen Person 
und dem Verantwortlichen oder zur Durchfüh-
rung von vorvertraglichen Maßnahmen auf 
Antrag der betroffenen Person erforderlich;

c)	 die Übermittlung ist zum Abschluss oder zur 

Erfüllung eines im Interesse der betroffenen 
Person von dem Verantwortlichen mit einer 
anderen natürlichen oder juristischen Person 
geschlossenen Vertrages erforderlich;

d)	 die Übermittlung erfolgt aufgrund kirchen-
rechtlicher Vorschriften oder in Wahrneh-
mung kirchlicher Aufgaben an den Heiligen 
Stuhl oder an den Staat der Vatikanstadt 
oder ist aus anderen wichtigen Gründen 
des kirchlichen oder öffentlichen Interesses 
notwendig; 

e)	 die Übermittlung ist zur Geltendmachung, 
Ausübung oder Verteidigung von Rechtsan-
sprüchen erforderlich;

f)	 die Übermittlung ist zum Schutz lebenswich-
tiger Interessen der betroffenen Per-son 
oder anderer Personen erforderlich, sofern 
die betroffene Person aus physischen oder 
rechtlichen Gründen außerstande ist, ihre 
Einwilligung zu geben.

(2)	 Der Verantwortliche oder der Auftragsverarbei-
ter erfasst die von ihm vorgenommene Beurtei-
lung in der Dokumentation gemäß § 31.

Kapitel 6
Unabhängige Datenschutzaufsicht

§ 42 Datenschutzaufsicht

(1)	 Der Diözesanbischof richtet für den Bereich sei-
ner Diözese eine Datenschutzaufsicht als unab-
hängige kirchliche Behörde ein.

(2)	 ¹Der Diözesanbischof bestellt für den Be-
reich seiner Diözese einen Diözesandaten-
schutzbeauftragten als Leiter oder eine Diö-
zesandatenschutzbeauftragte als Leiterin der 
Datenschutzaufsicht. ²Zum oder zur Diözesan-
datenschutzbeauftragten kann nur eine natürli-
che Person bestellt werden.

(3)	 ¹Der oder die Diözesandatenschutzbeauftragte 
handelt bei der Erfüllung seiner oder ihrer Aufga-
ben und bei der Ausübung seiner oder ihrer Be-
fugnisse gemäß diesem Gesetz völlig unabhän-
gig und ist nur dem kirchlichen Recht und dem 
für die Kirchen verbindlichen staatlichen oder 
europäischen Recht unterworfen. ²Die Ausübung 
seiner oder ihrer Tätigkeit geschieht in organi-
satorischer und sachlicher Unabhängigkeit. ³Die 
Dienstaufsicht ist so zu regeln, dass dadurch die 
Unabhängigkeit nicht beeinträchtigt wird.
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(4)	 ¹Der oder die Diözesandatenschutzbeauftragte 
sieht von allen mit den Aufgaben seines oder ih-
res Amtes nicht zu vereinbarenden Handlungen 
ab und übt während seiner oder ihrer Amtszeit 
keine andere mit seinem oder ihrem Amt nicht 
zu vereinbarende entgeltliche oder unentgelt-
liche Tätigkeit aus. ²Dem steht eine Bestellung 
als Diözesandatenschutzbeauftragter oder Di-
özesandatenschutzbeauftragte für mehrere Di-
özesen und/oder Ordensgemeinschaften nicht 
entgegen.

(5)	 ¹Dem oder der Diözesandatenschutzbeauftrag-
ten wird die Personal- und Sachausstattung 
zur Verfügung gestellt, die er oder sie benötigt, 
um seine oder ihre Aufgaben und Befugnisse 
wahrnehmen zu können. ²Dies gilt auch für sei-
ne oder ihre Aufgaben im Bereich der Amtshilfe 
und der Zusammenarbeit mit anderen Daten-
schutzaufsichten im Sinne des § 44 Absatz 2 lit. 
f). ³Er oder sie verfügt über einen eigenen jähr-
lichen Haushalt, der gesondert auszuweisen ist 
und veröffentlicht wird, und unterliegt der Rech-
nungsprüfung durch die dafür von der Diözese 
bestimmte Stelle, soweit hierdurch seine oder 
ihre Unabhängigkeit nicht beeinträchtigt wird.

(6)	 ¹Der oder die Diözesandatenschutzbeauftrag-
te wählt das notwendige Personal aus, das 
von der Datenschutzaufsicht selbst, ggf. ei-
ner anderen kirchlichen Stelle angestellt wird. 
²Die angestellten Mitarbeitenden unterstehen 
der Dienst- und Fachaufsicht des oder der Di-
özesandatenschutzbeauftragten und können, 
soweit sie bei einer anderen kirchlichen Stelle 
angestellt sind, nur mit seinem oder ihrem Ein-
verständnis von der kirchlichen Stelle gekündigt, 
versetzt oder abgeordnet werden. ³Die Mitarbei-
tenden sehen von allen mit den Aufgaben ihres 
Amtes nicht zu vereinbarenden Handlungen ab 
und üben während ihrer Amtszeit keine anderen 

mit ihrem Amt nicht zu vereinbarenden entgeltli-
chen oder unentgeltlichen Tätigkeiten aus.

(7)	 ¹Der oder die Diözesandatenschutzbeauftrag-
te kann Aufgaben der Personalverwaltung und 
Personalwirtschaft auf andere kirchliche Stellen 
übertragen oder sich deren Hilfe bedienen. ²Die-
sen dürfen personenbezogene Daten der Mit-
arbeitenden übermittelt werden, soweit deren 
Kenntnis zur Erfüllung der übertragenen Aufga-
ben erforderlich ist.

(8)	 ¹Die Datenschutzaufsicht ist oberste Dienstbe-
hörde im Sinne des § 96 Strafprozessordnung. 
²Der oder die Diözesandatenschutzbeauftragte 
trifft die Entscheidung über Aussagegenehmi-
gungen für sich und seinen oder ihren Bereich 
in eigener Verantwortung. ³Die Datenschutzauf-
sicht ist oberste Aufsichtsbehörde im Sinne des 
§ 99 Verwaltungsgerichtsordnung.

(9)	 ¹Der oder die Diözesandatenschutzbeauftragte 
ist berechtigt, über Personen, die ihm oder ihr in 
seiner oder ihrer Eigenschaft als Diözesandaten-
schutzbeauftragter oder Diözesandatenschutz-
beauftragte Tatsachen anvertraut haben, sowie 
über diese Tatsachen selbst keine Auskunft zu 
geben. ²Dies gilt auch für die Mitarbeitenden des 
oder der Diözesandatenschutzbeauftragten mit 
der Maßgabe, dass über die Ausübung dieses 
Rechts der oder die Diözesandatenschutzbeauf-
tragte entscheidet. ³Soweit diese Verschwiegen-
heit reicht, darf die Vorlegung oder Auslieferung 
von Akten oder anderen Dokumenten von ihm 
oder ihr nicht gefordert werden. 4Im Verfahren 
vor den kirchlichen Daten-schutzgerichten darf 
er oder sie entsprechende Angaben unkenntlich 
machen. 5§ 17 bleibt unberührt.

§ 43 Der oder die Diözesandatenschutzbeauftragte 
und seine oder ihre Vertretung

(1)	 ¹Die Bestellung des oder der Diözesandaten-
schutzbeauftragten durch den Diözesanbischof 
erfolgt für die Dauer von mindestens vier, höchs-
tens sechs Jahren und gilt bis zur Aufnahme der 
Amtsgeschäfte durch den Nachfolger oder die 
Nachfolgerin. ²Die mehrmalige erneute Bestel-
lung ist zulässig. ³Die Bestellung für mehrere 
Diözesen und/oder Ordensgemeinschaften ist 
zulässig. 4Der oder die Diözesandatenschutz-
beauftragte übt sein oder ihr Amt hauptamtlich 
aus. 

(2)	 ¹Zum oder zur Diözesandatenschutzbeauftrag-
ten darf nur bestellt werden, wer die zur Erfül-
lung seiner Aufgaben erforderliche Fachkunde 
und Zuverlässigkeit besitzt. ²Er oder sie soll die 
Befähigung zum Richteramt gemäß dem Deut-
schen Richtergesetz haben. ³Als Person, die 
das katholische Profil der Einrichtung inhaltlich 
prägt, mitverantwortet und nach außen reprä-
sentiert, muss er oder sie der katholischen Kir-
che angehören. 4Der oder die Diözesandaten-
schutzbeauftragte ist auf die gewissenhafte 
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Erfüllung seiner oder ihrer Pflichten und die Ein-
haltung des kirchlichen und des für die Kirchen 
verbindlichen staatlichen Rechts zu verpflichten.

(3)	 ¹Die Bestellung kann vor Ablauf der Amtszeit 
widerrufen werden, wenn Gründe nach § 24 
Deutsches Richtergesetz vorliegen, die bei ei-
nem Richter oder einer Richterin auf Lebenszeit 
dessen oder deren Entlassung aus dem Dienst 
rechtfertigen, oder Gründe vorliegen, die nach 
der Grundordnung des kirchlichen Dienstes in 
der jeweils geltenden Fassung eine Kündigung 
rechtfertigen. ²Auf Antrag des oder der Diöze-
sandatenschutzbeauftragten nimmt der Diözes-
anbischof die Bestellung zurück.

(4)	 ¹Das der Bestellung zum oder zur Diözesan-
datenschutzbeauftragten zugrunde liegende 
Dienstverhältnis kann während der Amtszeit nur 
unter den Voraussetzungen des Absatzes 3 be-
endet werden. ²Dieser Kündigungsschutz wirkt 
für den Zeitraum von einem Jahr nach der Been-
digung der Amtszeit entsprechend fort, soweit 
ein kirchliches Beschäftigungsverhältnis fortge-
führt wird oder sich anschließt.

(5)	 Der oder die Diözesandatenschutzbeauftragte 
benennt aus dem Kreis seiner oder ihrer Mitar-
beitenden einen Vertreter oder eine Vertreterin, 
der oder die im Fall seiner oder ihrer Verhinde-
rung die unaufschiebbaren Entscheidungen 
trifft.

(6)	 ¹Ist der oder die Diözesandatenschutzbeauf-
tragte an der Ausübung seines oder ihres Am-
tes dauerhaft verhindert oder endet sein oder 
ihr Amtsverhältnis vorzeitig und ist er oder sie 
nicht zur Weiterführung der Geschäfte ver-
pflichtet, bestellt der Diözesanbischof bis zur 
Wiederaufnahme des Amtes durch den Diöze-
sandatenschutzbeauftragten oder die Diöze-
sandatenschutzbeauftragte oder die Bestellung 
eines oder einer neuen Diözesandatenschutzbe-
auftragten übergangsweise eine Leitung. ²§ 43 
Absatz 2 gilt entsprechend. ³Die übergangswei-
se Leitung hat sämtliche Rechte und Pflichten, 
die nach diesem Gesetz dem oder der Diöze-
sandatenschutzbeauftragten zukommen. 4Sie 
tritt nicht in die laufende Amtszeit des oder der 
bisherigen Diözesandatenschutzbeauftragten 
ein. 5Mit der Bestellung der übergangsweisen 
Leitung durch den Diözesanbischof endet die 
Vertretung nach Absatz 5.

(7)	 ¹Der oder die Diözesandatenschutzbeauftragte 
und seine Mitarbeitenden sind auch nach Been-
digung ihrer Aufträge verpflichtet, über die ihnen 
in dieser Eigenschaft bekannt gewordenen An-
gelegenheiten Verschwiegenheit zu bewahren. 
²Dies gilt nicht für Mitteilungen im dienstlichen 
Verkehr oder über Tatsachen, die offenkundig 
sind oder ihrer Bedeutung nach keiner Geheim-
haltung bedürfen.

(8)	 ¹Der oder die Diözesandatenschutzbeauftragte 
und seine Mitarbeitenden dürfen, wenn ihr Auf-
trag beendet ist, über solche Angelegenheiten 
ohne Genehmigung des oder der amtierenden 
Diözesandatenschutzbeauftragten weder vor 
Gericht noch außergerichtlich Aussagen oder Er-
klärungen abgeben. ²Die Genehmigung, als Zeu-
ge oder Zeugin auszusagen, wird in der Regel er-
teilt. ³Unberührt bleibt die gesetzlich begründete 
Pflicht, Straftaten anzuzeigen.

(9)	 Die Absätze 7 und 8 gelten für die Vertretung 
oder eine übergangsweise Leitung entspre-
chend.

§ 44 Aufgaben der Datenschutzaufsicht

(1)	 Die Datenschutzaufsicht wacht über die Einhal-
tung der Vorschriften dieses Gesetzes sowie 
anderer Vorschriften über den Datenschutz und 
setzt diese durch. 

(2)	 Darüber hinaus hat die Datenschutzaufsicht ins-
besondere folgende Aufgaben:

a)	 Die Öffentlichkeit für die Risiken, Vorschrif-
ten, Garantien und Rechte im Zusammen-
hang mit der Verarbeitung sensibilisieren 
und sie darüber aufklären. Besondere Beach-

tung finden dabei spezifische Maßnahmen 
für Minderjährige;

b)	 kirchliche Einrichtungen und Gremien über 
legislative und administrative Maßnahmen 
zum Schutz der Rechte und Freiheiten na-
türlicher Personen in Bezug auf die Verarbei-
tung beraten;

c)	 die Verantwortlichen und die Auftragsverar-
beiter für die ihnen aus diesem Gesetz ent-
stehenden Pflichten sensibilisieren;

d)	 auf Anfrage jeder betroffenen Person Infor-
mationen über die Ausübung ihrer Rechte 
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aufgrund dieses Gesetzes zur Verfügung 
stellen und gegebenenfalls zu diesem Zweck 
mit den anderen Datenschutzaufsichten so-
wie staatlichen und sonstigen kirchlichen 
Aufsichtsbehörden zusammenarbeiten;

e)	 sich mit Beschwerden einer betroffenen 
Person befassen, den Gegenstand der Be-
schwerde in angemessenem Umfang unter-
suchen und den Beschwerdeführer innerhalb 
einer angemessenen Frist über den Fortgang 
und das Ergebnis der Untersuchung unter-
richten; zur Erleichterung der Einlegung von 
Beschwerden hält die Datenschutzaufsicht 
Musterformulare in digitaler und Papierform 
bereit. 

f)	 mit anderen Datenschutzaufsichten zusam-
menarbeiten, auch durch Informationsaus-
tausch, und ihnen Amtshilfe leisten, um die 
einheitliche Anwendung und Durchsetzung 
dieses Gesetzes zu gewährleisten;

g)	 Untersuchungen über die Anwendung dieses 
Gesetzes durchführen, auch auf der Grundla-
ge von Informationen einer anderen Daten-
schutzaufsicht oder einer anderen Behörde;

h)	 maßgebliche Entwicklungen verfolgen, 
soweit sie sich auf den Schutz personen-
bezogener Daten auswirken, insbesondere 
die Entwicklung der Informations- und Kom-
munikationstechnologie und der Geschäfts-
praktiken;

i)	 gegebenenfalls eine Liste der Verarbei-
tungsarten erstellen und führen, für die ge-
mäß § 35 entweder keine oder für die eine 
Datenschutz-Folgenabschätzung durchzu-
führen ist;

j)	 Beratung in Bezug auf die in § 35 genannten 
Verarbeitungsvorgänge leisten;

k)	 interne Verzeichnisse über Verstöße gegen 
dieses Gesetz und die im Zusammenhang 
mit diesen Verstößen ergriffenen Maßnah-
men führen und

l)	 jede sonstige Aufgabe im Zusammenhang 
mit dem Schutz personenbezogener Daten 
erfüllen.

(3)	 Die Datenschutzaufsicht kann im Rahmen ihrer 
Zuständigkeit Muster zur Verfügung stellen.

(4)	 ¹Die Tätigkeit der Datenschutzaufsicht ist für die 
betroffene Person unentgeltlich. ²Bei offensicht-
lich unbegründeten oder – insbesondere im Fall 
von häufiger Wiederholung – exzessiven Anfra-
gen kann jedoch die Datenschutzaufsicht ihre 

weitere Tätigkeit auf eine neuerliche Anfrage 
der betroffenen Person hin davon abhängig ma-
chen, dass eine angemessene Gebühr für den 
Verwaltungsaufwand entrichtet wird, oder sich 
weigern, aufgrund der Anfrage tätig zu werden. 
³In diesem Fall trägt die Datenschutzaufsicht die 
Beweislast für den offenkundig unbegründeten 
oder exzessiven Charakter der Anfrage.

(5)	 ¹Die Datenschutzaufsicht erstellt jährlich einen 
Tätigkeitsbericht, der dem Diözesanbischof 
vorgelegt und der Öffentlichkeit zugänglich ge-
macht wird. ²Der Tätigkeitsbericht soll auch eine 
Darstellung der wesentlichen Entwicklungen 
des Datenschutzes im nicht-kirchlichen Bereich 
enthalten.

§ 45 Zuständigkeit der Datenschutzaufsicht bei über- 
oder mehrdiözesanen Rechtsträgern sowie bei ge-
meinsamer Verantwortlichkeit

(1)	 ¹Handelt es sich bei dem Rechtsträger einer 
kirchlichen Stelle im Sinne des § 3 Absatz 1 um 
einen über- oder mehrdiözesanen kirchlichen 
Rechtsträger, so gilt das Gesetz über den kirchli-
chen Datenschutz der Diözese und ist die Daten-
schutzaufsicht der Diözese zuständig, in der der 
Rechtsträger der kirchlichen Stelle seinen Sitz 
hat. ²Bei Abgrenzungsfragen gegenüber dem 
Bereich der Ordensgemeinschaften erfolgt eine 
Abstimmung zwischen dem oder der Diözesan-
datenschutzbeauftragten und dem oder der Or-
densdatenschutzbeauftragten. 

(2)	 Verfügt der über- oder mehrdiözesane kirchliche 
Rechtsträger im Sinne des § 3 Absatz 1 über 
eine oder mehrere rechtlich unselbständige Ein-
richtungen, die in einer anderen Diözese als der 
Diözese ihren Sitz haben, in der der Rechtsträ-
ger seinen Sitz hat, so gilt das Gesetz über den 
kirchlichen Datenschutz der Diözese und ist die 
Datenschutzaufsicht der Diözese zuständig, in 
der der Rechtsträger seinen Sitz hat.

(3)	 In Fällen einer gemeinsamen Verantwortlichkeit 
im Sinne des § 28 verständigen sich die betrof-
fenen Datenschutzaufsichten.

§ 46 Zusammenarbeit kirchlicher Stellen mit den Da-
tenschutzaufsichten

Die in § 3 Absatz 1 genannten kirchlichen Stellen 
sind verpflichtet, im Rahmen ihrer Zuständigkeit 
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a)	 den Anweisungen der Datenschutzaufsicht 
Folge zu leisten,

b)	 die Datenschutzaufsicht bei der Erfüllung 
ihrer Aufgaben zu unterstützen; ihr ist dabei 
insbesondere Auskunft zu ihren Fragen so-
wie Einsicht in alle Unterlagen und Akten zu 
gewähren, die im Zusammenhang mit der 
Verarbeitung personenbezogener Daten ste-
hen, namentlich in die gespeicherten Daten 
und in die Datenverarbeitungsprogramme, 
und während der Dienstzeit zum Zwecke von 
Prüfungen Zutritt zu allen Diensträumen, die 
der Verarbeitung und Aufbewahrung auto-
matisierter Dateien dienen, zu gewähren,

c)	 Untersuchungen in Form von Datenschutz-
überprüfungen durch die Datenschutzauf-
sicht zuzulassen.

§ 47 Befugnisse der Datenschutzaufsicht

(1)	 Die Datenschutzaufsicht verfügt über sämtliche 
folgenden Untersuchungsbefugnisse, die es ihr 
gestatten, 

a)	 den Verantwortlichen oder den Auftrags-
verarbeiter anzuweisen, alle Informationen 
bereitzustellen, die für die Erfüllung der Auf-
gaben der Datenschutzaufsicht erforderlich 
sind;

b)	 Untersuchungen in Form von Datenschutz-
überprüfungen durchzuführen;

c)	 den Verantwortlichen oder den Auftragsver-
arbeiter auf einen vermeintlichen Verstoß 
gegen dieses Gesetz hinzuweisen;

d)	 von dem Verantwortlichen und dem Auf-
tragsverarbeiter Zugang zu allen personen-
bezogenen Daten und Informationen, die zur 
Erfüllung der Aufgaben der Datenschutzauf-
sicht notwendig sind, zu erhalten;

e)	 gemäß dem geltenden Verfahrensrecht Zu-
gang zu den Räumlichkeiten, einschließlich 
aller Datenverarbeitungsanlagen und -geräte, 
des Verantwortlichen und des Auftragsver-
arbeiters zu erhalten.

(2)	 Die Datenschutzaufsicht verfügt über sämtliche 
folgenden Abhilfebefugnisse, die es ihr gestat-
ten,

a)	 einen Verantwortlichen oder einen Auftrags-
verarbeiter zu warnen, dass beabsichtigte 
Verarbeitungsvorgänge voraussichtlich ge-
gen dieses Gesetz oder andere datenschutz-

rechtliche Bestimmungen verstoßen;
b)	 einen Verantwortlichen oder einen Auftrags-

verarbeiter zu verwarnen, wenn er mit Ver-
arbeitungsvorgängen gegen dieses Gesetz 
oder andere datenschutzrechtliche Bestim-
mungen verstoßen hat;

c)	 den Verantwortlichen oder den Auftrags-
verarbeiter anzuweisen, den Anträgen der 
betroffenen Person auf Ausübung der ihr 
nach diesem Gesetz zustehenden Rechte 
zu entsprechen;

d)	 den Verantwortlichen oder den Auftragsver-
arbeiter anzuweisen, Verarbeitungsvorgänge 
gegebenenfalls auf bestimmte Weise und 
innerhalb eines bestimmten Zeitraums in 
Einklang mit diesem Gesetz zu bringen;

e)	 den Verantwortlichen anzuweisen, die von 
einer Verletzung des Schutzes personenbe-
zogener Daten betroffene Person entspre-
chend zu benachrichtigen;

f)	 eine vorübergehende oder endgültige Be-
schränkung der Verarbeitung, einschließlich 
eines Verbots, zu verhängen;

g)	 die Berichtigung oder Löschung von perso-
nenbezogenen Daten oder die Einschrän-
kung der Verarbeitung gemäß den §§ 18, 19 
und 20 und die Unterrichtung der Empfänger, 
an die diese personenbezogenen Daten ge-
mäß §§ 19 Absatz 2 und 21 offengelegt wur-
den, über solche Maßnahmen anzuordnen;

h)	 eine Geldbuße gemäß § 51 zu verhängen, 
zusätzlich zu oder anstelle von in diesem 
Absatz genannten Maßnahmen, je nach den 
Umständen des Einzelfalls;

i)	 die Aussetzung der Übermittlung von Daten 
an einen Empfänger in einem Drittland oder 
an eine internationale Organisation oder an 
ein nichtstaatliches Völkerrechtssubjekt an-
zuordnen.

(3)	 Hat die Datenschutzaufsicht die Feststellung 
getroffen, dass eine Datenschutzverletzung 
objektiv vorliegt, kann der betroffenen Person 
im Verfahren vor den staatlichen Zivilgerichten 
über den Schadensersatz das Fehlen einer sol-
chen nicht entgegengehalten werden.

(4)	 ¹Werden Maßnahmen nach Absatz 2 nicht in der 
von der Datenschutzaufsicht bestimmten Frist 
befolgt, so verständigt die Datenschutzaufsicht 
die für die kirchliche Stelle zuständige Aufsicht 
und fordert sie zu einer Stellungnahme gegen-
über der Datenschutzaufsicht auf. ²Diese Stel-
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lungnahme soll auch eine Darstellung der Maß-
nahmen enthalten, die getroffen worden sind.

(5)	 ¹Vor Abhilfemaßnahmen nach Absatz 2 ist dem 
Verantwortlichen oder dem Auftragsverarbeiter 
innerhalb einer angemessenen Frist Gelegen-
heit zu geben, sich zu den für die Entscheidung 
erheblichen Tatsachen zu äußern. ²Von der An-
hörung kann abgesehen werden, wenn sie nach 
den Umständen des Einzelfalls nicht geboten, 
insbesondere wenn eine sofortige Entscheidung 
wegen Gefahr im Verzug oder im kirchlichen In-
teresse notwendig erscheint.

Kapitel 7
Beschwerde, gerichtlicher Rechtsbehelf, Haftung und 
Sanktionen

§ 48 Beschwerde bei einer Datenschutzaufsicht

(1)	 ¹Jede betroffene Person hat unbeschadet eines 
anderweitigen Rechtsbehelfs das Recht auf Be-
schwerde bei einer Datenschutzaufsicht, wenn 
die betroffene Person der Ansicht ist, dass die 
Verarbeitung der sie betreffenden personen-
bezogenen Daten gegen Vorschriften dieses 
Gesetzes oder gegen andere Datenschutzvor-
schriften verstößt. ²Die Einhaltung des Dienst-
wegs ist dabei nicht erforderlich.

(2)	 Auf ein solches Vorbringen hin prüft die Daten-
schutzaufsicht den Sachverhalt. Sie fordert den 
Verantwortlichen, den Empfänger oder die Emp-
fängerin und/oder den Dritten oder die Dritte zur 
Stellungnahme auf, soweit der Inhalt des Vor-
bringens den Tatbestand einer Datenschutzver-
letzung erfüllt.

(3)	 Niemand darf gemaßregelt oder benachteiligt 
werden, weil er sich im Sinne des Absatz 1 an 
die Datenschutzaufsicht gewendet hat. 

(4)	 Die Datenschutzaufsicht unterrichtet den Be-
schwerdeführer oder die Beschwerdeführe-rin 
über den Stand und die Ergebnisse der Be-
schwerde einschließlich der Möglichkeit eines 
gerichtlichen Rechtsbehelfs nach § 49.

§ 49 Recht auf gerichtlichen Rechtsbehelf gegen ei-
nen Bescheid der Datenschutzaufsicht 

¹Jede natürliche oder juristische Person hat unbe-
schadet des Rechts auf Beschwerde bei einer Daten-
schutzaufsicht (§ 48) das Recht auf einen gericht-

lichen Rechtsbehelf gegen einen sie betreffenden 
Bescheid der Datenschutzaufsicht. ²Dies gilt auch 
dann, wenn sich die Datenschutzaufsicht nicht mit 
einer Beschwerde nach § 48 befasst oder die betrof-
fene Person nicht innerhalb von drei Monaten über 
den Stand oder das Ergebnis der nach § 48 erhobenen 
Beschwerde in Kenntnis gesetzt hat.

§ 49a Recht auf gerichtlichen Rechtsbehelf gegen 
Verantwortliche oder kirchliche Auftragsverarbeiter

Jede betroffene Person hat unbeschadet eines Rechts 
auf Beschwerde bei einer Datenschutzaufsicht (§ 48) 
das Recht auf einen gerichtlichen Rechtsbehelf ge-
gen einen Verantwortlichen oder einen kirchlichen 
Auftragsverarbeiter, wenn sie der Ansicht ist, dass 
die ihr aufgrund dieses Gesetzes zustehenden Rech-
te infolge einer nicht im Einklang mit diesem Gesetz 
stehenden Verarbeitung ihrer personenbezogenen 
Daten verletzt wurden.

§ 49 b Zuständigkeit der Datenschutzgerichte 

(1)	 Für gerichtliche Rechtsbehelfe nach den §§ 49 
und 49 a ist das Interdiözesane Datenschutzge-
richt zuständig.

(2)	 Für Rechtsmittel gegen eine Entscheidung des 
Interdiözesanen Datenschutzgerichts ist das 
Datenschutzgericht der Deutschen Bischofs-
konferenz zuständig.

§ 50 Haftung und Schadenersatz

(1)	 Jede Person, der wegen eines Verstoßes gegen 
dieses Gesetz ein materieller oder immaterieller 
Schaden entstanden ist, hat Anspruch auf Scha-
denersatz gegen die kirchliche Stelle als Verant-
wortlicher oder Auftragsverarbeiter. 

(2)	 Ein Auftragsverarbeiter haftet für den durch eine 
Verarbeitung verursachten Schaden nur dann, 
wenn er seinen speziell den Auftragsverarbei-
tern auferlegten Pflichten aus diesem Gesetz 
nicht nachgekommen ist oder unter Nichtbeach-
tung der rechtmäßig erteilten Anweisungen des 
für die Datenverarbeitung Verantwortlichen oder 
gegen diese Anweisungen gehandelt hat.

(3)	 Ein Verantwortlicher oder ein Auftragsverarbei-
ter ist von der Haftung gemäß Absatz 1 befreit, 
wenn er nachweist, dass er in keinerlei Hinsicht 
für den Umstand, durch den der Schaden einge-
treten ist, verantwortlich ist.



- 71 -

Amtsblatt des Bistums Limburg Nr. 2/2026

(4)	 Wegen eines Schadens, der nicht Vermögens-
schaden ist, kann die betroffene Person eine 
angemessene Entschädigung in Geld verlangen.

(5)	 Lässt sich bei einer automatisierten Verarbei-
tung personenbezogener Daten nicht ermitteln, 
welche von mehreren beteiligten kirchlichen 
Stellen als Verantwortlicher oder Auftragsverar-
beiter den Schaden verursacht hat, so haftet jede 
als Verantwortlicher für den gesamten Schaden.

(6)	 Mehrere Ersatzpflichtige haften als Gesamt-
schuldner im Sinne des Bürgerlichen Gesetz-
buches.

(7)	 Hat bei der Entstehung des Schadens ein Ver-
schulden der betroffenen Person mitgewirkt, ist 
§ 254 des Bürgerlichen Gesetzbuchs entspre-
chend anzuwenden.

(8)	 Auf die Verjährung finden die für unerlaubte 
Handlungen geltenden Verjährungsvorschriften 
des Bürgerlichen Gesetzbuchs entsprechende 
Anwendung.

§ 51 Geldbußen

(1)	 Verstößt ein Verantwortlicher oder ein Auftrags-
verarbeiter vorsätzlich oder fahrlässig gegen 
Bestimmungen dieses Gesetzes, so kann die 
Datenschutzaufsicht eine Geldbuße verhängen. 

(2)	 Die Datenschutzaufsicht stellt sicher, dass die 
Verhängung von Geldbußen gemäß diesem Pa-
ragraphen für Verstöße gegen dieses Gesetz in 
jedem Einzelfall wirksam, verhältnismäßig und 
abschreckend ist.

(3)	 ¹Geldbußen werden je nach den Umständen des 
Einzelfalls zusätzlich zu oder anstelle von Maß-
nahmen nach § 47 Absatz 2 lit. a) bis g) und i) 
verhängt. ²Bei der Entscheidung über die Ver-
hängung einer Geldbuße und über deren Betrag 
wird in jedem Einzelfall Folgendes gebührend 
berücksichtigt:
a)	 Art, Schwere und Dauer des Verstoßes unter 

Berücksichtigung der Art, des Umfangs oder 
des Zwecks der betreffenden Verarbeitung 
sowie der Zahl der von der Verarbeitung be-
troffenen Personen und des Ausmaßes des 
von ihnen erlittenen Schadens;

b)	 Vorsätzlichkeit oder Fahrlässigkeit des Ver-
stoßes;

c)	 jegliche von dem Verantwortlichen oder dem 
Auftragsverarbeiter getroffenen Maßnahmen 
zur Minderung des den betroffenen Perso-
nen entstandenen Schadens;

d)	 Grad der Verantwortung des Verantwortli-
chen oder des Auftragsverarbeiters unter 
Berücksichtigung der von ihnen gemäß § 26 
getroffenen technischen und organisatori-
schen Maßnahmen;

e)	 etwaige einschlägige frühere Verstöße des 
Verantwortlichen oder des Auftragsverarbei-
ters;

f)	 Umfang der Zusammenarbeit mit der Daten-
schutzaufsicht, um dem Verstoß abzuhelfen 
und seine möglichen nachteiligen Auswir-
kungen zu mindern;

g)	 Kategorien personenbezogener Daten, die 
von dem Verstoß betroffen sind;

h)	 Art und Weise, wie der Verstoß der Daten-
schutzaufsicht bekannt wurde, insbesondere 
ob und gegebenenfalls in welchem Umfang 
der Verantwortliche oder der Auftragsverar-
beiter den Verstoß mitgeteilt hat;

i)	 Einhaltung der früher gegen den für den 
betreffenden Verantwortlichen oder Auf-
tragsverarbeiter in Bezug auf denselben Ge-
genstand angeordneten Maßnahmen (§ 47 
Absatz 2), wenn solche Maßnahmen ange-
ordnet wurden;

j)	 jegliche anderen erschwerenden oder mil-
dernden Umstände im jeweiligen Fall, wie un-
mittelbar oder mittelbar durch den Verstoß 
erlangte finanzielle Vorteile oder vermiedene 
Verluste.

(4)	 Verstößt ein Verantwortlicher oder ein Auftrags-
verarbeiter bei gleichen oder miteinander ver-
bundenen Verarbeitungsvorgängen vorsätzlich 
oder fahrlässig gegen mehrere Bestimmungen 
dieses Gesetzes, so übersteigt der Gesamt-
betrag der Geldbuße nicht den Betrag für den 
schwerwiegendsten Verstoß.

(5)	 ¹Bei Verstößen werden im Einklang mit Absatz 
3 Geldbußen innerhalb eines Rahmens von bis 
zu 1.000.000 € verhängt. ²Für den Bereich kirch-
licher Unternehmen im Sinne des § 4 Nummer 
19., die am Wettbewerb teilnehmen, können 
im Einklang mit Absatz 2 Geldbußen von bis 
zu 4  Prozent des Jahresumsatzes, maximal in 
Höhe von 3.000.000 €, verhängt werden.
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(6)	 Gegen kirchliche Stellen im Sinne des § 3 Ab-
satz 1, soweit sie im weltlichen Rechtskreis 
öffentlich-rechtlich verfasst sind, werden keine 
Geldbußen verhängt; dies gilt nicht, soweit sie 
als Unternehmen am Wettbewerb teilnehmen.

(7)	 ¹Die Datenschutzaufsicht leitet einen Vorgang, 
in welchem sie einen objektiven Verstoß gegen 
dieses Gesetz festgestellt hat, einschließlich 
der von ihr verhängten Höhe der Geldbuße an 
die nach staatlichem Recht zuständige Voll-
streckungsbehörde weiter. ²Unbeschadet ihrer 
jeweiligen Rechtsform ist die Datenschutzauf-
sicht Inhaber der Bußgeldforderung und mithin 
Vollstreckungsgläubiger. ³Die nach staatlichem 
Recht zuständige Vollstreckungsbehörde ist an 
die Feststellung der Datenschutzaufsicht hin-
sichtlich des Verstoßes und an die von dieser 
festgesetzten Höhe der Geldbuße gebunden. 
4Sofern das staatliche Recht die Zuständigkeit 
einer solchen Vollstreckungsbehörde nicht vor-
sieht, erfolgt die Vollstreckung auf dem Zivil-
rechtsweg.

(8)	 Eine Meldung nach § 33 oder eine Benachrichti-
gung nach § 34 Absatz 1 darf in einem Verfah-
ren zur Verhängung eines Bußgeldes nach die-
ser Vorschrift gegen den Meldepflichtigen oder 
die Meldepflichtige oder den Benachrichtigen-
den oder die Benachrichtigende oder seine oder 
ihre in § 52 Absatz 1 der Strafprozessordnung 
bezeichneten Angehörigen nur mit Zustimmung 
des oder der Meldepflichtigen oder des oder der 
Benachrichtigenden verwendet werden.

Kapitel 8
Vorschriften für besondere Verarbeitungssituationen

§ 52 Videoüberwachung

(1)	 Die Beobachtung öffentlich zugänglicher Räu-
me mit optisch-elektronischen Einrichtungen 
(Videoüberwachung) ist nur zulässig, soweit sie

a)	 zur Aufgabenerfüllung oder zur Wahrneh-
mung des Hausrechts oder

b)	 zur Wahrnehmung berechtigter Interessen 
für konkret festgelegte Zwecke erforderlich 
ist und keine Anhaltspunkte bestehen, dass 
schutzwürdige Interessen der betroffenen 
Person überwiegen.

(2)	 Der Umstand der Beobachtung und der Verant-
wortliche sind durch geeignete Maßnahmen 
zum frühestmöglichen Zeitpunkt erkennbar zu 
machen. 

(3)	 Die Verarbeitung von nach Absatz 1 erhobenen 
Daten ist zulässig, wenn sie zum Erreichen des 
verfolgten Zwecks erforderlich ist und keine An-
haltspunkte bestehen, dass schutzwürdige Inte-
ressen der betroffenen Person überwiegen. 

(4)	 Werden durch Videoüberwachung erhobene Da-
ten einer bestimmten Person zugeordnet, ist die-
se über eine Verarbeitung gemäß §§ 15 und 16 
zu benachrichtigen.

(5)	 Die Daten sind unverzüglich zu löschen, wenn 
sie zur Erreichung des Zwecks nicht mehr erfor-
derlich sind oder schutzwürdige Interessen der 
betroffenen Person einer weiteren Verarbeitung 
entgegenstehen.

§ 52a Gottesdienste und kirchliche Veranstaltungen

(1)	 Die Aufzeichnung, Übertragung oder Veröffent-
lichung von Gottesdiensten oder Veranstal-
tungen gottesdienstähnlicher Art sind daten-
schutzrechtlich zulässig, wenn die betroffenen 
Personen vor der Teilnahme durch geeignete 
Maßnahmen über Art und Umfang der Aufzeich-
nung, Übertragung oder Veröffentlichung infor-
miert werden.

(2)	 Besonderen schutzwürdigen Interessen – insbe-
sondere von Minderjährigen – ist in angemesse-
nem Umfang Rechnung zu tragen.

(3)	 Unbeschadet des Absatzes 2 sind von der Auf-
zeichnung, Übertragung oder Veröffentlichung 
nicht erfasste Plätze für Gottesdienstbesucher 
und -besucherinnen in angemessener Zahl vor-
zuhalten.

§ 53 Verarbeitung personenbezogener Daten für Zwe-
cke des Beschäftigungsverhältnisses

(1)	 Personenbezogene Daten eines oder einer Be-
schäftigten einschließlich der Daten über die Re-
ligionszugehörigkeit, die religiöse Überzeugung 
und die Erfüllung von Loyalitätsobliegenheiten 
dürfen für Zwecke des Beschäftigungsverhält-
nisses verarbeitet werden, wenn dies für die Ent-
scheidung über die Begründung eines Beschäf-
tigungsverhältnisses oder nach Begründung des 
Beschäftigungsverhältnisses für dessen Durch-
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führung oder Beendigung erforderlich ist. 

(2)	 Zur Aufdeckung von Straftaten dürfen personen-
bezogene Daten eines oder einer Beschäftigten 
dann verarbeitet werden, wenn zu dokumentie-
rende tatsächliche Anhaltspunkte den Verdacht 
begründen, dass die betroffene Person im Be-
schäftigungsverhältnis eine Straftat begangen 
hat, die Verarbeitung zur Aufdeckung erforder-
lich ist und das schutzwürdige Interesse des 
oder der Beschäftigten an dem Ausschluss der 
Verarbeitung nicht überwiegt, insbesondere Art 
und Ausmaß im Hinblick auf den Anlass nicht 
unverhältnismäßig sind oder eine Rechtsvor-
schrift dies vorsieht.

(3)	 Absatz 1 ist auch anzuwenden, wenn personen-
bezogene Daten verarbeitet werden, ohne dass 
sie automatisiert verarbeitet oder in oder aus ei-
ner nicht automatisierten Datei verarbeitet oder 
für die Verarbeitung in einer solchen Datei erho-
ben werden.

(4)	 Die Beteiligungsrechte nach der jeweils gelten-
den Mitarbeitervertretungsordnung bleiben un-
berührt.

§ 54 Verarbeitung personenbezogener Daten zu wis-
senschaftlichen oder historischen Forschungszwe-
cken, zu Archivzwecken oder zu statistischen Zwe-
cken

(1)	 ¹Personenbezogene Daten dürfen zu im kirchli-
chen oder öffentlichen Interesse liegenden Ar-
chivzwecken, zu wissenschaftlichen oder histori-
schen Forschungszwecken oder zu statistischen 
Zwecken verarbeitet werden, soweit geeignete 
Garantien für die Rechte und Freiheiten der betrof-
fenen Personen vorgesehen werden. ²Mit diesen 
Garantien wird sichergestellt, dass technische 
und organisatorische Maßnahmen bestehen, mit 
denen insbesondere die Achtung des Grundsat-
zes der Datenminimierung gewährleistet wird. 
³§ 11 Absatz 2 lit. h) bis j) bleiben unberührt.

(2)	 ¹Die Offenlegung personenbezogener Daten an 
andere als kirchliche Stellen für Zwecke der wis-
senschaftlichen oder historischen Forschung 
oder der Statistik ist nur zulässig, wenn diese 
sich verpflichten, die übermittelten Daten nicht 
für andere Zwecke zu verarbeiten und die Vor-
schriften der Absätze 3 und 4 einzuhalten. ²Der 
kirchliche Auftrag darf durch die Offenlegung 
nicht gefährdet werden.	

(3)	 ¹Personenbezogene Daten, die für Zwecke der 
Forschung oder Statistik verarbeitet werden, 
sind zu anonymisieren, sobald dies nach dem 
Forschungs- oder Statistikzweck möglich ist. Bis 
dahin sind die Merkmale gesondert zu verarbei-
ten, mit denen Einzelangaben über persönliche 
oder sachliche Verhältnisse einer identifizierten 
oder identifizierbaren Person zugeordnet wer-
den können. ²Sie dürfen mit den Einzelangaben 
nur zusammengeführt werden, soweit der For-
schungs- oder Statistikzweck dies erfordert.	

(4)	 ¹Die Veröffentlichung personenbezogener Da-
ten, die zum Zwecke wissenschaftlicher oder 
historischer Forschung oder der Statistik über-
mittelt wurden, ist nur mit Zustimmung der über-
mittelnden kirchlichen Stelle zulässig. ²Die Zu-
stimmung kann erteilt werden, wenn	

a)	 die betroffene Person eingewilligt hat oder
b)	 dies für die Darstellung von Forschungser-

gebnissen über Ereignisse der Zeitgeschich-
te unerlässlich ist, es sei denn, dass Grund 
zu der Annahme besteht, dass durch die Ver-
öffentlichung der Auftrag der Kirche gefähr-
det würde oder schutzwürdige Interessen 
der betroffenen Person überwiegen. 

(5)	 Für die Archivierung von Unterlagen kirchlicher 
Stellen im Sinne des § 3 gilt die Anordnung über 
die kirchlichen Archive (KAO) in der jeweils gel-
tenden Fassung.

§ 54a Verarbeitung personenbezogener Daten zur in-
stitutionellen Aufarbeitung sexualisierter Gewalt und 
anderer Formen des Missbrauchs

¹An der institutionellen Aufarbeitung sexualisierter 
Gewalt und anderer Formen des Missbrauchs besteht 
ein überragendes kirchliches Interesse. ²Personenbe-
zogene Daten dürfen zum Zwecke der institutionellen 
Aufarbeitung sexualisierter Gewalt nach Maßgabe 
dieses Gesetzes und auf Grundlage spezifischer di-
özesaner Bestimmungen verarbeitet werden, die die 
Offenlegung von personenbezogenen Daten von sexu-
ellem Missbrauch betroffener Personen für Aufarbei-
tungs- und Forschungszwecke durch Auskunft oder 
Einsicht in Unterlagen ausdrücklich regeln, darunter 
auch Regelungen, die Auskunft oder Einsicht in Unter-
lagen lediglich im Falle einer Einwilligung betroffener 
Personen zulassen.
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§ 55 Verarbeitung personenbezogener Daten durch 
die Medien

(1)	 ¹Soweit personenbezogene Daten von kirch-
lichen Stellen ausschließlich zu eigenen jour-
nalistisch-redaktionellen oder literarischen 
Zwecken verarbeitet werden, gelten von den 
Vorschriften dieses Gesetzes nur die §§ 5, 26 
und 50. ²Soweit personenbezogene Daten zur 
Herausgabe von Adressen-, Telefon- oder ver-
gleichbaren Verzeichnissen verarbeitet werden, 
gilt Satz 1 nur, wenn mit der Herausgabe zu-
gleich eine journalistisch-redaktionelle oder lite-
rarische Tätigkeit verbunden ist.

(2)	 Führt die journalistisch-redaktionelle Verarbei-
tung personenbezogener Daten zur Veröffentli-
chung von Gegendarstellungen der betroffenen 
Person, so sind diese Gegendarstellungen zu 
den gespeicherten Daten zu nehmen und für 
dieselbe Zeitdauer aufzubewahren wie die Da-
ten selbst.

(3)	 ¹Wird jemand durch eine Berichterstattung in 
seinem Persönlichkeitsrecht beeinträchtigt, so 
kann er oder sie Auskunft über die der Bericht-
erstattung zugrunde liegenden, zu seiner Person 
gespeicherten Daten verlangen. ²Die Auskunft 
kann verweigert werden, soweit aus den Daten 
auf die berichtenden oder einsendenden Perso-
nen oder die Gewährsleute von Beiträgen, Unter-
lagen und Mitteilungen für den redaktionellen 
Teil geschlossen werden kann. ³Die betroffene 

Person kann die Berichtigung unrichtiger Daten 
verlangen.

Kapitel 9 Übergangs- und Schlussbestimmungen

§ 56 Ermächtigungen

Die zur Durchführung dieses Gesetzes erforder-
lichen Regelungen trifft der Generalvikar. Er legt 
insbesondere fest:

a)	 den Inhalt eines Musters der schriftlichen 
Verpflichtungserklärung gemäß § 5 Satz 2 und

b)	 die technischen und organisatorischen Maß-
nahmen gemäß § 26.

§ 57 Übergangsbestimmungen

Bisherige Bestellungen der betrieblichen Daten-
schutzbeauftragten, deren Amtszeiten noch nicht 

abgelaufen sind, bleiben unberührt, soweit hierbei 
die Regelungen der §§ 36 ff. Beachtung finden. 

§ 58 Inkrafttreten

Dieses Gesetz tritt am 24. Mai 2018 in Kraft.

Bischöfliches Ordinariat

Nr. 16 Durchführungsverordnung zum Gesetz über 
den Kirchlichen Datenschutz (KDG-DVO)

Verordnung zur Änderung der Durchführungsverord-
nung zum Gesetz über den Kirchlichen Datenschutz 
(KDG-DVO-Änderungsverordnung)

Artikel 1 
Änderung der Durchführungsverordnung zum Gesetz 
über den Kirchlichen Datenschutz (KDG-DVO)

Die Durchführungsverordnung zum Gesetz über den 
Kirchlichen Datenschutz (KDG-DVO) in der Fassung 
des Beschlusses der Vollversammlung des Verban-
des der Diözesen Deutschlands vom 19. November 
2018 (Amtsblatt des Bistums Limburg 2019, S. 555 
ff.) wird aufgrund des Beschlusses der Vollversamm-
lung des Verbandes der Diözesen Deutschlands vom 
24. November 2025 wie folgt geändert:

1. Die Inhaltsübersicht wird wie folgt neu gefasst:
„Inhaltsübersicht

Kapitel 1
Verarbeitungstätigkeiten

§ 1 Verzeichnis von Verarbeitungstätigkeiten

Kapitel 2
Datengeheimnis

§ 2 Belehrung und Verpflichtung auf das Da-
tengeheimnis, Schulung
§ 3 Inhalt der Verpflichtungserklärung

Kapitel 3
Technische und organisatorische Maßnahmen

Abschnitt 1
Grundsätze und Maßnahmen

§ 4 Begriffsbestimmungen (IT-Systeme, Les-
barkeit)
§ 5 Grundsätze der Verarbeitung
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§ 6 Technische und organisatorische Maß-
nahmen
§ 7 Überprüfung
§ 8 Verarbeitung von Meldedaten in kirchli-
chen Rechenzentren

Abschnitt 2
Schutzbedarf und Risikoanalyse

§ 9	 Einordnung in Datenschutzklassen 
und Datenschutzniveau
§ 10 Risikoanalyse
§ 11 Datenschutzklasse I und Schutzniveau I
§ 12 Datenschutzklasse II und Schutzniveau 
II
§ 13 Datenschutzklasse III und Schutzniveau 
III
§ 14 Umgang mit personenbezogenen Da-
ten, die dem Beichtgeheimnis oder dem 
Seelsorgegeheimnis unterliegen

Kapitel 4
Maßnahmen des Verantwortlichen und des oder 
der Mitarbeitenden

§ 15 Maßnahmen des Verantwortlichen
§ 16 Maßnahmen des Verantwortlichen zur 
Datensicherung
§ 17 Maßnahmen des oder der Mitarbeiten-
den

Kapitel 5
Besondere Gefahrenlagen

§ 18 Nutzung von Cloud-Diensten 
§ 19 Autorisierte Programme
§ 20 Nutzung dienstlicher IT-Systeme zu 
auch privaten Zwecken
§ 21 Nutzung privater IT-Systeme zu dienst-
lichen Zwecken
§ 22 Externe Zugriffe, Auftragsverarbeitung
§ 23 Verschrottung und Vernichtung von 
IT-Systemen, Abgabe von IT-Systemen zur 
weiteren Nutzung
§ 24 Passwortlisten der Systemverwaltung
§ 25 Übermittlung personenbezogener Da-
ten per Fax
§ 26 Sonstige Formen der Übermittlung per-
sonenbezogener Daten
§ 27 Kopier-/Scangeräte

Kapitel 6
Übergangs- und Schlussbestimmungen

§ 28 Inkrafttreten“

2. § 1 wird wie folgt geändert:

a)	 In Absatz 1 werden nach dem Wort „dem“ die 
Wörter „oder der“ und nach dem Wort „sol-
cher“ die Wörter „oder eine solche“ angefügt. 

b)	 Der bisherige Absatz 2 wird ersatzlos gestri-
chen. 

c)	 Der bisherige Absatz 3 wird Absatz 2.
d)	 Der bisherige Absatz 4 wird ersatzlos gestri-

chen.
e)	 Der bisherige Absatz 5 wird Absatz 3. 
f)	 Absatz 3 Satz 3 wird wie folgt neu gefasst: 

„Die Überprüfung sowie die Aktualisierung 
sind in geeigneter Weise zu dokumentieren.“

3. § 2 wird wie folgt geändert: 

a)	 In der Überschrift werden nach dem Wort 
„Datengeheimnis“ ein Komma sowie das 
Wort „Schulung“ angefügt.

b)	 In Absatz 1 wird der Klammerzusatz wie 
folgt neu gefasst: „(Mitarbeitende im Sinne 
dieser Durchführungsverordnung, im Folgen-
den: Mitarbeitende)“.

c)	 In Absatz 2 Satz 1 wird das Wort „Mitarbei-
ter“ durch das Wort „Mitarbeitenden“ ersetzt. 

d)	 In Absatz 2 Satz 3 wird das Wort „Mitarbei-
tern“ durch das Wort „Mitarbeitenden“ er-
setzt.

e)	 In Absatz 3 wird das Wort „Mitarbeiter“ er-
setzt durch das Wort „Mitarbeitenden“.

f)	 In Absatz 4 werden die Wörter „der Mitarbei-
ter“ durch die Wörter „der Mitarbeitenden“ 
und die Wörter „den Mitarbeiter“ durch die 
Wörter „den Mitarbeitenden oder die Mitar-
beitende“ ersetzt. 

g)	 In Absatz 5 Satz 1 wird das Wort „Mitarbei-
ter“ durch das Wort „Mitarbeitenden“ ersetzt.

h)	 In Absatz 5 Satz 2 werden die Wörter „des je-
weiligen Mitarbeiters“ durch die Wörter „des 
oder der jeweiligen Mitarbeitenden“ ersetzt. 

i)	 In Absatz 5 Satz 3 werden nach dem Wort 
„Dieser“ die Wörter „oder diese“ angefügt. 

j)	 In Absatz 6 werden nach dem Wort „Daten-
geheimnis“ die Wörter „gemäß § 5 KDG“ an-
gefügt. 

k)	 Es wird folgender Absatz 7 angefügt:

„Die Mitarbeitenden sind regelmäßig zu 
schulen.“
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4. § 3 wird wie folgt geändert:

a)	 In Absatz 1 erster Halbsatz wird das Wort 
„Mitarbeiters“ durch die Wörter „oder der 
Mitarbeitenden“ ersetzt.

b)	 In Absatz 1 Buchstabe a) wird das Wort „Mit-
arbeiters“ durch die Wörter „oder der Mitar-
beitenden“ ersetzt.

c)	 In Absatz 1 Buchstabe b) werden das Wort 
„Mitarbeiter“ durch die Wörter „oder die Mit-
arbeitende“ ersetzt und nach dem Wort „sei-
ner“ die Wörter „oder ihrer“ angefügt. 

d)	 In Absatz 1 Buchstabe c) wird das Wort „Mit-
arbeiters“ durch die Wörter „oder der Mitar-
beitenden“ ersetzt.

e)	 In Absatz 1 Buchstabe d) werden das Wort 
„Mitarbeiter“ durch die Wörter „oder die Mit-
arbeitende“ ersetzt und nach dem Wort „sei-
ner“ die Wörter „oder ihrer“ angefügt.

f)	 In Absatz 2 wird das Wort „Mitarbeiter“ durch 
die Wörter „oder der Mitarbeitenden“ ersetzt. 

g)	 Der bisherige Absatz 3 Satz 2 wird ersatzlos 
gestrichen. 

5. § 4 wird wie folgt neu gefasst:

„§ 4 Begriffsbestimmungen

(IT-Systeme, Lesbarkeit)
(1)	 IT-Systeme im Sinne dieser Durchführungsver-

ordnung sind sämtliche technischen Einrich-
tungen, mittels derer personenbezogene Daten 
automatisiert verarbeitet werden.

(2)	 IT-Systeme sind insbesondere
a)	 hardwarebasierte IT-Komponenten (elektro-

nische Geräte wie Server, Arbeitsplatzrech-
ner, mobile Endgeräte, eingebettete Syste-
me (z.B. IoT) oder vergleichbare technische 
Komponenten, die einzeln oder im Verbund 
betrieben werden können),

b)	 Softwarelösungen (lokal installierte oder 
netzwerkgestützte Programme und Anwen-
dungen einschließlich betriebssystemnaher 
Software und Anwendungssoftware, die un-
mittelbar oder mittelbar an der Verarbeitung 
personenbezogener Daten beteiligt sind),

c)	 cloudbasierte Systeme und Dienste (Bereit-
stellungsformen wie Software as a Service 
(SaaS), Platform as a Service (PaaS) oder 
Infrastructure as a Service (IaaS), die über 
netzwerkbasierte Umgebungen (insbeson-
dere Internet oder Intranet) zugänglich sind 

und zur Datenverarbeitung eingesetzt wer-
den).

(3)	 Unter Lesbarkeit im Sinne dieser Durchführungs-
verordnung ist die Möglichkeit zur vollständigen 
oder teilweisen Wiedergabe des Informations-
gehalts von personenbezogenen Daten zu ver-
stehen.“

6. § 6 wird wie folgt geändert:

a)	 In Absatz 1 Buchstabe b) wird der Klammer-
zusatz wie folgt neu gefasst: „(z. B. durch 
Verschlüsselung mit geeigneten Verschlüs-
selungsverfahren; das Verschlüsselungsver-
fahren ist dem aktuellen Stand der Technik 
und dem jeweiligen Sicherheitsbedarf ent-
sprechend angemessen auszuwählen)“.

b)	 In Absatz 2 werden nach dem Wort „Form“ 
die Wörter „unabhängig vom Ort der Verar-
beitungstätigkeit“ angefügt. 

c)	 In Absatz 2 Buchstabe a) werden nach dem 
Wort „IT-Systemen“ die Wörter „im Sinne des 
§ 4 Absatz 2 Nr. 1“ angefügt. 

d)	 Absatz 2 Buchstabe b) wird wie folgt neu 
gefasst: 
„¹Es ist zu verhindern, dass IT-Systeme und 
Benutzerzugänge von Unbefugten genutzt 
werden können (Zugangskontrolle). ²Zum 
Schutz personenbezogener Daten und zur 
Vermeidung von Identitätsdiebstahl sind 
geeignete technische und organisatorische 
Maßnahmen nach dem jeweiligen Stand der 
Technik zu ergreifen. ³Dies gilt insbesonde-
re für Datenverarbeitungen außerhalb eines 
geschlossenen und gesicherten Netzwerks.“

e)	 In Absatz 2 Buchstabe i) wird nach dem Wort 
„erhobene“ das Wort „personenbezogene“ 
angefügt. 

f)	 Nach Absatz 2 Buchstabe j) wird folgender 
Buchstabe k) angefügt: 
„Bei der Auswahl von IT-Systemen, insbeson-
dere von Softwarelösungen, ist dem Grund-
satz der Datenminimierung angemessen 
Rechnung zu tragen.“

g)	 Absatz 3 wird wie folgt neu gefasst:
„Absatz 2 gilt entsprechend für die Verar-
beitung personenbezogener Daten in nicht 
automatisierter Form.“

7. § 7 Absatz 2 wird wie folgt neu gefasst:

„¹Insbesondere die Vorlage eines anerkannten 
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Zertifikats gemäß § 26 Absatz 4 KDG durch den 
Verantwortlichen, welches sich an Veröffentli-
chungen des Bundesamtes für Sicherheit in der 
Informationstechnik (BSI) orientiert, ist als Nach-
weis zulässig. ²Abweichend von Satz 1 kann auch 
eine Orientierung an anderen Regelungen erfol-
gen, die einen vergleichbaren Schutzstandard 
gewährleisten (insbesondere ISO/IEC 27001).“

8. § 8 Absatz 2 wird wie folgt geändert:

Das Wort „Vorschrift“ wird durch das Wort 
„Durchführungsverordnung“ ersetzt.

9. § 9 wird wie folgt neu gefasst:

„§ 9 Einordnung in Datenschutzklassen und Da-
tenschutzniveau

(1)	 Unter Berücksichtigung der Art der zu ver-
arbeitenden personenbezogenen Daten und 
des Ausmaßes der möglichen Gefährdung 
personenbezogener Daten hat eine Einord-
nung in eine der in §§ 11 bis 13 genannten 
drei Datenschutzklassen zu erfolgen. 

(2)	 Bei der Einordnung personenbezogener 
Daten in eine Datenschutzklasse sind auch 
der Zusammenhang mit anderen gespei-
cherten Daten, der Zweck ihrer Verarbeitung 
und das anzunehmende Interesse an einer 
missbräuchlichen Verwendung der Daten 
zu berücksichtigen.

(3)	 ¹Die Einordnung erfolgt durch den Verant-
wortlichen; sie soll in der Regel bei Erstel-
lung des Verzeichnisses von Verarbeitungs-
tätigkeiten vorgenommen werden. ²Der 
oder die betriebliche Datenschutzbeauf-
tragte soll angehört werden.

(4)	 ¹In begründeten Einzelfällen kann der Ver-
antwortliche eine abweichende Einordnung 
vornehmen. ²Die Gründe sind zu dokumen-
tieren. ³Erfolgt eine Einordnung in eine nied-
rigere Datenschutzklasse, ist zuvor der oder 
die betriebliche Datenschutzbeauftragte 
anzuhören.

(5)	 Erfolgt keine Einordnung, gilt automatisch 
die Datenschutzklasse III, sofern nicht die 
Voraussetzungen des § 14 vorliegen.

(6)	 Die Einordnung in eine der nachfolgend ge-
nannten Datenschutzklassen erfordert die 
Einhaltung des dieser Datenschutzklasse 
entsprechenden Schutzniveaus und die 
Einhaltung der dort beschriebenen Mindest-
maßnahmen.

(7)	 Erfolgt die Verarbeitung durch einen Auf-
tragsverarbeiter, ist der Verantwortliche 
verpflichtet, sich in geeigneter Weise, ins-
besondere durch persönliche Überprüfung 
oder Vorlage von Nachweisen, von dem 
Bestehen des der jeweiligen Datenschutz-
klasse entsprechenden Schutzniveaus zu 
überzeugen.“

10. § 10 wird wie folgt neu gefasst:

„§ 10 Risikoanalyse

(1)	 Die den individuellen Gegebenheiten ent-
springenden Risiken sind vom Verantwort-
lichen anhand einer Risikoanalyse festzu-
stellen. 

(2)	 ¹Für eine Analyse der möglichen Risiken 
für die Rechte und Freiheiten natürlicher 
Personen, die mit der Verarbeitung perso-
nenbezogener Daten verbunden sind, sind 
objektive Kriterien zu entwickeln und anzu-
wenden. ²Hierzu zählen insbesondere die 
Eintrittswahrscheinlichkeit und die Schwere 
eines Schadens für die betroffene Person. 
³Zu berücksichtigen sind auch Risiken, die 
durch – auch unbeabsichtigte oder unrecht-
mäßige – Vernichtung, durch Verlust, Ver-
änderung, unbefugte Offenlegung von oder 
unbefugten Zugang zu personenbezogenen 
Daten entstehen.

(3)	 Die identifizierten Risiken sind durch ent-
sprechende Maßnahmen im Einklang mit 
§ 6 zu behandeln.“

11. § 11 wird wie folgt geändert:

a)	 Absatz 2 Buchstabe b) wird wie folgt neu 
gefasst:
„¹Die Anmeldung am IT-System ist nur nach 
Eingabe eines geeigneten benutzerdefinier-
ten Passwortes oder unter Verwendung 
eines anderen, dem aktuellen Stand der 
Technik und dem jeweiligen Sicherheitsbe-
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darf entsprechenden Authentifizierungsver-
fahrens zulässig. ²In sicherheitskritischen 
Bereichen oder bei Zugriffen außerhalb ge-
sicherter Netze ist insbesondere der Einsatz 
von Mehr-Faktor-Authentifizierungsverfahren 
(z.B. Kombination aus Passwort und Einmal-
code, Hardware-Token oder biometrischen 
Verfahren) vorzusehen.“

b)	 Absatz 2 Buchstabe c) wird wie folgt neu 
gefasst:
„Sicherungskopien von Daten sind nach 
aktuellem Stand der Technik mit geeigne-
ten Maßnahmen vor unbefugtem Zugriff zu 
schützen.“

12. § 12 wird wie folgt geändert: 

a)	 Absatz 2 Buchstabe a) wird wie folgt neu 
gefasst:
„¹Die Anmeldung am IT-System ist nur nach 
Eingabe eines geeigneten benutzerdefinier-
ten Passwortes zulässig, das ausreichend 
komplex gewählt werden muss und dessen 
Erneuerung nach dem jeweiligen Sicherheits-
bedarf erfolgt. ²Alternativ ist die Verwen-
dung eines anderen, dem aktuellen Stand der 
Technik und dem jeweiligen Sicherheitsbe-

darf entsprechenden Authentifizierungsver-
fahrens zulässig.“

b)	 In Absatz 2 Buchstabe b) wird nach Satz 1 
folgender Satz 2 angefügt:
„Zu diesem Zweck sind geeignete techni-
sche Maßnahmen wie beispielsweise ein 
Boot-Schutz umzusetzen.“

c)	 In Absatz 2 Buchstabe d) Satz 2 werden 
nach dem Wort „dem“ die Wörter „oder der“ 
angefügt. 

13. § 14 wird wie folgt geändert:

a)	 Die Überschrift wird wie folgt neu gefasst: 
„Umgang mit personenbezogenen Daten, die 
dem Beichtgeheimnis oder dem Seelsorge-
geheimnis unterliegen“

b)	 In Absatz 1 werden die Wörter „Beicht- oder 
Seelsorgegeheimnis“ ersetzt durch die Wör-
ter „Beichtgeheimnis oder dem Seelsorge-
geheimnis“. 

c)	 Absatz 5 wird wie folgt neu gefasst:
„Erfolgt die Seelsorge außerhalb eines ge-
schlossenen Netzwerkes, sind geeignete, 
erforderlichenfalls über das Schutzniveau 

der Datenschutzklasse III hinausgehende, 
technische und organisatorische Maßnah-
men nach dem aktuellen Stand der Technik 
zu treffen.“

14. Die Überschrift von Kapitel 4 wird wie folgt ge-
ändert: 

Das Wort „Mitarbeiters“ wird ersetzt durch die 
Wörter „oder der Mitarbeitenden“. 

15. § 15 wird wie folgt geändert:

a)	 In Absatz 3 werden die Wörter „seine Mitar-
beiter“ ersetzt durch die Wörter „die Mitar-
beitenden“.

b)	 In Absatz 4 wird der Klammerzusatz „(Daten-
schutzkonzept)“ ersatzlos gestrichen.

c)	 In Absatz 6 Satz 1 wird das Wort „Mitarbei-
ter“ durch das Wort „Mitarbeitende“ ersetzt. 

d)	 In Absatz 6 Satz 2 werden hinter dem Wort 
„Datenschutzbeauftragten“ die Wörter „oder 
die betriebliche Datenschutzbeauftragte“ an-
gefügt.

16. § 17 wird wie folgt geändert:

a)	 Die Überschrift wird wie folgt neu gefasst: 
„Maßnahmen des oder der Mitarbeitenden“

b)	 In Satz 1 werden die Wörter „jeder Mitarbei-
ter“ ersetzt durch die Wörter „jeder und jede 
Mitarbeitende“. 

c)	 In Satz 2 werden hinter dem Wort „ihm“ die 
Wörter „oder ihr“ angefügt. 

17. In Kapitel 5 wird folgender § 18 neu eingefügt:

„§ 18 Nutzung von Cloud-Diensten

Für die Verarbeitung personenbezogener Daten 
mit einem Cloud-Dienst gilt ergänzend zu den 
Vorschriften der §§ 5 ff

(1)	 Es sind primär bereits geprüfte und freige-
gebene Cloud-Dienste zu nutzen.

(2)	 ¹Vor der Nutzung anderer Cloud-Dienste ist 
anhand nachfolgender Aspekte zu prüfen, 
ob die erforderlichen Sicherheitsanforde-
rungen erfüllt werden. ²Folgende Aspekte 
können ein erhöhtes Risiko darstellen:

a)	 ungeplante vorzeitige Vertragsbeendi-
gung durch den Diensteanbieter,
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b)	 unzureichend gesicherte administrative 
Zugänge,

c)	 mangelnde Portabilität von personenbe-
zogenen Daten und IT-Systemen,

d)	 generelle Abhängigkeit vom Cloud-Dien-
steanbieter mangels Wechselmöglich-
keit,

e)	 Gefährdung der Integrität von Informa-
tionen aufgrund herstellerspezifischer 
Datenformate,

f)	 gemeinsame Nutzung der Cloud-Infra-
struktur durch mehrere Kunden,

g)	 Unkenntnis über den Speicherort der 
Informationen,

h)	 hohe Mobilität der Informationen sowie
i)	 unbefugter Zugriff auf Informationen 

beispielsweise durch Administrations-
personal des Cloud-Diensteanbieters 
oder Dritte.

(3)	 Vor der Nutzung des Cloud-Dienstes ist in Ab-
hängigkeit von der Risikoanalyse eine Exit-Stra-
tegie zu definieren (z. B. Datenlöschung, Daten-
übertragung).“

18. Der bisherige § 18 wird § 19.

19. Der bisherige § 19 wird § 20.

20. Der bisherige § 20 wird § 21.

21. Der neue § 21 wird wie folgt geändert: 

a)	 In Absatz 2 Satz 1 Buchstabe b) wird das 
Wort „Mitarbeiters“ ersetzt durch die Wörter 
„oder der Mitarbeitenden“.

b)	 In Absatz 2 Satz 2 werden die Wörter „betref-
fenden Mitarbeiter“ ersetzt durch die Wörter 
„oder der betreffenden Mitarbeitenden“. 

c)	 In Absatz 3 wird das Wort „Mitarbeitern“ er-
setzt durch das Wort „Mitarbeitenden“.

d)	 Absatz 4 wird wie folgt neu gefasst:
„¹Die Weiterleitung dienstlicher personenbe-
zogener Daten auf private E-Mail-Konten ist 
unzulässig. ²Dies gilt auch für personalisier-
te E-Mail-Adressen. ³Ausnahmeregelungen 
können von dem Verantwortlichen getroffen 
werden, soweit das datenschutzrechtliche 
Schutzniveau, insbesondere nach dem KDG 
oder dieser Durchführungsverordnung, nicht 
unterschritten wird.“

e)	 Nach Absatz 4 wird folgender Absatz 5 neu 
angefügt:
„Der oder die Mitarbeitende hat sicherzustel-
len, dass unberechtigte Dritte, insbesondere 
Familienmitglieder, keinen Zugriff auf dienst-
liche personenbezogene Daten haben.“

22. Der bisherige § 21 wird § 22.

23. Im neuen § 22 wird Absatz 5 wie folgt neu gefasst:

„¹Eine Fernwartung von IT-Systemen darf darüber 
hinaus nur erfolgen, wenn der Beginn aktiv sei-
tens des Auftraggebers eingeleitet wurde, über 
sichere Verbindungen erfolgt und die Fernwar-
tung systemseitig protokolliert wird. ²Im Falle der 
Einbeziehung externer Dienstleister sind auch die 
datenschutzrechtlichen Anforderungen und Ver-
antwortlichkeiten sowie technische Schutzmaß-
nahmen vertraglich zu regeln.“

24. Der bisherige § 22 wird § 23.

25. Der neue § 23 wird wie folgt geändert:

In Absatz 1 Satz 1 werden nach dem Wort „IT-
Systemen“ die Wörter „im Sinne des § 4 Absatz 
2 Nr. 1 dieser Verordnung“ angefügt.

26. Der bisherige § 23 wird § 24.

27. Der bisherige § 24 wird § 25.

28. Der neue § 25 wird wie folgt neu gefasst:

„§ 25 Übermittlung personenbezogener Daten 
per Fax

¹Die Übermittlung personenbezogener Daten per 
Fax ist grundsätzlich unzulässig. ²In spezifischen 
Bestimmungen können Ausnahmen, insbesonde-
re Übergangsbestimmungen, vorgesehen werden; 
dabei sind die Vorschriften der §§ 5 ff. und die 
jeweils aktuellen Sicherheitsstandards zu beach-
ten.“ 

29. Der bisherige § 25 wird § 26.
30. Im neuen § 26 wird in Absatz 1 nach Satz 1 fol-
gender Satz 2 angefügt:

„Das Verschlüsselungsverfahren ist dem ak-
tuellen Stand der Technik und dem jeweiligen 
Sicherheitsbedarf entsprechend angemessen 
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auszuwählen.“
31.Der bisherige § 26 wird § 27.

32. Der neue § 27 wird wie folgt geändert:

Das Wort „Mitarbeiter“ wird ersetzt durch das 
Wort „Mitarbeitende“. 

33. Der bisherige § 27 wird ersatzlos gestrichen.

34. § 28 wird wie folgt neu gefasst:

„§ 28 Inkrafttreten

Diese Durchführungsverordnung tritt zum 
1. März 2019 in Kraft.“	

Artikel 2
Inkrafttreten

Diese Änderungsverordnung tritt am 1. März 2026 in 
Kraft.

Limburg, 20. Januar 2026		  Dr. Wolfgang Pax
Az.: 555/70989/26/01/3		  Generalvikar

Thomas Schön
Notar der Kurie

Lesefassung

Durchführungsverordnung zum Gesetz über den 
Kirchlichen Datenschutz (KDG-DVO)

in der Fassung des Beschlusses der Vollversamm-
lung des Verbandes der Diözesen Deutschlands 
vom 19. November 2018, geändert durch Beschluss 
der Vollversammlung des Verbandes der Diözesen 
Deutschlands vom 24. November 2025

Aufgrund des § 56 des Gesetzes über den Kirchli-
chen Datenschutz (KDG) vom 19. November 2018, 
veröffentlicht im Amtsblatt des Bistums Limburg vom 
11. März 2019, S. 555 ff, wird die folgende Durchfüh-
rungsverordnung zum KDG (KDG-DVO) erlassen:

Inhaltsübersicht

Kapitel 1
Verarbeitungstätigkeiten

§ 1Verzeichnis von Verarbeitungstätigkeiten

Kapitel 2
Datengeheimnis

§ 2 Belehrung und Verpflichtung auf das Daten-
geheimnis, Schulung
§ 3 Inhalt der Verpflichtungserklärung

Kapitel 3
Technische und organisatorische Maßnahmen

Abschnitt 1
Grundsätze und Maßnahmen

§ 4 Begriffsbestimmungen (IT-Systeme, Lesbar-
keit)
§ 5 Grundsätze der Verarbeitung
§ 6 Technische und organisatorische Maßnah-
men
§ 7 Überprüfung
§ 8 Verarbeitung von Meldedaten in kirchlichen 
Rechenzentren

Abschnitt 2
Schutzbedarf und Risikoanalyse

§ 9 Einordnung in Datenschutzklassen und Da-
tenschutzniveau
§ 10 Risikoanalyse
§ 11 Datenschutzklasse I und Schutzniveau I
§ 12 Datenschutzklasse II und Schutzniveau II
§ 13 Datenschutzklasse III und Schutzniveau III
§ 14 Umgang mit personenbezogenen Daten, 
die dem Beichtgeheimnis oder dem Seelsorge-
geheimnis unterliegen

Kapitel 4
Maßnahmen des Verantwortlichen und des oder der 
Mitarbeitenden

§ 15 Maßnahmen des Verantwortlichen
§ 16 Maßnahmen des Verantwortlichen zur Da-
tensicherung
§ 17 Maßnahmen des oder der Mitarbeitenden

Kapitel 5
Besondere Gefahrenlagen

§ 18 Nutzung von Cloud-Diensten 
§ 19 Autorisierte Programme
§ 20 Nutzung dienstlicher IT-Systeme zu auch 
privaten Zwecken
§ 21 Nutzung privater IT-Systeme zu dienstlichen 
Zwecken
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§ 22 Externe Zugriffe, Auftragsverarbeitung
§ 23 Verschrottung und Vernichtung von IT-Sys-
temen, Abgabe von IT-Systemen zur weiteren 
Nutzung
§ 24 Passwortlisten der Systemverwaltung
§ 25 Übermittlung personenbezogener Daten per 
Fax
§ 26 Sonstige Formen der Übermittlung perso-
nenbezogener Daten
§ 27 Kopier-/Scangeräte

Kapitel 6
Übergangs- und Schlussbestimmungen

§ 28 Inkrafttreten

Kapitel 1
Verarbeitungstätigkeiten

§ 1 Verzeichnis von Verarbeitungstätigkeiten

(1)	 Das vom Verantwortlichen gemäß § 31 Absatz 
1 bis Absatz 3 KDG zu führende Verzeichnis 
von Verarbeitungstätigkeiten ist dem oder der 
betrieblichen Datenschutzbeauftragten, sofern 
ein solcher oder eine solche benannt wurde, vor 
Beginn der Verarbeitung von personenbezoge-
nen Daten und auf entsprechende Anfrage der 

Datenschutzaufsicht auch dieser unverzüglich 
zur Verfügung zu stellen. 

(2)	 Sofern die zuständige Datenschutzaufsicht ein 
Muster für ein Verzeichnis von Verarbeitungstä-
tigkeiten gemäß § 31 KDG zur Verfügung stellt, 
bildet dieses grundsätzlich den Mindeststan-
dard. 

(3)	 ¹Das Verzeichnis ist bei jeder Veränderung eines 
Verfahrens zu aktualisieren. ²Im Übrigen ist es 
in regelmäßigen Abständen von höchstens zwei 
Jahren einer Überprüfung durch den Verantwort-
lichen zu unterziehen und bei Bedarf zu aktua-
lisieren. ³Die Überprüfung sowie die Aktualisie-
rung sind in geeigneter Weise zu dokumentieren.

Kapitel 2
Datengeheimnis

§ 2 Belehrung und Verpflichtung auf das Datenge-
heimnis, Schulung

(1)	 Zu den bei der Verarbeitung personenbezogener 
Daten tätigen Personen im Sinne des § 5 KDG 
gehören die in den Stellen gemäß §3 Absatz 1 
KDG Beschäftigten im Sinne des § 4 Ziffer 24. 
KDG sowie die dort ehrenamtlich tätigen Perso-
nen (Mitarbeitende im Sinne dieser Durchfüh-
rungsverordnung, im Folgenden: Mitarbeitende).

(2)	 ¹Durch geeignete Maßnahmen sind die Mitar-
beitenden mit den Vorschriften des KDG sowie 
den anderen für ihre Tätigkeit geltenden Daten-
schutzvorschriften vertraut zu machen. ²Dies 
geschieht im Wesentlichen durch Hinweis auf 
die für den Aufgabenbereich der Person wesent-
lichen Grundsätze und Erfordernisse und im Üb-
rigen durch Bekanntgabe der entsprechenden 
Regelungstexte in der jeweils gültigen Fassung. 
³Das KDG und diese Durchführungsverordnung 
sowie die sonstigen Datenschutzvorschriften 
werden zur Einsichtnahme und etwaigen Aus-
leihe bereitgehalten oder elektronisch zur Ver-
fügung gestellt; dies ist den Mitarbeitenden in 
geeigneter Weise mitzuteilen.

(3)	 Ferner sind die Mitarbeitenden zu belehren über

a)	 die Verpflichtung zur Beachtung der in Ab-
satz 2 genannten Vorschriften bei der Verar-
beitung personenbezogener Daten,

b)	 mögliche rechtliche Folgen eines Verstoßes 
gegen das KDG und andere für ihre Tätigkeit 
geltende Datenschutzvorschriften,

c)	 das Fortbestehen des Datengeheimnisses 
nach Beendigung der Tätigkeit bei der Da-
tenverarbeitung.

(4)	 Bei einer wesentlichen Änderung des KDG oder 
anderer für die Tätigkeit der Mitarbeitenden gel-
tender Datenschutzvorschriften sowie bei Auf-
nahme einer neuen Tätigkeit durch den Mitarbei-
tenden oder die Mitarbeitende hat insoweit eine 
erneute Belehrung zu erfolgen.

(5)	 ¹Die Mitarbeitenden haben in nachweisbar do-
kumentierter Form eine Verpflichtungserklärung 
gemäß § 3 abzugeben. ²Diese Verpflichtungser-
klärung wird zu der Personalakte bzw. den Un-
terlagen des oder der jeweiligen Mitarbeitenden 
genommen. ³Dieser oder diese erhält eine Aus-
fertigung der Erklärung.
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(6)	 Die Verpflichtung auf das Datengeheimnis ge-
mäß § 5 KDG erfolgt durch den Verantwortlichen 
oder einen von ihm Beauftragten.

(7)	 Die Mitarbeitenden sind regelmäßig zu schulen.

§ 3 Inhalt der Verpflichtungserklärung

(1)	 Die gemäß § 2 Absatz 5 nachweisbar zu doku-
mentierende Verpflichtungserklärung des oder 
der Mitarbeitenden gemäß § 5 Satz 2 KDG hat 
zum Inhalt

a)	 Angaben zur Identifizierung des oder der Mit-
arbeitenden (Vorname, Zuname, Beschäfti-
gungsdienststelle, Personalnummer sowie, 
sofern Personalnummer nicht vorhanden, 
Geburtsdatum und Anschrift), 

b)	 die Bestätigung, dass der oder die Mitarbei-
tende auf die für die Ausübung seiner oder 
ihrer Tätigkeit spezifisch geltenden Bestim-
mungen und im Übrigen auf die allgemeinen 
datenschutzrechtlichen Regelungen in den 
jeweils geltenden Fassungen sowie auf die 
Möglichkeit der Einsichtnahme und Ausleihe 
dieser Texte hingewiesen wurde,

c)	 die Verpflichtung des oder der Mitarbeiten-
den, das KDG und andere für seine Tätigkeit 
geltende Datenschutzvorschriften in den 
jeweils geltenden Fassungen sorgfältig ein-
zuhalten,

d)	 die Bestätigung, dass der oder die Mitarbei-
tende über rechtliche Folgen eines Versto-
ßes gegen das KDG sowie gegen sonstige 
für die Ausübung seiner oder ihrer Tätigkeit 
spezifisch geltende Bestimmungen belehrt 
wurde.

(2)	 Die Verpflichtungserklärung ist von dem oder 
der Mitarbeitenden unter Angabe des Ortes und 
des Datums der Unterschriftsleistung zu unter-
zeichnen oder auf eine andere dem Verfahren 
angemessene Weise zu signieren. 

(3)	 Sofern die zuständige Datenschutzaufsicht ein 
Muster einer Verpflichtungserklärung zur Verfü-
gung stellt, bildet dieses den Mindeststandard. 

Kapitel 3
Technische und organisatorische Maßnahmen

Abschnitt 1 
Grundsätze und Maßnahmen

§ 4 Begriffsbestimmungen (IT-Systeme, Lesbarkeit)

(1)	 IT-Systeme im Sinne dieser Durchführungsver-
ordnung sind sämtliche technischen Einrich-
tungen, mittels derer personenbezogene Daten 
automatisiert verarbeitet werden.

(2)	 IT-Systeme sind insbesondere

a)	 hardwarebasierte IT-Komponenten (elektro-
nische Geräte wie Server, Arbeitsplatzrech-
ner, mobile Endgeräte, eingebettete Syste-
me (z.B. IoT) oder vergleichbare technische 
Komponenten, die einzeln oder im Verbund 
betrieben werden können),

b)	 Softwarelösungen (lokal installierte oder 
netzwerkgestützte Programme und Anwen-
dungen einschließlich betriebssystemnaher 
Software und Anwendungssoftware, die un-
mittelbar oder mittelbar an der Verarbeitung 
personenbezogener Daten beteiligt sind),

c)	 cloudbasierte Systeme und Dienste (Bereit-
stellungsformen wie Software as a Service 
(SaaS), Platform as a Service (PaaS) oder 
Infrastructure as a Service (IaaS), die über 
netzwerkbasierte Umgebungen (insbeson-
dere Internet oder Intranet) zugänglich sind 
und zur Datenverarbeitung eingesetzt wer-
den).

(3)	 Unter Lesbarkeit im Sinne dieser Durchführungs-
verordnung ist die Möglichkeit zur vollständigen 
oder teilweisen Wiedergabe des Informations-
gehalts von personenbezogenen Daten zu ver-
stehen.

§ 5 Grundsätze der Verarbeitung

(1)	 Der Verantwortliche hat sicher zu stellen, dass 
bei der Verarbeitung personenbezogener Daten 
durch innerbetriebliche Organisation und mittels 
technischer und organisatorischer Maßnahmen 

die Einhaltung des Datenschutzes gewährleistet 
wird.

(2)	 Die Verarbeitung personenbezogener Daten auf 
IT-Systemen darf erst erfolgen, wenn der Verant-
wortliche und der Auftragsverarbeiter die nach 
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dem KDG und dieser Durchführungsverordnung 
erforderlichen technischen und organisatori-
schen Maßnahmen zum Schutz dieser Daten 
getroffen haben.

§ 6 Technische und organisatorische Maßnahmen

(1)	 Je nach der Art der zu schützenden personenbe-
zogenen Daten sind unter Berücksichtigung von 
§§ 26 und 27 KDG angemessene technische 
und organisatorische Maßnahmen zu treffen, 
die geeignet sind,

a)	 zu verhindern, dass unberechtigt Rück-
schlüsse auf eine bestimmte Person ge-
zogen werden können (z.B. durch Pseu-
donymisierung oder Anonymisierung 
personenbezogener Daten),

b)	 einen wirksamen Schutz gegen eine unbe-
rechtigte Verarbeitung personenbezogener 
Daten insbesondere während ihres Über-
tragungsvorgangs herzustellen (z. B. durch 
Verschlüsselung mit geeigneten Verschlüs-
selungsverfahren; das Verschlüsselungsver-
fahren ist dem aktuellen Stand der Technik 
und dem jeweiligen Sicherheitsbedarf ent-
sprechend angemessen auszuwählen),

c)	 die Vertraulichkeit, Integrität, Verfügbarkeit 
und Belastbarkeit der Systeme und Dienste 
zum Schutz vor unberechtigter Verarbeitung 
auf Dauer zu gewährleisten und dadurch Ver-
letzungen des Schutzes personenbezogener 
Daten in angemessenem Umfang vorzubeu-
gen,

d)	 im Fall eines physischen oder technischen 
Zwischenfalls die Verfügbarkeit der perso-
nenbezogenen Daten und den Zugang zu 
ihnen rasch wiederherzustellen (Wiederher-
stellung).

(2)	 Im Einzelnen sind für die Verarbeitung perso-
nenbezogener Daten in elektronischer Form 
unabhängig vom Ort der Verarbeitungstätigkeit 
insbesondere folgende Maßnahmen zu treffen:

a)	 Unbefugten ist der Zutritt zu IT-Systemen im 
Sinne des § 4 Absatz 2 Nr. 1, mit denen per-
sonenbezogene Daten verarbeitet werden, 
zu verwehren (Zutrittskontrolle).

b)	 ¹Es ist zu verhindern, dass IT-Systeme und 
Benutzerzugänge von Unbefugten genutzt 
werden können (Zugangskontrolle). ²Zum 
Schutz personenbezogener Daten und zur 

Vermeidung von Identitätsdiebstahl sind 
geeignete technische und organisatorische 
Maßnahmen nach dem jeweiligen Stand der 
Technik zu ergreifen. ³Dies gilt insbesonde-
re für Datenverarbeitungen außerhalb eines 
geschlossenen und gesicherten Netzwerks.

c)	 Die zur Benutzung eines IT- Systems Berech-
tigten dürfen ausschließlich auf die ihrer 
Zuständigkeit unterliegenden personenbe-
zogenen Daten zugreifen können; personen-
bezogene Daten dürfen nicht unbefugt gele-
sen, kopiert, verändert oder entfernt werden 
(Zugriffskontrolle).

d)	 Personenbezogene Daten sind auch wäh-
rend ihrer elektronischen Übertragung oder 
während ihres Transports oder ihrer Spei-
cherung auf Datenträgern gegen unbefug-
tes Auslesen, Kopieren, Verändern oder 
Entfernen durch geeignete Maßnahmen zu 
schützen.

e)	 ¹Es muss überprüft und festgestellt werden 
können, an welche Stellen eine Übermittlung 
personenbezogener Daten durch Einrichtun-
gen zur Datenübertragung erfolgt (Weiterga-
bekontrolle). ²Werden personenbezogene 
Daten außerhalb der vorgesehenen Daten-
übertragung weitergegeben, ist dies zu pro-
tokollieren.

f)	 ¹Es ist grundsätzlich sicher zu stellen, dass 
nachträglich überprüft und festgestellt wer-
den kann, ob und von wem personenbezoge-
ne Daten in IT-Systemen verarbeitet worden 
sind (Eingabekontrolle). ²Die Eingabekont-
rolle umfasst unbeschadet der gesetzlichen 
Aufbewahrungsfristen mindestens einen 
Zeitraum von sechs Monaten.

g)	 Personenbezogene Daten, die im Auftrag 
verarbeitet werden, dürfen nur entsprechend 
den Weisungen des Auftraggebers verarbei-
tet werden (Auftragskontrolle).

h)	 Es ist zu gewährleisten, dass personenbezo-
gene Daten gegen zufällige Zerstörung oder 
Verlust geschützt sind (Verfügbarkeitskon-
trolle).

i)	 Es ist zu gewährleisten, dass zu unterschied-
lichen Zwecken erhobene personenbezoge-
ne Daten getrennt verarbeitet werden (Tren-
nungsgebot).

j)	 Im Netzwerk- und im Einzelplatzbetrieb ist 
eine abgestufte Rechteverwaltung erforder-
lich. Anwender- und Administrationsrechte 
sind zu trennen. 

k)	 Bei der Auswahl von IT-Systemen, insbeson-
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dere von Softwarelösungen, ist dem Grund-
satz der Datenminimierung angemessen 
Rechnung zu tragen.

(3)	 Absatz 2 gilt entsprechend für die Verarbeitung 
personenbezogener Daten in nicht automatisier-
ter Form. 

§ 7 Überprüfung

(1)	 ¹Zur Gewährleistung der Sicherheit der Verar-
beitung sind die getroffenen technischen und 
organisatorischen Maßnahmen durch den Ver-
antwortlichen regelmäßig, mindestens jedoch 
im Abstand von jeweils zwei Jahren, auf ihre 
Wirksamkeit zu überprüfen. ²Zu diesem Zweck 
ist ein für die jeweilige kirchliche Stelle geeigne-
tes und angemessenes Verfahren zu entwickeln, 
welches eine verlässliche Bewertung des Ist-Zu-
standes und eine zweckmäßige Anpassung an 
den aktuellen Stand der Technik erlaubt. 

(2)	 ¹Insbesondere die Vorlage eines anerkannten 
Zertifikats gemäß § 26 Absatz 4 KDG durch 
den Verantwortlichen, welches sich an Veröf-
fentlichungen des Bundesamtes für Sicher-
heit in der Informationstechnik (BSI) orientiert, 
ist als Nachweis zulässig. ²Abweichend von 
Satz 1 kann auch eine Orientierung an anderen 
Regelungen erfolgen, die einen vergleichbaren 
Schutzstandard gewährleisten (insbesondere 
ISO/IEC 27001).

(3)	 Die Überprüfung nach Absatz 1 ist zu dokumen-
tieren.

(4)	 Für den Fall der Auftragsverarbeitung gilt § 15 
Absatz 5.

§ 8 Verarbeitung von Meldedaten in kirchlichen Re-
chenzentren

(1)	 Werden personenbezogene Daten aus den Mel-
deregistern der kommunalen Meldebehörden 
in kirchlichen Rechenzentren verarbeitet, so 
orientieren sich die von diesen zu treffenden 
Schutzmaßnahmen an den jeweils geltenden 
BSI-IT-Grundschutzkatalogen oder vergleichba-
ren Veröffentlichungen des Bundesamtes für 
Sicherheit in der Informationstechnik (BSI). Ab-
weichend von Satz 1 kann auch eine Orientie-
rung an anderen Regelungen erfolgen, die einen 
vergleichbaren Schutzstandard gewährleisten 

(insbesondere ISO 27001 auf Basis IT-Grund-
schutz).

(2)	 Rechenzentren im Sinne dieser Durchführungs-
verordnung sind die für den Betrieb von größeren, 
zentral in mehreren Dienststellen eingesetzten 
Informations- und Kommunikationssystemen 
erforderlichen Einrichtungen.

Abschnitt 2
Schutzbedarf und Risikoanalyse

§ 9 Einordnung in Datenschutzklassen und Daten-
schutzniveau

(1)	 Unter Berücksichtigung der Art der zu verarbei-
tenden personenbezogenen Daten und des Aus-
maßes der möglichen Gefährdung personenbe-
zogener Daten hat eine Einordnung in eine der 
in §§ 11 bis 13 genannten drei Datenschutzklas-
sen zu erfolgen. 

(2)	 Bei der Einordnung personenbezogener Daten in 
eine Datenschutzklasse sind auch der Zusam-
menhang mit anderen gespeicherten Daten, der 
Zweck ihrer Verarbeitung und das anzunehmen-
de Interesse an einer missbräuchlichen Verwen-
dung der Daten zu berücksichtigen.

(3)	 ¹Die Einordnung erfolgt durch den Verantwort-
lichen; sie soll in der Regel bei Erstellung des 
Verzeichnisses von Verarbeitungstätigkeiten vor

genommen werden. ²Der oder die betriebliche 
Datenschutzbeauftragte soll angehört werden.

(4)	 ¹In begründeten Einzelfällen kann der Verant-
wortliche eine abweichende Einordnung vor-
nehmen. ²Die Gründe sind zu dokumentieren. 
³Erfolgt eine Einordnung in eine niedrigere Da-
tenschutzklasse, ist zuvor der oder die betriebli-
che Datenschutzbeauftragte anzuhören.

(5)	 Erfolgt keine Einordnung, gilt automatisch die 
Datenschutzklasse III, sofern nicht die Voraus-
setzungen des § 14 vorliegen.

(6)	 Die Einordnung in eine der nachfolgend genann-
ten Datenschutzklassen erfordert die Einhaltung 
des dieser Datenschutzklasse entsprechenden 
Schutzniveaus und die Einhaltung der dort be-
schriebenen Mindestmaßnahmen.
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(7)	 Erfolgt die Verarbeitung durch einen Auftrags-
verarbeiter, ist der Verantwortliche verpflichtet, 
sich in geeigneter Weise, insbesondere durch 
persönliche Überprüfung oder Vorlage von 
Nachweisen, von dem Bestehen des der jeweili-
gen Datenschutzklasse entsprechenden Schutz-
niveaus zu überzeugen.

§ 10 Risikoanalyse

(1)	 Die den individuellen Gegebenheiten entsprin-
genden Risiken sind vom Verantwortlichen an-
hand einer Risikoanalyse festzustellen. 

(2)	 ¹Für eine Analyse der möglichen Risiken für die 
Rechte und Freiheiten natürlicher Personen, die 
mit der Verarbeitung personenbezogener Daten 
verbunden sind, sind objektive Kriterien zu ent-
wickeln und anzuwenden. ²Hierzu zählen insbe-
sondere die Eintrittswahrscheinlichkeit und die 
Schwere eines Schadens für die betroffene Per-
son. ³Zu berücksichtigen sind auch Risiken, die 
durch – auch unbeabsichtigte oder unrechtmä-
ßige – Vernichtung, durch Verlust, Veränderung, 
unbefugte Offenlegung von oder unbefugten Zu-
gang zu personenbezogenen Daten entstehen.

(3)	 Die identifizierten Risiken sind durch entspre-
chende Maßnahmen im Einklang mit § 6 zu be-
handeln.

§ 11 Datenschutzklasse I und Schutzniveau I

(1)	 Der Datenschutzklasse I unterfallen personen-
bezogene Daten, deren missbräuchliche Verar-
beitung keine besonders schwerwiegende Be-
einträchtigung des Betroffenen erwarten lässt. 
Hierzu gehören insbesondere Namens- und 
Adressangaben ohne Sperrvermerke sowie Be-
rufs-, Branchen- oder Geschäftsbezeichnungen.

(2)	 Zum Schutz der in die Datenschutzklasse I ein-
zuordnenden Daten ist ein Schutzniveau I zu de-
finieren. Dieses setzt voraus, dass mindestens 
folgende Voraussetzungen gegeben sind:

a)	 Das IT-System, auf dem die schützenswerten 
personenbezogenen Daten abgelegt sind, ist 
nicht frei zugänglich; es befindet sich z.B. in 
einem abschließbaren Gebäude oder unter 
ständiger Aufsicht.

b)	 ¹Die Anmeldung am IT-System ist nur nach 
Eingabe eines geeigneten benutzerdefinier-

ten Passwortes oder unter Verwendung 
eines anderen, dem aktuellen Stand der 
Technik und dem jeweiligen Sicherheitsbe-
darf entsprechenden Authentifizierungsver-
fahrens zulässig. ²In sicherheitskritischen 
Bereichen oder bei Zugriffen außerhalb ge-
sicherter Netze ist insbesondere der Einsatz 
von Mehr-Faktor-Authentifizierungsverfahren 
(z. B. Kombination aus Passwort und Einmal-
code, Hardware-Token oder biometrischen 
Verfahren) vorzusehen.

c)	 Sicherungskopien von Daten sind nach ak-
tuellem Stand der Technik mit geeigneten 
Maßnahmen vor unbefugtem Zugriff zu 
schützen.

d)	 Vor der Weitergabe eines IT-Systems, ins-
besondere eines Datenträgers für einen 
anderen Einsatzzweck sind die auf ihm be-
findlichen Daten so zu löschen, dass ihre 
Lesbarkeit und ihre Wiederherstellung aus-
geschlossen sind. 

e)	 Nicht öffentlich verfügbare Daten werden 
nur dann weitergegeben, wenn sie durch ge-
eignete Schutzmaßnahmen geschützt sind. 
Die Art und Weise des Schutzes ist vor Ort 
zu definieren.

§ 12 Datenschutzklasse II und Schutzniveau II

(1)	 Der Datenschutzklasse II unterfallen personen-
bezogene Daten, deren missbräuchliche Verar-
beitung den Betroffenen in seiner gesellschaft-
lichen Stellung oder in seinen wirtschaftlichen 
Verhältnissen beeinträchtigen kann. Hierzu 
gehören z.B. Daten über Mietverhältnisse, Ge-
schäftsbeziehungen sowie Geburts- und Jubilä-
umsdaten.

(2)	 Zum Schutz der in die Datenschutzklasse II ein-
zuordnenden Daten ist ein Schutzniveau II zu 
definieren. Dieses setzt voraus, dass neben dem 
Schutzniveau I mindestens folgende Vorausset-
zungen gegeben sind:

a)	 ¹Die Anmeldung am IT-System ist nur nach 
Eingabe eines geeigneten benutzerdefinier-
ten Passwortes zulässig, das ausreichend 
komplex gewählt werden muss und dessen 
Erneuerung nach dem jeweiligen Sicherheits-
bedarf erfolgt. ²Alternativ ist die Verwen-
dung eines anderen, dem aktuellen Stand der 
Technik und dem jeweiligen Sicherheitsbe-
darf entsprechenden Authentifizierungsver-



- 86 -

Amtsblatt des Bistums Limburg Nr. 2/2026

fahrens zulässig. 
b)	 ¹Das Starten des IT-Systems darf nur mit 

dem dafür bereit gestellten Betriebssystem 
erfolgen. ²Zu diesem Zweck sind geeignete 
technische Maßnahmen wie beispielsweise 
ein Boot-Schutz umzusetzen.

c)	 Sicherungskopien und Ausdrucke der Daten-
bestände sind vor Fremdzugriff und vor der 
gleichzeitigen Vernichtung mit den Original-
daten zu schützen.

d)	 ¹Die Daten der Schutzklasse II sind auf zent-
ralen Systemen in besonders gegen unbefug-
ten Zutritt gesicherten Räumen zu speichern, 
sofern keine begründeten Ausnahmefälle ge-
geben sind. ²Diese sind schriftlich dem oder 
der betrieblichen Datenschutzbeauftragten 
zu melden. ³Die jeweils beteiligten IT-Sys-
teme sind dem aktuellen Stand der Technik 
und dem jeweiligen Sicherheitsbedarf ent-
sprechend angemessen zu schützen. 4Eine 
Speicherung auf anderen IT-Systemen darf 
nur erfolgen, wenn diese mit einem geeigne-
ten Zugriffsschutz ausgestattet sind.

e)	 ¹Die Übermittlung personenbezogener Da-
ten außerhalb eines geschlossenen und 
gesicherten Netzwerks (auch über auto-
matisierte Schnittstellen) hat grundsätzlich 
verschlüsselt zu erfolgen. ²Das Verschlüsse-
lungsverfahren ist dem aktuellen Stand der 
Technik und dem jeweiligen Sicherheitsbe-
darf entsprechend angemessen auszuwählen. 

§ 13 Datenschutzklasse III und Schutzniveau III

(1)	 ¹Der Datenschutzklasse III unterfallen personen-
bezogene Daten, deren missbräuchliche Verar-
beitung die gesellschaftliche Stellung oder die 
wirtschaftlichen Verhältnisse des Betroffenen 
erheblich beeinträchtigen kann. ²Hierzu gehören 
insbesondere die besonderen Kategorien perso-
nenbezogener Daten gemäß § 4 Ziffer 2. KDG 
sowie Daten über strafbare Handlungen, arbeits-
rechtliche Rechtsverhältnisse, Disziplinarent-
scheidungen und Namens- und Adressangaben 
mit Sperrvermerken.

(2)	 ¹Zum Schutz der in die Datenschutzklasse III 
einzuordnenden Daten ist ein Schutzniveau III 
zu definieren. ²Dieses setzt voraus, dass neben 
dem Schutzniveau II mindestens folgende Vor-
aussetzungen gegeben sind:

a)	 ¹Ist es aus dienstlichen Gründen zwingend 

erforderlich, dass Daten der Datenschutz-
klasse III auf mobilen Geräten im Sinne des 
§ 4 Absatz 2 oder Datenträgern gespeichert 
werden, sind diese Daten nur verschlüsselt 
abzuspeichern. ²Das Verschlüsselungsver-
fahren ist dem aktuellen Stand der Technik 
und dem jeweiligen Sicherheitsbedarf ent-
sprechend angemessen auszuwählen.

b)	 ¹Eine langfristige Lesbarkeit der zu spei-
chernden Daten ist sicher zu stellen. ²So 
müssen z.B. bei verschlüsselten Daten die 
Sicherheit des Schlüssels und die erforderli-
che Entschlüsselung auch in dem nach § 16 
Absatz 1 zu erstellenden Datensicherungs-
konzept berücksichtigt werden. 

§ 14 Umgang mit personenbezogenen Daten, die dem 
Beichtgeheimnis oder dem Seelsorgegeheimnis un-
terliegen

(1)	 ¹Personenbezogene Daten, die dem Beichtge-
heimnis oder dem Seelsorgegeheimnis unter-
liegen, sind in besonders hohem Maße schutz-
bedürftig. ²Ihre Ausspähung oder Verlautbarung 
würde dem Vertrauen in die Verschwiegenheit 
katholischer Dienststellen und Einrichtungen 
schweren Schaden zufügen. 

(2)	 Das Beichtgeheimnis nach cc.  983  ff. CIC ist 
zu wahren; personenbezogene Daten, die dem 
Beichtgeheimnis unterliegen, dürfen nicht verar-
beitet werden. 

(3)	 Personenbezogene Daten, die, ohne Gegenstand 
eines Beichtgeheimnisses nach cc. 983 ff. CIC 
zu sein, dem Seelsorgegeheimnis unterliegen, 
dürfen nur verarbeitet werden, wenn dem be-
sonderen Schutzniveau angepasste, erforder-
lichenfalls über das Schutzniveau der Daten-
schutzklasse III hinausgehende technische und 
organisatorische Maßnahmen ergriffen werden.

(4)	 ¹Eine Maßnahme im Sinne des Absatz 3 kann, 
wenn die Verarbeitung auf IT-Systemen erfolgt, 
insbesondere die Unterhaltung eines eigenen 
Servers bzw. einer eigenen Datenablage in ei-
nem Netzwerk ohne externe Datenverbindung 
sein. ²Auch die verschlüsselte Abspeicherung 
der personenbezogenen Daten auf einem exter-
nen Datenträger, der außerhalb der Dienstzeiten 
in einem abgeschlossenen Tresor gelagert wird, 
kann eine geeignete technische und organisato-
rische Maßnahme darstellen. 
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(5)	 Erfolgt die Seelsorge außerhalb eines geschlos-
senen Netzwerkes, sind geeignete, erforder-
lichenfalls über das Schutzniveau der Daten-
schutzklasse III hinausgehende, technische und 
organisatorische Maßnahmen nach dem aktuel-
len Stand der Technik zu treffen. 

(6)	 Die Absätze 3 bis 5 gelten auch für personen-
bezogene Daten, die in vergleichbarer Weise 
schutzbedürftig sind.

Kapitel 4
Maßnahmen des Verantwortlichen und des oder der 
Mitarbeitenden

§ 15 Maßnahmen des Verantwortlichen

(1)	 Verantwortlicher ist gemäß § 4 Nr. 9. KDG die 
natürliche oder juristische Person, Behörde, 
Einrichtung oder andere Stelle, die allein oder 
gemeinsam mit anderen über die Zwecke und 
Mittel der Verarbeitung von personenbezogenen 
Daten entscheidet.

(2)	 Ihm obliegt die Risikoanalyse zur Feststellung 
des Schutzbedarfs (§ 9 Absatz 1) sowie die zu-
treffende Einordnung der jeweiligen Daten in die 
Datenschutzklassen (§ 9 Absatz 6).

(3)	 Der Verantwortliche klärt die Mitarbeitenden 
über Gefahren und Risiken auf, die insbesonde-
re aus der Nutzung eines IT-Systems erwachsen 
können.

(4)	 Der Verantwortliche stellt sicher, dass ein Kon-
zept zur datenschutzrechtlichen Ausgestaltung 
der IT-Systeme erstellt und umgesetzt wird.

(5)	 ¹Erfolgt die Verarbeitung personenbezogener 
Daten durch einen Auftragsverarbeiter, so ist 
der Verantwortliche verpflichtet, die techni-
schen und organisatorischen Maßnahmen des 
Auftragsverarbeiters regelmäßig, mindestens 
jedoch im Abstand von jeweils zwei Jahren auf 
ihre Wirksamkeit zu überprüfen und dies zu do-
kumentieren. ²Bei Vorlage eines anerkannten 
Zertifikats durch den Auftragsverarbeiter gemäß 
§ 29 Absatz 6 KDG kann auf eine Prüfung ver-
zichtet werden.

(6)	 ¹Der Verantwortliche kann, unbeschadet seiner 
Verantwortlichkeit, seine Aufgaben und Befug-
nisse nach dieser Durchführungsverordnung 

durch schriftliche Anordnung auf geeignete 
Mitarbeitende übertragen. ²Eine Übertragung 
auf den betrieblichen Datenschutzbeauftragten 
oder die betriebliche Datenschutzbeauftragte ist 
ausgeschlossen.

§ 16 Maßnahmen des Verantwortlichen zur Datensi-
cherung

(1)	 ¹Der Verantwortliche hat ein Datensicherungs-
konzept zu erstellen und entsprechend umzu-
setzen. ²Dabei ist die langfristige Lesbarkeit der 
zu speichernden Daten in der Datensicherung 
anzustreben. 

(2)	 ¹Zum Schutz personenbezogener Daten vor Ver-
lust sind regelmäßige Datensicherungen erfor-
derlich. ²Dabei sind u.a. folgende Aspekte mit zu 
berücksichtigen:

a)	 Soweit eine dauerhafte Lesbarkeit der Daten 
im Sinne des § 4 Absatz 3 nicht auf andere 
Weise sichergestellt werden kann, sind Si-
cherungskopien der verwendeten Program-
me in allen verwendeten Versionen anzule-
gen und von den Originaldatenträgern der 
Programme und den übrigen Datenträgern 
getrennt aufzubewahren.

b)	 Die Datensicherung soll in Umfang und Zeit-
abstand anhand der entstehenden Auswir-
kungen eines Verlustes der Daten festgelegt 
werden.

(3)	 Unabhängig von der Einteilung in Datenschutz-
klassen sind geeignete technische Abwehr-
maßnahmen gegen Angriffe und den Befall von 
Schadsoftware z.B. durch den Einsatz aktueller 
Sicherheitstechnik wie Virenscanner, Firewall-
Technologien und eines regelmäßigen Patch-
Managements (geplante Systemaktualisierun-
gen) vorzunehmen.

§ 17 Maßnahmen des oder der Mitarbeitenden

¹Unbeschadet der Aufgaben des Verantwortlichen 
im Sinne des § 4 Ziffer 9. KDG trägt jeder und jede 
Mitarbeitende die Verantwortung für die datenschutz-
konforme Ausübung seiner Tätigkeit. ²Es ist ihm oder 
ihr untersagt, personenbezogene Daten zu einem an-
deren als dem in der jeweils rechtmäßigen Aufgaben-
erfüllung liegenden Zweck zu verarbeiten.
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Kapitel 5
Besondere Gefahrenlagen

§ 18 Nutzung von Cloud-Diensten

Für die Verarbeitung personenbezogener Daten mit 
einem Cloud-Dienst gilt ergänzend zu den Vorschrif-
ten der §§ 5 ff.:

(1)	 Es sind primär bereits geprüfte und freigegebe-
ne Cloud-Dienste zu nutzen.

(2)	 ¹Vor der Nutzung anderer Cloud-Dienste ist an-
hand nachfolgender Aspekte zu prüfen, ob die 
erforderlichen Sicherheitsanforderungen erfüllt 
werden. ²Folgende Aspekte können ein erhöhtes 
Risiko darstellen:

a)	 ungeplante vorzeitige Vertragsbeendigung 
durch den Diensteanbieter,

b)	 unzureichend gesicherte administrative Zu-
gänge,

c)	 mangelnde Portabilität von personenbezo-
genen Daten und IT-Systemen,

d)	 generelle Abhängigkeit vom Cloud-Dien-
steanbieter mangels Wechselmöglichkeit,

e)	 Gefährdung der Integrität von Informationen 
aufgrund herstellerspezifischer Datenforma-
te,

f)	 gemeinsame Nutzung der Cloud-Infrastruk-
tur durch mehrere Kunden,

g)	 Unkenntnis über den Speicherort der Infor-
mationen,

h)	 hohe Mobilität der Informationen sowie
i)	 unbefugter Zugriff auf Informationen bei-

spielsweise durch Administrationspersonal 
des Cloud-Diensteanbieters oder Dritte.

(3)	 Vor der Nutzung des Cloud-Dienstes ist in Ab-
hängigkeit von der Risikoanalyse eine Exit-Stra-
tegie zu definieren (z. B. Datenlöschung, Daten-
übertragung).

§ 19 Autorisierte Programme

Auf dienstlichen IT-Systemen dürfen ausschließlich 
vom Verantwortlichen autorisierte Programme und 
Kommunikationstechnologien verwendet werden.

§ 20 Nutzung dienstlicher IT-Systeme zu auch priva-
ten Zwecken

¹Die Nutzung dienstlicher IT-Systeme zu auch privaten 
Zwecken ist grundsätzlich unzulässig. ²Ausnahmen 

regelt der Verantwortliche unter Beachtung der jeweils 
geltenden gesetzlichen Regelungen.

§ 21 Nutzung privater IT-Systeme zu dienstlichen 
Zwecken

(1)	 ¹Die Verarbeitung personenbezogener Daten auf 
privaten IT-Systemen zu dienstlichen Zwecken 
ist grundsätzlich unzulässig. ²Sie kann als Aus-
nahme von dem Verantwortlichen unter Beach-
tung der jeweils geltenden gesetzlichen Rege-
lungen zugelassen werden. 

(2)	 ¹Die Zulassung erfolgt schriftlich und beinhaltet 
mindestens

a)	 die Angabe der Gründe, aus denen die Nut-
zung des privaten IT-Systems erforderlich ist,

b)	 eine Regelung über den Einsatz einer zentra-
lisierten Verwaltung von Mobilgeräten (z. B. 
Mobile Device Management) auf dem priva-
ten IT-System des oder der Mitarbeitenden,

c)	 das Recht des Verantwortlichen zur Lö-
schung durch Fernzugriff aus wichtigem und 
unabweisbarem Grund; ein wichtiger und un-
abweisbarer Grund liegt insbesondere vor, 
wenn der Schutz personenbezogener Daten 

Dritter nicht auf andere Weise sichergestellt 
werden kann,

d)	 eine jederzeitige Überprüfungsmöglichkeit 
des Verantwortlichen,

e)	 die Dauer der Nutzung des privaten IT-Sys-
tems für dienstliche Zwecke,

f)	 das Recht des Verantwortlichen festzulegen, 
welche Programme verwendet oder nicht 
verwendet werden dürfen sowie

g)	 die Verpflichtung zum Nachweis einer Lö-
schung der zu dienstlichen Zwecken verar-
beiteten personenbezogenen Daten, wenn 
die Freigabe der Nutzung des privaten IT-
Systems endet, das IT-System weitergege-
ben oder verschrottet wird.

²Ergänzend ist dem oder der betreffenden Mitar-
beitenden eine spezifische Handlungsanweisung 
auszuhändigen, die Regelungen zur Nutzung des 
privaten IT-Systems enthält. 

(3)	 Der Zugang von privaten IT-Systemen über so-
genannte webbasierte Lösungen kann mit den 
Mitarbeitenden vereinbart werden, soweit alle 
datenschutzrechtlichen Voraussetzungen für 
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eine sichere Nutzung gegeben sind.

(4)	 ¹Die Weiterleitung dienstlicher personenbezoge-
ner Daten auf private E-Mail-Konten ist unzuläs-
sig. ²Dies gilt auch für personalisierte E-Mail-Ad-
ressen. ³Ausnahmeregelungen können von dem 
Verantwortlichen getroffen werden, soweit das 
datenschutzrechtliche Schutzniveau, insbeson-
dere nach dem KDG oder dieser Durchführungs-
verordnung, nicht unterschritten wird.

(5)	 Der oder die Mitarbeitende hat sicherzustellen, 
dass unberechtigte Dritte, insbesondere Famili-
enmitglieder, keinen Zugriff auf dienstliche per-
sonenbezogene Daten haben.

§ 22 Externe Zugriffe, Auftragsverarbeitung

(1)	 ¹Der Zugriff aus und von anderen IT-Systemen 
durch Externe (z.B. externe Dienstleister, externe 
Dienststellen) schafft besondere Gefahren hin-
sichtlich der Ausspähung von Daten. ²Derartige 
Zugriffe dürfen nur aufgrund vertraglicher Ver-
einbarung erfolgen. ³Insbesondere mit Auftrags-
verarbeitern, die nicht den Regelungen des KDG 
unterfallen, ist grundsätzlich neben der Anwen-
dung der EU-Datenschutzgrundverordnung die 
Anwendung des KDG zu vereinbaren.

(2)	 Bei Zugriffen durch Externe ist mit besonderer 
Sorgfalt darauf zu achten und nicht nur vertrag-
lich, sondern nach Möglichkeit auch technisch 
sicherzustellen, dass keine Kopien der perso-
nenbezogenen Datenbestände gefertigt werden 
können. 

(3)	 ¹Muss dem Externen bei Vornahme der Arbeiten 
ein Systemzugang eröffnet werden, ist dieser 
Zugang entweder zu befristen oder unverzüglich 
nach Beendigung der Arbeiten zu deaktivieren. 
²Im Zuge dieser Arbeiten vergebene Passwörter 
sind nach Beendigung der Arbeiten unverzüglich 
zu ändern.

(4)	 Bei der dauerhaften Inanspruchnahme von 
externen IT-Dienstleistern sind geeignete ver-
gleichbare Regelungen zu treffen.

(5)	 ¹Eine Fernwartung von IT-Systemen darf darüber 
hinaus nur erfolgen, wenn der Beginn aktiv sei-
tens des Auftraggebers eingeleitet wurde, über 
sichere Verbindungen erfolgt und die Fernwar-
tung systemseitig protokolliert wird. ²Im Falle 
der Einbeziehung externer Dienstleister sind 
auch die datenschutzrechtlichen Anforderun-

gen und Verantwortlichkeiten sowie technische 
Schutzmaßnahmen vertraglich zu regeln.

(6)	 Die Verbringung von IT-Systemen mit Daten der 
Datenschutzklasse III zur Durchführung von 
Wartungsarbeiten in den Räumen eines Exter-
nen darf nur erfolgen, wenn die Durchführung 
der Wartungsarbeiten in eigenen Räumen nicht 
möglich ist und sie unter den Bedingungen einer 
Auftragsverarbeitung erfolgt.

§ 23 Verschrottung und Vernichtung von IT-Systemen,
Abgabe von IT-Systemen zur weiteren Nutzung

(1)	 ¹Bei der Verschrottung bzw. der Vernichtung von 
IT-Systemen im Sinne des § 4 Abs. 2 Nr. 1 dieser 
Verordnung, insbesondere Datenträgern, Faxge-
räten und Druckern, sind den jeweiligen DIN-Nor-
men entsprechende Maßnahmen zu ergreifen, 
die die Lesbarkeit oder Wiederherstellbarkeit der 
Daten zuverlässig ausschließen. ²Dies gilt auch 
für den Fall der Abgabe von IT-Systemen, insbe-
sondere Datenträgern, zur weiteren Nutzung.

(2)	 Absatz 1 gilt auch für die Verschrottung, Ver-
nichtung oder Abgabe von privaten IT-Systemen, 
die gemäß § 20 zu dienstlichen Zwecken ge-
nutzt werden.

§ 24 Passwortlisten der Systemverwaltung

Alle nicht zurücksetzbaren Passwörter (z. B. BIOS- 
und Administrationspasswörter) sind besonders ge-
sichert aufzubewahren.

§ 25 Übermittlung personenbezogener Daten per Fax

¹Die Übermittlung personenbezogener Daten per 
Fax ist grundsätzlich unzulässig. ²In spezifischen 
Bestimmungen können Ausnahmen, insbesondere 
Übergangsbestimmungen, vorgesehen werden; da-
bei sind die Vorschriften der §§ 5 ff. und die jeweils 
aktuellen Sicherheitsstandards zu beachten. 

§ 26 Sonstige Formen der Übermittlung personenbe-
zogener Daten

(1)	 ¹E-Mails, die personenbezogene Daten der Da-
tenschutzklasse II oder III enthalten, dürfen 
ausschließlich im Rahmen eines geschlossenen 
und gesicherten Netzwerks oder in verschlüs-
selter Form mit geeignetem Verschlüsselungs-
verfahren übermittelt werden. ²Das Verschlüs-
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selungsverfahren ist dem aktuellen Stand der 
Technik und dem jeweiligen Sicherheitsbedarf 
entsprechend angemessen auszuwählen.

 
(2)	 Eine Übermittlung personenbezogener Daten 

per E-Mail an Postfächer, auf die mehr als eine 
Person Zugriff haben (sog. Funktionspostfä-
cher), ist in Fällen personenbezogener Daten 
der Datenschutzklassen II und III grundsätzlich 
nur zulässig, wenn durch vorherige Abstimmung 
mit dem Empfänger sichergestellt ist, dass aus-
schließlich autorisierte Personen Zugriff auf die-
ses Postfach haben.

(3)	 Für die Übermittlung von Video- und Sprachda-
ten insbesondere im Zusammenhang mit Vi-
deo- und Telefonkonferenzen gilt Absatz 1 un-
ter Berücksichtigung des aktuellen Standes der 
Technik entsprechend. 

§ 27 Kopier-/Scangeräte

Bei Kopier-/Scangeräten mit eigener Speichereinheit 
ist sicherzustellen, dass ein Zugriff auf personenbe-
zogene Daten durch unberechtigte Mitarbeitende oder 
sonstige Dritte nicht möglich ist.

Kapitel 6
Übergangs- und Schlussbestimmungen

§ 28 Inkrafttreten

Diese Durchführungsverordnung tritt zum 
1.März 2019 in Kraft

Nr. 17 Zählung der sonntäglichen Gottesdienst-
teilnehmerinnen und Gottesdienstteilnehmer am 
1. März 2026

Gemäß Beschlüssen der Deutschen Bischofskonfe-
renz (vgl. Vollversammlung vom 24. bis 27. Februar 
1969, Prot. Nr. 18, und Ständiger Rat vom 27. April 
1992, Prot. Nr. 5) werden für die Zwecke der kirch-
lichen Statistik der Bistümer in der Bundesrepublik 
Deutschland die Gottesdienstteilnehmerinnen und 
Gottesdienstteilnehmer zwei Mal im Jahr gezählt. 

Die erste Zählung findet am zweiten Sonntag in der 
Fastenzeit (1. März 2026) statt. Zu zählen sind alle 
Personen, die an den sonntäglichen Hl. Messen (ein-
schl. Vorabendmesse) teilnehmen. Mitzuzählen sind 
auch die Besucherinnen und Besucher der Wort- oder 
Kommuniongottesdienste, die anstelle einer Eucharis-

tiefeier gehalten werden. Zu den Gottesdienstteilneh-
merinnen und Gottesdienstteilnehmern zählen auch 
die Angehörigen anderer Pfarreien (z. B. Wallfahrende, 
Seminarteilnehmende, Touristen und Besuchsreisen-
de).

Das Ergebnis der Zählung kann gleich nach dem Zähl-
sonntag über den „Zusatzbogen Gottesdtn“ im e-mip-
System eingegeben werden. Das Ergebnis wird dann
automatisch in den Erhebungsbogen im nächsten 
Jahr übernommen.

Nr. 18 Förderrichtlinie des Madeleine-Delbrêl-För-
derfonds

Der aus einem Vermächtnis neu aufgelegte Made-
leine-Delbrêl-Fonds des Bistums Limburg unterstützt 
Veranstaltungen im Bereich der deutsch-französi-
schen kirchlichen Jugendarbeit in unserem Bistum. 
Diese Förderung kann auch zusätzlich zu den Zu-
schüssen des Diözesanen Jugendplan oder der BDKJ-
Landesmittel beantragt werden.

Förderrichtlinie des Madeleine-Delbrêl-Förderfonds 

(1)	 Der Fonds fördert Maßnahmen der (Glaubens-)
Bildung für Kinder, Jugendliche und junge Er-
wachsene mit Wohnsitz in Deutschland und/
oder Frankreich, die die deutsch-französische 
Verständigung, den europäischen Gedanken, 
Frieden und Völkerverständigung befördern und 
in kulturellen Maßnahmen, Bildungsmaßnah-
men, Reisen und Begegnungsprogrammen ver-
wirklichen. 

(2)	 Antragsberechtigt sind Katholische Pfarreien, 
Katholische Fachstellen für Jugendarbeit, Ju-
gendkirchen, Verbände, Hochschulseelsorge, 
Schulseelsorge, katholische Schulen, sowie 
Katholische Einrichtungen im Bistum Lim-
burg. Gefördert werden Maßnahmen bei de-
nen mindestens 2/3 der Teilnehmer/-innen und 
Betreuer/-innen ihren Wohnsitz im Bistum Lim-
burg haben, sofern es sich nicht um eine Begeg-
nungsfahrt handelt, bei der Teilnehmende aus 
dem Ausland ins Bistum reisen. Zuschussbe-
rechtigt sind Teilnehmer/-innen zwischen 6 und 
35 Jahren. Die Altersgrenze gilt als eingehalten, 
wenn die Teilnehmer/-innen im laufenden Jahr 
das angegebene Alter erreichen. 

 
(3)	 Die Zuschusssumme kann nicht höher sein als 

die tatsächlichen Ausgaben. 
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(4)	 Folgende Maßnahmen werden auf Antrag geför-
dert: 

 
a)	 Maßnahmen der Glaubensbildung, Pilgerwe-

ge und Wallfahrten, Auseinandersetzung mit 
Glaubensfragen: 
Tages- und Mehrtagesveranstaltungen so-
wie Wochenenden (bis zu 5 Tage): 11,50 
Euro pro Tag und Teilnehmer/-in 

b)	 Tage der Orientierung, Schülerinnen- 
und Schülertage (inkl. Maßnahmen der 
Schulpastoral/-seelsorge an den Bischöfli-
chen Schulen im Bistum Limburg): 
Tages- und Mehrtagesveranstaltungen so-
wie Wochenenden (bis zu 5 Tage): 11,50 
Euro pro Tag und Teilnehmer/-in 

 
c)	 Politische, kulturelle und soziale Bildung:

Tages- und Mehrtagesveranstaltungen so-
wie Wochenenden (bis zu 5 Tage): 11,50 
Euro pro Tag und Teilnehmer/-in 

d)	 Mitarbeiter/-innenschulung: 
Schulung von Mitarbeiter/-innen in der Ju-
gendarbeit (gilt auch für Mitarbeiter/-innen 
über 27 J.) 
	- Tages- und Mehrtagesveranstaltungen 

sowie Wochenenden (bis zu 5 Tage): 
11,50 Euro pro Tag und Teilnehmer/-in

 
	- Veranstaltungen mit mind. 2 Zeitstun-

den: 26,00 € pro Nachmittag/Abend 

e)	 Freizeiten:  
Förderung von ehrenamtlichen Mitarbeiter/-
innen 
Mindestens 4 und bis zu 14 Tage: Für je 
vollendete 7 Teilnehmer/-innen wird ein/-e 
Mitarbeiter/-in ab 15 Jahre mit einem Betrag 
von 4,50 Euro pro Veranstaltungstag geför-
dert. Alle Mitarbeiter/-innen ab 15 Jahre, die 
an einer Gruppenleiter/-innenschulung teil-
genommen haben, werden mit einem Betrag 
von 11,50 Euro pro Veranstaltungstag geför-
dert (Nachweis erforderlich).  

f)	 Innovative Sondermaßnahmen:  
Besondere Maßnahmen, Projekte, etc. 
können pro Jahr mit maximal 500,-€ bezu-
schusst werden. 

 
g)	 Einzelpersonen:  

Ebenso förderfähig sind einzelne Personen, 
die ein FSJ, Studium oder anderweitig ge-

planten  
Aufenthalt in Frankreich antreten. Hier ist 
eine Bewerbung einzureichen, die neben den 
üblichen  
Unterlagen ein Motivationsschreiben enthält, 
wie der Förderzweck durch den Aufenthalt 
erreicht  
werden kann. Ein Zuschuss von höchsten 50 
Euro pro Aufenthaltsmonat kann für die Dau-
er von max. 12 Monaten gewährt werden.  

(5)	 Pro Veranstaltungstag ist ein inhaltliches Pro-
gramm von mindestens 6 Zeitstunden erforder-
lich, halbe Veranstaltungstage mit mindestens 3 
Stunden können mit 6,50 Euro pro Teilnehmer/-
in bezuschusst werden. An- und Abreisetag 
werden bei Veranstaltungen von mehr als zwei 
Tagen dann als volle Tage anerkannt, wenn für 
den Anreise- und Abreisetag zusammen 6 Zeit-
stunden Programm nachgewiesen werden. 

(6)	 Es werden Maßnahmen mit mindestens 7 
Teilnehmer/-innen gefördert. Pro 7 Teilnehmer/-
innen kann ein/e pädagogische/r Mitarbeiter/-in 
mit 11,50 Euro pro Veranstaltungstag gefördert 
werden (Ausnahme Freizeiten und Ferienspiele). 
Bei Teilnehmenden beiderlei Geschlechts kann 
bereits ab 7 Teilnehmer/-innen ein/e weitere/r 
pädagogische/r Mitarbeiter/in des jeweils ande-
ren Geschlechts gefördert werden, wenn es sich 
um eine Maßnahme mit Übernachtung handelt. 
Wenn Menschen mit Beeinträchtigung an der 
geplanten Maßnahme teilnehmen, werden pro 2  
beeinträchtigte/r Teilnehmer/-innen ein/-e 
Betreuer/-in mit 11,50 Euro pro Veranstaltungs-
tag gefördert. Die pädagogischen Mitarbeiter/-
innen und Betreuer/-innen müssen zum Zeitpunkt 
der Veranstaltung das 15. Lebensjahr vollendet 
haben. Der Träger der Maßnahme stellt sicher, 
dass alle pädagogischen Mitarbeiter/-innen und 
Betreuer/-innen an einer Gruppenleiter/-innen-
schulung teilgenommen haben. 

(7)	 Gemäß der Präventionsordnung des Bistums 
Limburg stellt der Träger der Maßnahme sicher, 
dass alle pädagogischen Mitarbeiter/-innen 
und Betreuer/-innen durch eine Schulung, In-
formations- oder Sensibilisierungsmaßnahme 
Kenntnisse im Bereich der Prävention vor sexua-
lisierte Gewalt erlangt haben, insbesondere über 
Verfahrenswege im Fall von Vermutung und Ver-
dacht von sexualisierter Gewalt. 
Ebenfalls gemäß der Präventionsordnung sowie 
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den Ausführungsbestimmungen der Präventions-
ordnung sind ab dem Jahr 2021 nur noch die An-
tragsteller zuschussberechtigt, die gegenüber der 
Koordinationsstelle Prävention ein Institutionel-
les Schutzkonzept vorgelegt haben, es sei denn, 
der Antragsteller hat bei der Koordinationsstelle 
Prävention schriftlich einen hinreichend begrün-
deten Antrag auf Verlängerung der Vorlagefrist 
gestellt. 

Veranstaltungen, die schon durch andere über-
pfarrliche, kirchliche Zuschussgeber gefördert 
werden, sind ergänzend bezuschussungsfähig. 

Alkoholische Getränke und Pfand dürfen nicht in 
die Gesamtkosten einbezogen werden. 

(8)	 Die Anträge sind an die Zuschussverwaltung im 
Bereich Pastoral und Bildung zu richten. 
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Nr. 19 Dienstnachrichten

Priester

Mit Termin 15. Februar 2026 wird Pater Rijo JOY Isch 
von seinem Dienst als Pfarrvikar entpflichtet und 
scheidet aus dem Dienst des Bistums aus.

Mit Termin 30. Juni 2026 hat der Provinzial der Pal-
lottiner den Gestellungsvertrag für Pater Edward 
FRÖHLING SAC gekündigt. P. Fröhling wird daher von 
seinem Dienst als Pfarrvikar entpflichtet.

Diakon

Mit Termin 1. Februar 2026 bis 31. Dezember 2028 
wird Diakon i. R. Dr. Christoph BEUERS mit Diensten 
in der Seelsorge im St. Vincenzstift in Aulhausen be-
auftragt.


